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### 1AC---Blockchain ADV

#### Contention 1 is BLOCKCHAIN.

#### Blockchain development is inevitable, but beyond the scope of antitrust---the narrow focus on the ‘firm’ is fundamentally inapplicable, creating an anticompetitive environment that’ll centralize applications and limit uptake.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 134-136

5 A WIN-WIN THEORY

The creation of a legal fiction around blockchain nuclei will benefit both antitrust and blockchain communities. By facilitating the enforcement of the rule of law, blockchain participants will indeed be able to enforce antitrust laws or be sanctioned when infringing them.

5.1 A Win for Antitrust

The theory of granularity helps create a legal fiction for public permissionless blockchains and private ones (whose governance is not vertical). Surely, other legal fictions will be proposed in the coming years. Regardless of its name, creating a legal fiction is a prerequisite for applying the rule of law to blockchain layer 1. The ability to do so is crucial.

First, the creation of a legal fiction ensures that blockchains do not escape antitrust enforcement for theoretical reasons. This is a prerequisite before discussing the technical barriers to enforce antitrust against illegal practices (see the following chapters). Second, assigning liability to the right entity ensures that whoever controls blockchains will have a strong(er) incentive to comply with legal requirements. The urge to play by the rules is always stronger when one knows that the rules could actually be enforced. As such, antitrust will not only protect actors that lie outside of blockchain ecosystems; it will also protect those inside the blockchain who cannot stop the anticompetitive practices. Antitrust will free blockchain layer 1 from these practices.

5.2 A Win for Blockchain

Creating a distinct legal fiction centered on blockchains’ nucleus will present an important step forward for related ecosystems. First, the creation of such fiction will attribute rights to blockchains’ nuclei. This will legitimize collaboration between blockchain participants in the nucleus that would otherwise have been prohibited. Indeed, I have explained that antitrust law defines a legal fiction (e.g., the firm) and then applies only to the effects that occur outside of it. Decisions that produce an effect outside of the blockchain nucleus will be submitted to antitrust law. In contrast, decisions taken by the nucleus whose effects are purely internal to that entity will be exempt from antitrust scrutiny.98

Second, creating a legal fiction will increase legal certainty pertaining to the application of antitrust law and regulation. Decades of research suggest that doing so will encourage investments,99 and will make entrepreneurs want to “embark” on the creation of innovative products and services.100 Blockchain communities say so themselves: regulatory issues and accompanying legal uncertainty are the most important reasons preventing greater investment and adoption of blockchain technology.101 The sooner a legal fiction is created, the better for the ecosystem. In its absence, one could imagine court decisions holding all blockchain participants liable for wrongdoings, even though most of them will not have the power to prevent these illegal practices.

Finally, the creation of a legal fiction will give the nucleus the right to institute legal actions and claim damages in cases of antitrust violation, whether caused by another nucleus or a non-blockchain entity. Going back to Christopher Stone’s writing, blockchain’s legal fictions will be able to institute legal actions in their name; courts will calculate injury to them, and relief will be run to their benefit. For example, one could imagine that a blockchain layer 1 (illegally) excluded from the market by another blockchain that engaged in predatory pricing could introduce a valid claim before the courts or antitrust agencies. In the following chapters, I will explain how this will play out when it comes to collusion and monopolization practices.

For all these reasons, creating an antitrust-related legal fiction will be invaluable for blockchain ecosystems and, ultimately, for decentralization. It will protect them from illegal practices that could hinder blockchain’s capacity to decentralize the economy. There is no doubt that centralized companies will multiply illegal behaviors toward blockchain ecosystems in the years to come, as we will see in the coming chapters. Being recognized as a legal entity will allow them to protect their interests and innovate toward decentralization.

6 CHAPTER SUMMARY AND BEYOND

In this chapter, 1 have used the theory of granularity to open the blockchain “black box.” First, I have discussed blockchain governance and shown how the influence of different participants neutralize their position. As no block- chain participant can control the blockchain by itself - and ensure its survival - I have explained that a group of participants may want to come together to achieve common goals. By doing so, they free themselves from other participants’ constraints and end up forming the blockchain nucleus.

The blockchain nucleus gives rise to an entity that should benefit from rights, but could also be held liable for illegal conducts. I have shown how this would work by analyzing relevant markets and market power, evaluating anticompetitive practices and assigning liability.

#### Anticompetitive exclusions and lack of legal certainty over the applicability of antitrust dry up investment and innovation, artificially consolidated digital ecosystems---applying antitrust solves.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 74-77

2 THE SPECTER OF NEUTRALIZATION

I hope to have convinced readers that antitrust law and blockchain contribute to similar, if not identical, objectives (i.e., preserving agents’ ability to act freely in the market, which entails the decentralization of decision-making processes).42 For that reason, one might expect that both communities would work hand in hand to achieve decentralization. And yet, despite pursuing a common goal, blockchain and antitrust may end up canceling each other out. Here’s why.

2.1 One Goal, Two Methods

Blockchain seeks the decentralization of decision making by eliminating intermediaries, while antitrust aims to achieve it by eliminating anticompetitive practices. They converge toward the same objective. That said, one should not be candid about how easy it will be to make them cooperate. First, the Sherman Act is concerned with trusts43 - hence the name “anti-trust”. Since there is no trustee in the sense of a third-party fiduciary in blockchain’s first layers, the target of antitrust laws is absent.44 Blockchain may thus undermine the *raison d'etre* of antitrust law, which will trigger epidermal reactions.

Furthermore, blockchain and antitrust may at times attack each other. Blockchain may be used to implement anticompetitive practices and be enforcement resistant, while antitrust may reinforce the role of intermediaries in the economy (by protecting them from different forms of anticompetitive exclusions) and label various blockchain behaviors as anticompetitive - regardless of the overall usefulness of these blockchain features.

In fact, antitrust law and blockchain ecosystems seek decentralization at two different levels. Antitrust law prohibits certain categories of conduct, creating tensions with tech communities without focusing much on digital architectures. Blockchain, on the contrary, seeks to decentralize by providing its users with a specific digital architecture. It does not prohibit (anticompetitive) practices where code allows. This creates tensions between them, as I show in Part 2 of this book. Their cooperation will require the identification of ways to deal with these mutual provocations, as I will explain in Part 3.

As things stand, both of these communities exhibit what Veblen called “trained incapacity” - the difficulty to think beyond a set of constraints and assumptions. Policymakers tend to believe that the law should be the most important constraint organizing our lives. For that reason, legal rules are often applied without looking for ways to coordinate with other constraints, including digital architectures.45 In the meantime, blockchain communities tend to view legal enforcement as an adversary, and not as an ally. As John Perry Barlow stated in 1996: “I ask you of the past to leave us alone. You are not welcome among us. You have no sovereignty where we gather.” After all, the law liberates, but it also implies illegality, lawsuits, liability assignment and sanctions. The antitrust and blockchain communities will gain from over- coming these biases.

2.2 The (Long) Road Ahead

If we want antitrust and blockchain to collaborate on a long-term basis, we need to talk about the problems that their cooperation will encounter along the way. The challenge before us is intricate.46 On the one hand, it is a matter of getting legal minds to recognize that technology can help achieve objectives that the law cannot achieve on its own. There are three reasons for this. First, blockchain provides a technical approach to the subject. It serves as a framework for decentralizing the economy by default, while antitrust mostly applies ex post by correcting past behaviors.47

Second, antitrust agencies’ detection rate remains low, meaning that illegal behavior often goes unpunished.48 And enforcement is costly, which makes it impossible to pursue all potentially illegal practices. This is particularly problematic in a world where illegal practices can be implemented through coding that quietly and immediately affects billions of users. Also, the rule of law is (unfortunately) inapplicable in some places. This is the case when the state bypasses legal constraints,49 and when jurisdictions are mutually unfriendly and do not enforce foreign laws.50 For example, enforcement of U.S. court judgments abroad can prove especially difficult in light of divergent rules on jurisdiction, requirements for special service of process, reciprocity and some foreign countries’ public policy concerns,51 including in Europe.52

Finally, antitrust law is complex and cannot be fully mastered by all companies - the compliance costs are high and many firms unwittingly infringe the law. Blockchains could therefore supplement antitrust by creating an architecture that leads to fewer anticompetitive practices.

On the other hand, blockchain communities would gain from working with (not against) antitrust law enforcers. That is because antitrust would eliminate practices that artificially centralize blockchain ecosystems and that blockchain architecture cannot stop or prevent. 1 will analyze them in Part 2. Doing so would also provide legal certainty, thus fostering investments and benefiting all the actors involved in commercial activities that rely on blockchain. For these reasons, one should think of antitrust and blockchain as allies - not enemies - as they both seek the same objective, while presenting complementary strengths and defects. Doing so would lead policymakers to promote and implement a new “law + technology” approach that recognizes that the benefits of cooperation outweigh those of one-off confrontations. A game theorist would represent that approach as illustrated in Figure 5.1.

#### Averting the consolidation the blockchain allows scalable transaction validation.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 271-273

2 BLOCKCHAIN INTERNAL FACTORS

The evolution of blockchain also depends on internal balances in terms of design and governance. Overall, choices that will be made within each blockchain will prove important for their evolution. As I show, it all comes down to human interactions.

2.1 The Trifecta: Intra-blockchain Evolution

A blockchain trilemma has emerged in the literature over the last several years. It can be summed up as follows: ensuring blockchain’s decentralization, scal- ability and security entails tradeoffs, at least in the short term. Although this makes sense on a technical level, it does not capture the entirety of our subject. Let us take a closer look. I have discussed decentralization at length through- out this book. It is blockchain’s central feature, in terms of both architecture and philosophy. “Scalability” refers to the ability to validate large volumes of transactions rapidly. Last, blockchain’s security hinges upon its ability to maintain integrity: that only desirable transactions take place - for example, by preventing double spending.42

To a certain extent, we have seen together that the mechanisms that ensure decentralization at different blockchain layers may conflict with security.43 This is what Awemany’s story in Chapter 1 revealed. Decentralization implies the distribution of power, limiting the ability to act unilaterally in case of an emergency. At the same time, decentralization can also affect the scalability of blockchain: Proof of Work is decentralized by nature, but it prevents the rapid validation of large transaction numbers. Conversely, a private blockchain can restrict access to the ledger or certain functions, raising security and scalability issues.44

In the long run, however, these three objectives are mutually reinforcing. The more a blockchain is decentralized, the more it stands out from the centralized platforms and services that readers know only too well. By differentiating themselves, blockchains attract users by offering a different value proposition. In turn, this generates scalability. The same goes for security, as the more participants use a public blockchain, the harder it becomes to alter the registry or perform a 51 percent attack. The blockchain trilemma is thus useful for thinking about what needs to be done, but it cannot provide a coherent analytical framework in the long term. It will become less relevant with technical advances, to the point where some blockchains will maximize these three objectives. Those who manage to do so will prosper.

#### Scaling blockchain unlocks its use for energy, waste, and supply chain sustainability---extinction.

Richard H. deVries 20, Managing Director of Geber Consulting, BA from University of Waterloo in Canada, MBA from National Cheng Chi University (NCCU), Degree in AI (Artificial Intelligence), Machine Learning, and Robotics from MIT Sloan, “How Blockchain Will Save The World”, Geber Brand Consulting, 12/3/2020, https://www.geberconsulting.com/blog/how-blockchain-will-save-the-world

Two years ago nobody talked about blockchain. Now the distributed ledger technology behind cryptocurrencies like bitcoin is suddenly everywhere.

Enthusiastic experts predict that in the coming 10 years, blockchain will change the way we do everything, from financial markets to health records to supply chain management, and so much more. It's near impossible to name all the applications for the new technologies, but here are a few that will contribute to making our world a better place (or even save the planet).

Energy

Most visible for average users will be the impact of blockchain on the energy sector. The power grids of today are usually centralized oligopolies dependent on a very small selection of power sources (i.e. a few nuclear plants, augmented by oil and gas).

That means long distribution lines, bad management of demand, and susceptibility to power outages during earthquakes and other natural disasters.

A peer-to-peer blockchain-based energy system would reduce the need to transmit electricity over long distances. It will certainly reduce the need to store energy in inefficient ways, which means fewer batteries, for example, which are expensive and need a lot of raw materials whose extraction often causes massive pollution. Imagine if every house had a solar panel and a wind turbine, or produced electricity from new smart materials on the outer walls.

Add road surfaces that produce kinetic or solar energy, and add in all the existing infrastructure like nuclear plants, oil or coal. Now imagine every one of these sources could trade with every other source, all managed automatically by a computer system, with unfalsifiable records based on blockchain. And everyone gets paid for it into their digital wallet. This is the future of energy.

Waste Recycling

Current systems for recycling are often cumbersome and don't give enough incentives to participate. Even the best intentions fall foul to human greed and laziness.

Here then is the future of recycling: you identify yourself with your smartphone at any recycling station and deposit your empty bottles (or batteries etc.). The system scans what you deposit and credits your electronic wallet.

If done right, this system could enable users in countries without local recycling industries to get paid the same way as users in locations with large recycling operations.

Companies could set up recycling plants and literally collect garbage from anywhere in the world. It would make it easy to transparently track data like volume, cost, shipping data, and profit, and to evaluate the impact of each location, company, or individual participating in the program.

Think one step further and the recycling containers could be fitted with solar drone technology and fly themselves to the recycling center when full.

Supply Chain Management

The way we transport goods around the world is wasteful and damages the environment. Industry 4.0 is bringing us a revolution of already connected devices; 3D printing means more decentralized manufacturing in much smaller batches.

Blockchains can be used to track products from the manufacturer to the shelf and help prevent waste, inefficiency, fraud, and unethical practices by making supply chains more transparent.

They improve shipping ways, volumes, avoid empty shipments and will thus allow for fewer ships and trucks. Combined with drones and solar-powered airships we could even see pollutant-free solar shipments of individual consignments over long distances, secured, tracked and paid for through blockchain technology.

Or think about this: a blockchain enabled 3D-printer as a public service, secured, tracked, and monetized through blockchain.

The food industry is forging ahead hear with the tracking of origin and transportation paths of food.

Environmental Protection

From waste and transportation, it is an easy jump to the overall enforcement of environmental protection. Blockchain is ideally suited to manage records and incentives.

In can be difficult to track the real impact of environmental protection plans, agreements, or even international treaties. Very often incentives are misaligned, or corporate interests and even criminal elements prevent successful implementation.

Blockchain could discourage stakeholders from reneging on their commitments, misreporting progress, or giving in to pressure from nefarious players, because the technology would allow the reliable tracking of important environmental data.

After all, data in the public ledger of the blockchain is transparent and traceable forever. Environmental protection is at its core a contractual problem. Just like blockchain will revolutionize the storage and manipulation of legal records, it will reduce or eliminate fraud and manipulation of environmental schemes.

Development programs

Like environmental protection, development programs are contracts between remote parties that need to be enforced.

When you donate to a charity, non-profit, development program or similar entity, you hardly ever know what really happens with your money. Bureaucracy, corruption, and inefficiency are still common in the charity space. Blockchain technology can ensure that money intended to be a reward for conservation, or a payment to a specific cause, does not disappear into unintended pockets through bureaucratic labyrinths.

Blockchain-based money could even be released automatically to the correct parties in response to meeting specific environmental targets. This is particularly relevant in countries without modern banking structures. In particular, there are several schemes under consideration for the tracking of water usage in very dry areas of the planet.

Carbon Tax

In the current system, the environmental impact of each product is difficult to determine, and its carbon footprint is not factored into the price.

This means that there is little incentive for consumers to buy products with a low carbon footprint, and little incentive for companies to sell such products.

Tracking the carbon footprint of each product using the blockchain would protect this data from tampering, and it can be used to determine the amount of carbon tax to be charged on at the point of sale. If a product with a big carbon footprint is more expensive to buy, this would encourage buyers to buy products that are more environmentally friendly, and would therefore encourage companies to restructure their supply chains to meet the demand for such products.

Such a blockchain-based reputation system would compute a score for each company and product. This would make manufacturing more transparent, and discourage wasteful and environmentally unfriendly practices.

You could automatically see (e.g. by scanning a barcode on a product), if it was made by an environmentally sound low-carbon facility, or a wasteful polluter.

Access to credit

Just as it tracks financial payments and all the data mentioned above, blockchains could be configured to manage access to credit.

This would enable millions of people to escape poverty, by giving them easy access to small amounts of money and start their own business. Unlike the micro-finance banking model, such a credit blockchain would be entirely transparent and thus safe from abuse.

Summary

In short, blockchain technology allows the management of incentives.

Consumers, companies, and governments would immediately see the direct effects of their actions on the planet. The blockchain can be used to transparently track a variety of data like the carbon footprint of each product, the greenhouse gas or waste emissions of a factory, or a company's overall history of compliance to environmental standards.

Companies and individuals can be incentivized to act in an environmentally sustainable way through the availability of information, tokenized credits being issued for taking certain actions, or blockchain-based reputation systems.

There are many hurdles to overcome. We still do not know if the blockchain is really as safe and unhackable as promised. As a cybersecurity consultant I spoke to for this article said: "sooner or later, everything will be hacked."

There are still doubts about the usability of blockchain for micro-transaction, due to the time proof-of-work takes, and the energy cost associated with computing.

The final hurdle is the willingness of governments to change, and the willingness of participants to live in such a transparent world.

But I believe that managing incentives on the micro-level with blockchain could completely change the drivers of our economy, and benefit not only us but the future generations living on our planet.

#### Cryptocurrency reach a wide rollout---that builds resilience to survive inevitable existential filters.

Alex McShane 21, Writer and Head of Video for Bitcoin Magazine, BA from the University of Iowa, Degree from the University College Dublin, Degree from Kirkwood Community College, “Bitcoin and Existential Risk”, Bitcoin Magazine, 9/5/2021, https://bitcoinmagazine.com/culture/bitcoin-and-existential-risk-alex-mcshane

TL;DR - An existential risk is the possibility of an event or series of events that could drastically curtail humanity’s potential. A hypothetical global catastrophe could be anthropogenic or non-anthropogenic and internal or external in nature. The adoption of Bitcoin will better position us to address these risks as a society.

EXTERNAL NON-ANTHROPOGENIC

A catastrophic collision with an astronomical object, such as an asteroid impact would be an external non-anthropogenic risk. This has already occurred here several times. During the Permian Triassic period (ending 250 million years ago) an astronomical impact killed 90 percent of the species on Earth. It took tens of millions of years for life on Earth to repopulate and Earth’s intelligence potential to recover.

One interesting external non-anthropogenic risk is Earth’s reflected light, which could be measured by an external intelligence who then come to extinguish us. (The topic of our own signal bringing about this death by misadventure is discussed further below.)

What does this have to do with Bitcoin?

Generally, hard money facilitates greater innovation and technological process. At this point one might argue that if we do not migrate to some degree from Earth as a species, and are subsequently wiped out by an astronomical object impact or a super-volcanic event, the risk becomes anthropogenic in nature. We are a centralized species on a grand scale, and at this point one could say we have through consensus chosen to remain vulnerable to a single vector of attack by staying here.

Bitcoin is not only the hardest money known to man, it is the most responsible from this standpoint. Bitcoin as it currently operates is currency that can provide a monetary framework on which humans can achieve greater capital growth, collaboration, resource allocation, and therefore technological progress. Because the terminal supply of Bitcoin is capped, we can store value in it indefinitely as a society.

66 Million years ago the Cretaceous-Paleogene Extinction Event extinguished the life and intelligence potential of the non-avian dinosaurs. This series of events was external, and broadly non-anthropogenic in the sense that no form of life on Earth at the time contributed to its own demise, but more specifically, at the time of those astronomical impacts the first humans hadn’t split from chimpanzee lineages. This split is thought to have occurred between between 4 and 8 million years ago.

An important distinction between astronomical impacts or super-volcanic events of the past and such events if they were to happen today is that one could argue that our intelligence potential is now mature enough to tackle certain of the external existential risks. Today, the risk posed by an asteroid impact or something similar would still be external in its origin, but at what point does the burden of responsibility to migrate off of the planet fall upon our population? We can surely solve for some external existential risks, and in any case, no one is going to do it for us. You could say that failing to collectively pursue a solution when technically we could have would recategorize a civilization-extinguishing asteroid impact as an external but anthropogenic risk.

At what point do innovation dampening authoritarian states and their mandated broken money cause society to stall at a local optimum? Surely the government has already caused this. It’s only a matter of time before another object strikes the Earth with devastating consequence. I would argue it is irresponsible to continue life here with government money. Government money is an existential risk. Bitcoin is not only a solution, it is a societal responsibility.

INTERNAL ANTHROPOGENIC

Nuclear war is one example of an internal anthropogenic risk. That is, should nuclear war arise, it would be both self destructive, and relatively self contained on a cosmic scale. It follows that biological warfare is an internal anthropogenic risk, the reality of which we as a species can surely understand now. If I were to hazard a guess I would say virtual emergencies and cyber pandemics are next. These self constructed catastrophes are the government’s misguided attempts at proof of work. This is a topic for another time. Do not surrender your ability to think and speak freely.

The second law of thermodynamics can summed thus, processes that involve the transfer or conversion of heat energy are irreversible. The law indicates we have not observed a spontaneous transfer of energy from cold to hot. Another way to think of this is that there is no such thing as cold, only lesser degrees of hot. Nothing cannot transfer. So broadly, within a closed system, the second law of thermodynamics would indicate that all differences tend to level out.

So what has this got to do with Bitcoin?

Well firstly, all hardware is subject to entropy. The distributed nature of the blockchain increases the probability that it will survive centralized entropy. At Bitcoin’s inception, imagine a failure because Satoshi’s computer randomly crashed. Distributed networks are inherently hedged against this particular centralized form of existential risk.

The second law of thermodynamics also suggests that on a grander scale, relatively isolated (centralized) systems will degenerate more and more into disordered states. Proof of work, and network growth are two ways Bitcoin fights against falling into disrepair.

Bitcoin uses proof of work to stave off entropy. The system cannot stay dormant. It must continue to use proof of work to advance the state of the chain, and to fight entropy to secure the monetary value all of the users have stored in the network. The U.S. dollar, as many have pointed out, relies on proof of war, or distributed political energies to maintain dominance. Its methodology can be described as haphazard at best.

INTERNAL NON-ANTHROPOGENIC

One internal non-anthropogenic risk is that of a super-volcanic eruption, provided it wasn’t humans who brought about the eruption. Just like with external non-anthropogenic risks, Bitcoin alone cannot prevent them, but it can help humans prepare for them such that we may survive these relatively small intelligence filters the universe throws our way.

Bitcoin allows for fundamental capital accumulation and human innovation, and promotes collaboration to such a degree that we will find an increased collective problem solving power as humans the further Bitcoin adoption spreads. It is worth mentioning that Bitcoin also maintains and appreciates wealth to such a degree that often those of us to chose to live our lives on a Bitcoin standard will experience relatively greater freedoms, and vastly greater amounts of free time than our peers who chose to continue their lives on a fiat standard, and are perpetually working to outpace their chronic debt. Many Bitcoiners will likely forego that newfound free time to work and continue to provide value to others in whatever area interests them, because Bitcoin incentivizes the collaborative accumulation of capital but also the responsible reallocation of it.

EXTERNAL ANTHROPOGENIC

An external anthropogenic risk has the least probability of occurring. This is a problem of reach. Imagine human intelligence being sent into the cosmos and signaling or generally causing an external intelligence or astronomical object to come back to extinguish us. This is a most improbable extinction by misadventure.

The probability that we send messages of consequence into the cosmos that in turn cause some other far-flung intelligence, with knowledge enough to reach us, to come and bring about our own destruction is next to zero, but it isn’t zero.

I would posit that the probability increases every day that Bitcoin survives, with each person that chooses to hold Bitcoin over fiat, because on a fiat standard we are again, stuck at a local optimum at best, and each day the global monetary system devolves further into chaos. The fiat world may continue to be habitable chaos, but our technological progress and our greatest capacity for innovation cannot be achieved on a fiat standard.

A Bitcoin standard is not only our current best bet, it is the only monetary vehicle that will take us from here, or enable us to build technology that can effectively communicate with places in the universe where other intelligence has emerged. The other reason this fatal miscommunication is unlikely to occur is that once through a Bitcoin standard we have manage to build a society that can effectively reach and communicate at greater depths of the cosmos we will at that time have already become a multi-planetary, if not transitory, if not multi-solar system species. The topic of Bitcoin in space and planetary interoperability will be discussed in a later essay.

The most distant human made object from the earth is the Voyager 1, which is over 13 billion miles away. (For perspective, Apha Centuri, the nearest star system to Earth, is 25 trillion miles away.) Human radio signals have announced our presence and our intelligence to the cosmos since around 1900. The first human radio signals have all ready traveled 114 light years, that is 681,920,540,000,000 miles. Although the reach of our radio signals is very great, the probability of us being heard and subsequently extinguished is negligible. External anthropogenic risks are the least of our concerns at the moment.

As Bitcoin adoption grows, it serves to promote advances in artificial intelligence and nanotechnology. External anthropogenic risks will become more relevant to human intelligence at a much later time. External non-anthropogenic risks are similarly out of our hands for the time being. That is, at the moment there is nothing we can do to prevent the Sun from becoming a red giant star and subsuming the Earth.

But we do already have the monetary technology upon which to engineer solutions to some of these problems. We have the potential as humans to prevent internal global catastrophes, both those set on by us and not. Survival and longevity is arguably our greatest task as a species. Adopting Bitcoin, and protecting this network is proceeding with diligence and a long eye toward the future in all of our political and scientific affairs. The existential risks of living are great, though it is human nature for our ambitions to out pace our current abilities. The only evidence of life is change. To change is to exit fiat currency, it is to use Bitcoin instead.

#### Decentralized and competitive blockchain’s vital to IoT effectiveness.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 269-270

1.2 Blockchain and Other Technologies (Collaboration)

1.2.1 Blockchain and the Internet of Things

Technologies tend to accelerate each other,30 and for that reason, it is useful to analyze how they interact. Blockchain has direct implications for quantum computing, 3D printing, biotech and nanotechnologies, among others.31 In the subsequent developments, I will limit myself to discussing the IoT and AI, as blockchains may serve as an infrastructure for these two technologies, therefore shaping their use and developments.

To put it simply, the IoT is all about connecting the analog world to the digital one. Physical products are equipped with sensors or connectors that can send information or be controlled by online applications. There are over 20 billion IoT devices in circulation today and this number will likely triple by 2025.32 Each of these devices generates information that is then turned into data, thus accelerating the already exponential production of data. In fact, the world is expected to produce six times as much data in 2025 as in 2019.33

Blockchains could boost IoT. First, blockchains could be used as the infrastructure layer on top of which IoT ecosystems are built. Second, blockchains, combined with algorithms, could help monitoring devices and spot anomalies. Should, for example, a product malfunction, blockchain ledgers could help identifying why-without permitting the constructor to tamper it. Third, smart contracts could allow IoT devices to interact with each other on specified terms and ensure that they stick to them.34 Most of all, blockchain technology provides IoT systems with security. By eliminating a single point of failure, blockchains ensure continuity even when a server is down. Not so surprisingly, 86 percent of blockchain adopters are combining the technology with IoT solutions and this number will likely grow in the future.35

If blockchain technology does indeed become the infrastructure upon which most IoT systems are built, it will be necessary to ensure that the technology’s internal layers are free from economic coercion. If not, artificial forms of centralization will impact IoT markets - for example, notably through anticompetitive practices that affect the validation of transactions or that raise prices. We can find a direct relationship between these external applications and blockchain’s fourth and fifth layers.

#### IoT prevents pollinator collapse---extinction.

Tash Bandeira 20, Reporter at Ubibots, an Engineering Services Firm, “Saving the Bees with IoT”, Ubidots, 7/15/2020, https://ubidots.com/blog/saving-the-bees-with-iot/

Sometime in late 2006, beekeepers across North America started seeing drastically high losses among their western honey bee colonies. Less dramatic disappearances were also observed in Europe and around the world, causing significant losses in agricultural crops that depend on bee pollination to survive.

Now known as Colony Collapse Disorder (CCD), these sudden losses occur when most of a colony’s worker bees leave their queen and plenty of honey and pollen reserves behind. With few dead bees found nearby, the phenomena didn’t correspond to any previously known causes of bee death.

Without worker bees, hives die out and the repercussions go far beyond honey shortages. We see significant agricultural losses and accompanying economic effects worldwide. Approximately 75% of our food supply depends directly on honey bee pollination, which corresponds to a global worth of hundreds of billions of dollars. And with no end in sight for CCD, there’s a lot at stake in the bee crisis.

Scientists have yet to settle on a single cause for the decline - attributing it to a combination of pesticides, disease, nutritional deficiencies, and commercial beekeeping itself - so it’s unlikely there’ll be a simple resolution. The EU voted to ban the use of neonicotinoid pesticides in 2018 but in lieu of global policy change, innovative IoT solutions have already shown serious promise for helping bees survive.

The Internet of Stings

Being able to know when a colony is in trouble and act quickly is imperative to beekeeping. Traditionally, this has meant regular check-ins with the hive, a practice that comes with some disruption to bee life. But with IoT solutions that incorporate wireless in-hive sensors, beekeepers can better keep tabs on their colonies in real time and from a distance.

At the Polytech Sorbonne University in Paris, a student developed a precision beekeeping box that can take temperature, humidity and weight readings, as well as detect the presence of a queen bee. With the data displayed on their Ubidots dashboard, beekeepers can then take steps to decrease resource consumption and increase productivity.

In Costa Rica, college students developed the Ubidots-powered Internet De Las Abejas, a project aimed at controlling varroa mites. Varroas stick to bees, suck their hemolinph, and spread the diseases they carry - posing a major threat to honey bee health. In better controlling them, beekeepers can improve the quality of life of their hives, while also increasing honey production and pollen mobility.

Another approach, developed by researchers in Manchester, is the tagging of bees with RFID chips to track their movements. With location data, beekeepers can follow their comings and goings to better understand and predict their behavior. Grad students in Canada have also been studying the use of sensor data to listen in on beehives and detect communication patterns in the buzz.

But easily the biggest buzz in IoT-enabled solutions is the development of robot bees, or pollination drones. Straight out of a “Black Mirror” episode, RoboBees were introduced by Harvard University researchers in 2013. While their first iterations were limited to flying and hovering, they can now swim underwater and stick to various surfaces. Robotic bees of the future could potentially work farms like their natural counterparts, pollinating crops and helping offset population losses.

No matter what form our ‘IoBees’ solutions take, the collecting and sharing of data will give us profound insights into their lives. Researchers and IoT Entrepreneurs all over the world are realizing the potential of aggregating this data into IoT dashboards, creating IoT solutions that can be commercially offered to either the farmers or research institutions.

Such array of projects aimed at tackling the bee crisis shows the powerful potential for IoT to help save the bees that feed our world.

#### Federal antitrust signals a balanced, light-touch approach that reinvigorates U.S. global leadership on blockchain.

Matt Sandgren 21, Former Staff Director of the Senate Republican High-Tech Task Force, Former Senior Counsel on the Senate Judiciary Committee, Final Chief of Staff to Senator Orrin G. Hatch, Executive Director of the Orrin G. Hatch Foundation, “How New Regulations from Washington Could Lead to a Blockchain Brain Drain”, The Hill, 10/27/2021, https://thehill.com/blogs/congress-blog/technology/578834-how-new-regulations-from-washington-could-lead-to-a-blockchain

The internet is what it is today—with its ability to connect people across countries, time zones, and cultures—thanks to the friendly regulatory climate it was born into. Sadly, the regulatory climate of 2021 is far less welcoming to disruptive technologies. This is bad news for the future of U.S. innovation and the emerging blockchain industry.

Whether Washington takes a heavy-handed or a light-touch approach to crypto regulation over the next few months could make a multitrillion-dollar difference over the next few years. To understand how much we stand to lose as a result of bad blockchain policy, it’s first important to understand just how much we have gained as a result of good internet policy in the ’90s.

It’s easy to forget that the success of today’s internet behemoths was anything but certain in the early years of the tech boom. During the Dotcom Bubble of the late '90s, for example, many companies were dismissed as scams (and some of them were). But even the most promising companies were still seen as speculative bets, and their stock prices were subject to extreme volatility.

It’s also easy to forget that the very concept of the internet was foreign to most people in its early years. By today’s standards, it was slow, overly complex, and difficult to use by anyone without a strong technical background. Many dismissed the internet as a fad, including Nobel Prize-winning economist Paul Krugman, who made this prediction in 1998: “By 2005 or so, it will become clear that the internet’s impact on the economy has been no greater than the fax machine’s.”

Noted.

“A scam,” “a fad,” “a bubble,” “overly complex,” “too volatile.” Does any of this sound familiar? History doesn’t rhyme so much as it plagiarizes. And it’s impossible to ignore that the crypto skeptics of today use the same vocabulary as the internet naysayers of yesteryear.

Now imagine if U.S. policymakers had heeded the words of the internet’s critics in the mid-to-late ’90s. Imagine if they had cracked down on e-commerce, digital publishing, and fledgling social media platforms to preserve the old way of doing things. Imagine if they had shaped regulations to stem the free flow of physical goods, ideas, and information made possible by the internet.

The American people would have missed out on trillions of dollars in economic opportunity—and the bounties of the digital age would have gone to countries with more tech-friendly policies.

This is the risk we face today.

We find ourselves at the dawn of a new age of American innovation. Like the internet before it, crypto has the potential to redefine everything we know about how business, politics, media, finance, and even relationships work. But if legislators give in to crypto’s critics by taking a draconian approach to regulation, the U.S. will fail to reap the economic rewards of this world-changing technology—and entrepreneurs will flee to friendlier shores.

Even now, the stage is being set for a blockchain brain drain. Take the Senate-passed infrastructure bill, which includes a provision that would define crypto miners, validators, and even software developers as “brokers,” requiring them to report information to the IRS about anonymous blockchain participants that they would have no way of obtaining. In effect, this provision would kill the nascent DeFi (decentralized finance) industry and make it almost impossible for everyday Americans to invest in new cryptocurrencies. In other words, this latest move sends a hostile message to blockchain advocates: “We don’t want you here.”

At best, the Senate proposal belies a gross misunderstanding of how cryptocurrencies work; at worst, it exposes regulatory capture and the willingness of legislators to give in to special interests.

Sadly, the threat of bad regulation doesn’t end there. SEC Chair Gary Gensler has expressed his belief that many digital assets are not commodities but securities and should be regulated as such. Following this same logic, he’s signaled his intent to crack down on the use of stable coins—cryptocurrencies pegged to the value of the U.S. dollar. Americans are using stable coins to earn 4 to 8 percent APY on their savings through various lending programs. But the SEC wants to put a stop to these lending programs, ostensibly “to protect investors.” (What’s unclear is which government agency will protect investors from the unlimited money printing that is devaluing their dollar savings at a rate of 5.3 percent per year.)

Washington has gotten off on the wrong foot when it comes to crypto. But it’s not too late to correct course.

Regulation of crypto is not necessarily a bad thing. In fact, it’s a key step on the path to mainstream adoption. It’s critical, however, that policymakers shape regulation in a way that minimizes the risks of this new technology without eliminating its benefits. Congress found a way to do this with the internet in the ’90s. Section 230—while far from perfect and in need of reform today—paved the way for a flexible regulatory environment that allowed for many online companies to thrive. In the famous words of Jeff Kosseff, Section 230 contains “the 26 words that created the internet” (and, it’s worth adding, “trillions of dollars in economic wealth”).

Indeed, regulatory clarity is key to extracting maximum value from the emerging crypto economy, whether that value comes from DeFi protocols, decentralized forms of social media, tokenized assets, NFTs, or some other application of blockchain technology that we can’t even imagine today.

As policymakers seek to find the right balance on regulation, they should remember that the U.S. didn’t become the tech capital of the world by choking innovators with red tape. The U.S. became what it is today by taking a prudential approach to regulation—one that enabled the entrepreneurial spirit.

This is the same entrepreneurial spirit that inspired the private sector technological advances that made the Apollo moon landing possible. It’s the same spirit that brought about smartphones millions of times more powerful than the Apollo 11 guidance computers. And it’s the same spirit that has motivated a group of visionaries to push the boundaries of the digital frontier through blockchain technology.

Will Washington’s leaders stifle that spirit to the detriment of our economy and our reputation as a global leader in innovation? Or will they nourish that spirit to usher in the next chapter of the digital revolution?

Let’s hope they choose the latter.

#### That allows international standard-setting that leverages it for public benefits internationally.

Lou Kerner 18, Head Crypto Analyst at Quantum Economics, Partner at Blockchain Coinvestors Acquition Corp, MBA from the Stanford University Graduate School of Business, BA in Economics from UCLA, “A Call For U.S. Leadership in Crypto”, Medium, 7/6/2018, https://loukerner.medium.com/a-call-for-u-s-leadership-in-crypto-4b74d6deb4ad

Despite the striking fact that most of the programmers the U.S. has ever known are alive and working today, despite the fact that the U.S.’s technical capabilities are growing exponentially, despite that, the vast stretches of the unknown and the unanswered and the unfinished still far outstrip our collective comprehension.

No man can fully grasp how far and how fast we have come, but condense, if you will, the 50,000 years of man’s recorded history in a time span of but a half-century. Stated in these terms, we know little about the first 40 years, except at the end of them man had learned to use the skins of animals to cover them. Then 10 years ago, under this standard, man emerged from his caves to construct other kinds of shelter. Five years ago man learned to write and use a cart with wheels. The printing press came this year, and two months ago, the steam engine provided a new source of power. Last month electric lights and telephones and automobiles and airplanes became available. Only last week did we develop penicillin and television. Two days ago the internet browser was introduced. And earlier today, Satoshi wrote his white paper.

This is a breathtaking pace, and such a pace cannot help but create new ills as it dispels old, new ignorance, new problems. Now, when refer to “Crypto”, I mean the four technologies (blockchain, cryptocurrency, smart contracts, and zero knowledge proof), which collectively enable decentralization, all fueled by community. Surely these technologies promise disruption and high reward.

So it is not surprising that when it comes to Crypto our government would have us stay where we are a little longer to rest, to wait. But this city of New York, and this country of the United States was not built by those who waited and rested and wished to look behind them. Technological breakthroughs are driven by those who move forward — and we will continue to do so.

If this capsule history of our progress teaches us anything, it is that man, in his quest for knowledge and progress, is determined and cannot be deterred. The development of Crypto will go ahead, whether the U.S. regulators joins in or not. And I believe Crypto is one of the great adventures of all time, and no nation which expects to lead the world in technology can expect to lead while staying behind in the development of Crypto.

Our forefathers made certain that the U.S. rode the first waves of the industrial revolutions, the first waves of modern invention, and the first wave of the internet. This generation does not intend to founder in the backwash of the coming age of Crypto. We mean to be a part of it — we mean to lead it. For the eyes of the world will increasingly look at Bitcoin and blockchain and beyond. And those of us in Crypto are working to see it governed by a banner of freedom. We have vowed that we shall not see Crypto filled with scammers, but with scalable protocols that make the world a better place.

Yet the promise of Crypto can best be fulfilled if we in this Nation are there, and leading the way. In short, our leadership in technology, our hopes for a better future, our obligations to ourselves as well as others, all require us to make this effort, to solve these mysteries, to solve them for the good of all men, and to become the world’s leading Crypto nation.

We set sail on this new sea because there is new knowledge to be gained, and new rights to be won, and they must be won and used for the progress of all people. For Crypto, like all of technology, has no conscience of its own. Whether it will become a force for good or ill depends on [hu]man[s], and only if the United States occupies a position of pre-eminence can we help decide how this new technology evolves. I do not say that we should or will go unregulated against the misuse of Crypto any more than we go unprotected against the hostile use of cyber warfare. But I do say that Crypto can be developed and mastered without repeating the mistakes of past regulatory overreach.

Crypto’s development deserves the best of all [hu]mankind and its opportunity for community. But why, some say, Crypto? Why choose this as our next computing platform? And they may well ask why climb the highest mountain? Why, 75 years ago, fly the Atlantic?

We choose to to develop Crypto, and do the other things, not because they are easy, but because they are hard, because the goal of decentralization will serve to organize and measure the best of our energies and skills, because that challenge is one that we are willing to accept, one we are unwilling to postpone, and one which we intend to win.

It is for these reasons that I’m concerned by the inaction of our government to provide greater regulatory clarity. In the last months, we’ve seen progress in scaling like the Lightning Network. We’ve seen securities infrastructure like Templum and OpenFinance and Polymath being built.

To be sure, from a regulatory standpoint, we are behind. But we should not stay behind. This year, we should make up and move ahead. The growth of our science and education will be enriched by new knowledge of Crypto, by new decentralized governance mechanisms, by new token economics.

The Crypto community itself, while still in its infancy, has already created a great number of new companies, and tens of thousands of new jobs. Crypto is generating new demands in investment and skilled personnel, and New York and the U.S. can share greatly in this growth.

To be sure, all this comes with uncertainty of the role of government and fiat in the future. I recognize that the belief in Crypto’s potential is in some measure an act of faith , for we do not now know what benefits await us.

But I believe that we can develop a decentralized currency that can be used as a means of exchange. I believe we can leverage blockchain technology to provide identity for the 23 million children on this planet without identity papers. I believe we can use these technologies for voting purposes, and ensuring our elected officials follow through on their promises.

However, if we’re going to do all those things, and countless other positive things for mankind, then we must pass accommodating regulations. I‘m encouraged that New York and the United States are playing a big part in the development of Crypto,. With more regulatory clarity, we can solidify our leading position in Crypto, the greatest adventure on which [hu]man[ity] has ever embarked.

#### Globally collaborative blockchains prevent nuclear war from miscalc, accidents, and arms racing AND build global co-op, stopping existential threats.

Dr. Lyndon Burford 21, PhD in Politics and International Relations from the University of Auckland, Visiting Research Associate at the Centre for Science and Security Studies at King’s College London, Member of the New Technologies for Peace Working Group, a Part of the Vatican’s COVID-19 Commission, “Could Blockchain Technology Help Advance Nuclear Disarmament?”, Medium International Affairs Blog, 2/19/2021, https://medium.com/international-affairs-blog/could-blockchain-technology-help-advance-nuclear-disarmament-6efaab35e277

New and maturing technologies are often seen as possible drivers of conflict, not least in the context of rising nuclear risks. In 2019, for example, the UK House of Lords Select Committee on International Relations concluded, “The risk of the use of nuclear weapons has increased, in the context of rising inter-state competition, a more multipolar world, and the development of new capabilities and technologies.” In a recent policy report published by the Centre for Science and Security Studies at King’s College London, I explored the flipside of that coin. The trust machine: blockchain in nuclear disarmament and arms control verification looks at how blockchain technology could help to reduce nuclear risks, by strengthening systems to verify the dismantlement of nuclear warheads.

The ‘trust machine’

Blockchain is best known as the technology that underpins the cryptocurrency Bitcoin, but it already has a wide range of alternative uses in areas such as medicine, transport, manufacturing, finance and governance. During the COVID-19 crisis, blockchain was used to produce a cheap, reliable solution for contact tracing. In Syria, blockchain is being used to create a permanent record of potential war crimes, increasing the security and integrity of the data and strengthening its admissibility as evidence in future war crimes prosecutions.

Contests of legitimacy and value: the Treaty on the Prohibition of Nuclear Weapons and the logic of…

Blockchain is a de-centralized, digital record-keeping technology. It combines cryptography and social/economic incentives to build a shared, permanent, and virtually un-hackable record of events, without needing to trust a third party authority to manage the data. Unlike Bitcoin, which is a ‘public’ network that allows anyone to interact with it, a private blockchain creates a ‘permissioned’ network of participants who collectively store and manage data in a way that allows them to maintain extremely high confidence in the integrity of the data. The result is a shared, digital record of events — a blockchain — that is practically immutable, establishing a single, collective, and irrefutable ‘truth’ about the nature and sequence of events within the network. In a post-truth world, blockchain thus offers an invaluable technical foundation for cooperation among parties that have a limited basis to trust each other, leading to its nickname, ‘the trust machine’.

Blockchain as a disarmament mechanism

At present, extremely low levels of international trust hamper efforts to advance nuclear disarmament. The ongoing development of new nuclear weapons, warheads and increasingly capable ballistic missile defences are undermining the theories and practices of deterrence, and point to the resurgence of a spiral of mistrust that characterized the Cold War nuclear arms race. Developing robust, multilateral verification tools and processes could help to mitigate the trust deficit. It would enable countries to pursue their shared interests in nuclear disarmament — reduced costs, less chance of escalation and nuclear use, greater scope to cooperate on global threats like climate change and pandemics — by increasing confidence that other countries are fulfilling their disarmament commitments in good faith. One way to strengthen verification would be to use a private blockchain to manage and store the data that a disarmament process creates.

In a verified disarmament process, parties need to track and record things like the status and movements of individual inspectors and weapon parts, and the status and material holdings of different facilities. These activities create large amounts of data that need to be stored in a secure, permanent and transparent manner that also allows for its easy retrieval by permissioned actors. The core attributes of blockchain correspond closely to these requirements. The technology would allow parties to maintain very high confidence in the immutability of verification data, creating a strong technical foundation for future cooperation from a shared, trusted baseline.

International collaborations like the 25-country International Partnership for Nuclear Disarmament Verification and the Quad Nuclear Verification Partnership (made up of Norway, Sweden, the United Kingdom and the United States) are already exploring how nuclear-armed and non-nuclear-armed states can cooperate in verifying the dismantlement of nuclear warheads without revealing sensitive information. Blockchain could complement their approach, enabling countries to create a permanent, immutable record of verification data.

Nuclear weapons threaten the survival of humanity and divert tens of billions of dollars each year away from efforts to address other collective security challenges like mitigating and adapting to climate change and responding to pandemics like COVID-19. As such, we all share an interest in disarmament processes that can reduce the likelihood of deliberate or accidental nuclear explosions and free up urgently needed resources for other global security priorities. We owe it to ourselves and to future generations to consider all options that could help to advance nuclear disarmament. In addressing the regular obstacle of distrust between the nuclear powers, blockchain is one technological option that we should be exploring.

#### Blockchain ensures a credible verification system---that restores the NPT AND momentum for disarm.

Michal Onderco & Madeline Zutt 21, Associate Professor, International Relations, Erasmus University Rotterdam; Research Associate, Erasmus University Rotterdam, "Emerging Technology and Nuclear Security: What Does the Wisdom of The Crowd Tell Us?" Contemporary Security Policy, Vol. 42, Issue 3, pg. 299-302, 2021, T&F.

Our third finding focuses on whether emerging technologies could enhance or impede nuclear disarmament efforts. Some work has already exposed how new technologies have the potential to strengthen nuclear disarmament and verification measures. A prototype “SLAFKA” was recently jointly developed by a nuclear regulator in Finland (STUK), the University of New South Wales in Australia, and the Stimson Center in the United States which tests whether a distributed ledger technology (DLT) can effectively safeguard nuclear material (Stimson Center, 2020). A DLT platform is “a system of electronic records that enables independent entities to establish consensus around a “ledger”—without relying on a central coordinator to provide the authoritative version of the records” (Rauchs et al., 2018, p. 23). Blockchain is the most well-known type of distributed ledger. Importantly, blockchain is structured in such a way that all who participate in the shared ledger must agree upon a set of records or data, and this data cannot be changed or tampered with by one actor alone (Rockwood et al., 2018). When it comes to accounting for nuclear materials, blockchain could be used by member states to confidentially and securely provide data to the IAEA (Vestergaard, 2018). By using a shared ledger system, the transmission of data by a member state would be visible to other member states, while maintaining the anonymity of participants (Rockwood et al., 2018).

In a recent report, Burford (2020) notes that the characteristic features of blockchain, namely its immutability and security as a data management tool, are uniquely suited to “help to build technical capacity among [non-nuclear weapons states] and habits of cooperation among NPT parties, while protecting proliferation-sensitive data” (p. 21). Finally, others have noted that advances in image-recognition software combined with the increased sophistication in and availability of satellite imagery could open up space for more actors to get involved in verification activities (Kaspersen & King, 2019). This would make verification more robust by allowing a greater number of states to participate in what has traditionally been the domain of states that are more technologically superior.

The security, transparency, and confidence-building features of these emerging technologies could thus enhance verification by strengthening the safeguards system as well as increasing trust and cooperation among states normally suspicious of one another. These features could prove useful in helping to close both institutional and compliance gaps within the non-proliferation regime. That said, as with any other global governance regime, a compliance gap is very difficult to fully bridge. On this point, Sagan notes that even with advances in verification technology “there will remain the problem of what to do if an erstwhile nuclear nation is caught secretly preparing to rearm” (see Sagan in Sagan & Waltz, 2010, p. 90). While the inclusion of new technologies in verification and safeguards will not wipe away the challenges associated with verification, emerging technologies can play a role in strengthening verification and safeguarding measures.

Since we were interested in whether the experts and policymakers considered the positive applications of new technologies on disarmament efforts, our final question in the survey asked experts to express their views on nuclear disarmament.

Table 3 illustrates that the majority of our experts across regions agreed that complete nuclear disarmament would happen when leaders are confident that technology will allow for its verification, underlining the pivotal role verification plays in disarmament. This was echoed by some of the policymakers whom we spoke to who said that AI and remote sensing could help make verification measures more robust (Interviewee I & F). On the other hand, Table 3 also highlights that European and American experts are more skeptical (than experts in other regions) of the fact that nuclear disarmament will occur when leaders believe new technologies make nuclear weapons unnecessary.

#### Policy must be certain and originate at the federal level to signal U.S. commitment to accommodative blockchain policy.

Michele Benedetto Neitz 21, Professor of Law at the Golden Gate University School of Law, Member of the California Blockchain Working Group, Affiliated Scholar at LexLab at the U.C. Hastings College of the Law, “How to Regulate Blockchain's Real-Life Applications: Lessons from the California Blockchain Working Group”, Jurimetrics Journal, 61 Jurimetrics J. 185, Winter 2021, Lexis

A. Why Create Laws Related to Blockchain Technology?

1. Protecting the Public from Harm

Blockchain technology is a complicated field, and innovation in this space is developing rapidly. This innovation will occur regardless of a legislature's reluctance or willingness to draft laws to regulate this industry. As state and federal legislators are struggling to define a regulatory scheme, members of the public who are excited about the possibilities of investing in something new like digital assets may suffer from harm.

This has, of course, already happened in various ways. In a recent high-profile example, members of the public were invited to invest in initial coin offerings (ICOs), buying tokens as a way to invest in start-up companies. 25 One study reported that approximately 78 percent of the ICOs offered in 2017 were actually scams. 26 In the United States, 33 percent of ICO investors believe that ICO operators "deceived them or withheld information from them." 27 The ICO market significantly cooled as federal prosecutors and the SEC began aggressively taking action against leaders of fraudulent ICOs, demonstrating how regulatory enforcement can indeed protect investors from harm. 28

[\*190] However, cryptocurrency scams are persisting beyond the ICO craze. The FTC recently warned the public that scammers are continually finding new ways to "trick people." 29 Members of the public are clearly at risk of a multitude of foreseeable--and unforeseeable--problems as applications of this technology develop, including fraudulent investments, breaches of privacy on blockchain platforms, digital identity theft, and insufficient data protection. Given these threats to the public, it is not appropriate for regulators to dawdle as blockchain applications continue to rapidly advance.

2. Attracting Innovation

While they work to protect the public, legislators and regulators can also use laws to signal their commitment to attracting blockchain-related companies to their locations. Some jurisdictions, including countries like Estonia and Switzerland 30 and U.S. states like Wyoming, 31 have already implemented regulatory schemes designed to win the interjurisdictional competition for blockchain business. 32

The resulting tension between protecting the public while promoting innovation lies at the heart of regulating digital assets and other applications of blockchain technology, as discussed in more detail in Section III.A. Despite the need for blockchain-related regulation, numerous challenges exist for lawmakers seeking to draft laws in this area--starting with the fact that the word "blockchain" does not have a commonly understood definition.

B. The Legislative Definition Problem

What is the legal definition of blockchain? This simple question has proved to be exceedingly difficult to answer. States considering blockchain legislation have focused on different characteristics of this new technology, meaning that "[d]efinitions in legislation introduced in 2018 in California, Florida, Nebraska and Tennessee differ[ed] from those of industry groups and from each other." 33 In some cases, the definitions were in conflict. 34 These inconsistent definitions [\*191] are problematic, as they "actually introduce legal uncertainty where it did not previously exist, and invite unnecessary and expensive litigation." 35

A clear definition of blockchain is necessary for legislative purposes as well, as it is required to help a jurisdiction create clear policies. 36 Moreover, a state's definition should enable policymakers and the public to focus on "the most unique value that the technology can deliver. It should be accessible to and understandable by the public, and yet technically specific enough to ensure that the [jurisdiction] can reap maximum benefit." 37 With such a high bar, legislators have understandably struggled to construct a working definition for this new technology.

The California Blockchain Working Group, after much discussion and debate, created a new definition of blockchain in 2020 for state legislative purposes:

"Blockchain" is a domain of technology used to build decentralized systems that increase the verifiability of data shared among a group of participants that may not necessarily have a pre-existing trust relationship.

Any such system must include one or more "distributed ledgers," specialized datastores that provide a mathematically verifiable ordering of transactions recorded in the datastore. It may also include "smart contracts" that allow participants to automate pre-agreed business processes. These smart contracts are implemented by embedding software in transactions recorded in the datastore. 38

The New York Senate took a simpler approach, defining blockchain as "a mathematically secured, chronological, and decentralized consensus ledger or database, whether maintained via internet interaction, peer-to-peer network, or otherwise used to authenticate, record, share and synchronize transactions in their respective electronic ledgers or databases." 39

Both of these definitions are technically correct, and they both reflect the policy decisions of their respective states. For example, California deliberately used the more flexible term "datastore," instead of "record" or "log," to reflect the verifiability of data shared amongst participants, the many use cases of this type of ledger, and the fact that many datastores could exist at once. 40

[\*192] One could argue that the lack of a uniform statutory definition is partly responsible for the patchwork nature of state blockchain regulation. After all, without a similar definition, it is nearly impossible to set policy goals and pass parallel legislation in multiple jurisdictions. However, the problem of inconsistent definitions is just the tip of the iceberg of interjurisdictional competition. 41 This competition is unlikely to subside even if the federal government or the Uniform Law Commission enacted a well-accepted, standardized definition of blockchain technology.

C. The Fast Pace of Blockchain Technology Development

Law always moves slower than technology. 42 This is partly because lawmakers and agencies can "struggle to capture emerging technologies in dusty regulatory frameworks." 43 For example, securities laws drafted in the 1930s could not have anticipated the sale of digital assets. 44 Even more recently drafted laws and regulations relating to the Internet do not fit blockchain technology. 45 Lawmakers must decide whether to fit this revolutionary technology within existing legal frameworks or start all over with new legislative schemes.

The constantly evolving nature of blockchain technology presents another challenge. This "industry is in its early stages of maturation," making it difficult to determine the initial policy choices that would lead to effective regulation. 46 There are also technical concerns still lurking within blockchain technology, such as locating the "weak points" that might be "gamed by bad actors," which could give rise to unanticipated legal problems. 47

Finally, even at this early stage, lawmakers must consider which aspects of the technology are important enough to regulate. Some of these are obvious, such as cryptocurrency and other forms of digital assets that involve sales to members of the public. But even within this category, it is "still too early to tell exactly which of the drivers of digital asset excitement is dominant," putting [\*193] "regulatory bodies in a tough position." 48 In this way, the wide variety of blockchain projects and the speed at which they are developing creates an additional barrier to effective regulation.

As an example, imagine a developer creates a brand-new digital asset and offers it to the public. How should regulators approach the regulation of this asset? Should regulators first consider the substance of the project, its connection to a decentralized ledger, its effect on consumers' privacy and security, or its potential to evade anti-money laundering and "[k]now [y]our [c]ustomer" laws 49 (or all of the above)? An effective regulatory scheme would need to include rules that are flexible enough to manage future technical developments as well as today's technologies. Otherwise, laws may need to be reconsidered and amended whenever a new technical application emerges.

D. Blockchain Technology's High Learning Curve for Lawmakers

Blockchain technology can be complicated and intimidating, and few lawmakers have training in computer science. A 2016 survey found only that only four of the 535 members of Congress had formal computer science degrees. 50 While the technical aspects of blockchain can be difficult to explain, most legislators can learn enough to understand the fundamentals. 51

New York's State Senate offers a case in point. The Senate's technical advisor reported that in 2019, "staffers and senators asked basic questions about blockchain and distributed ledger technology, prompting [the technical advisor] to develop an explainer presentation." 52 One year later, in 2020, many of the senators "appear more comfortable with the technology, which helps them see the value of [potential] legislation." 53

Legislators need not dive into minor technical details of blockchain to be able to regulate it. It is more important for legislators to focus on the function of blockchain and its practical applications, asking not "what is blockchain?" but [\*194] "what can blockchain do?" 54 Policymakers should focus on the use cases of blockchain, rather than its underlying technology. 55

Professor Angela Walch offered prescriptive recommendations for regulators learning about blockchain, advising them to cultivate their expertise (including self-education), consult with other regulators, follow the activity of standards organizations and academia, and "[w]atch and [l]earn" as the technology stabilizes. 56 Professor Walch also counsels lawmakers to "[a]dopt a [c]ritical [m]indset" in this educational process, to ensure they are not unduly influenced by hype or unreliable sources. 57

Legislators could also learn more about blockchain through the use of legislative working groups or task forces. For example, California's Blockchain Working Group drafted a report in accessible language, enabling state legislators to learn more about the technology and its potential applications for California in one comprehensive document. 58 The federal government has tried to follow this path. In 2019, a bipartisan group of senators proposed a bill directing the Secretary of Commerce to establish a federal Blockchain Working Group in 2019. 59 However, the bill, entitled the "Blockchain Promotion Act," is still currently in committee. 60

As a law professor who taught the first Blockchain and the Law class in San Francisco, I can anecdotally report that blockchain and cryptocurrencies are not easy concepts for nontechnical learners to grasp. However, over the course of one semester, my law students (most of whom did not have any technical training beforehand) were able to draft final reports and presentations not just describing the technology, but also analyzing the use cases deploying the technology. With a bit of time and effort, state and federal lawmakers can understand the potential for blockchain to transform their jurisdictions.

II. FIVE FACTORS FOR LEGISLATIVE CONSIDERATION

In light of the difficult nature of regulating blockchain, this Part offers five factors lawmakers should consider as they work to draft blockchain and crypto regulation.

[\*195] A. Policy Decision: Innovation vs. Protecting the Public Interest

In an ideal world, governments would be able to promote both innovation and the public interest. In reality, however, legislators usually need to debate and choose whether they will prioritize innovative technological development or consumer/public protection. This is especially true in the context of blockchain, since the public perception of blockchain varies widely. Many members of the public first heard of blockchain through Bitcoin, the digital currency. But early illegal use cases of blockchain technology also made headlines, including the infamous Silk Road darknet marketplace 61 and repeated cases of fraudulent theft through Initial Coin Offerings. 62 While the technology is neutral, blockchain can be used in malicious ways that harm the public. 63 Even well-meaning technology can implicate privacy and data protection concerns. 64

It is therefore "essential for both the industry and society that consumers and the capital market are protected from abuse." 65 No state or federal jurisdiction should enable blockchain technology to develop without guardrails to protect the public. The question is where those guardrails should lie. If states wait too long to regulate, the public may be harmed, and the costs of imposing requirements on industries that have already been established will be too great. However, if states develop restrictive regulations too early or the laws "become onerous," 66 businesses will relocate to more friendly jurisdictions. States in this position risk killing off innovation or pushing it to other states. 67 [FOOTNOTE] Blockchain businesses will move for regulatory reasons. See Daniel Kuhn, The Cryptocurrency Act of 2020 Is 'Dead on Arrival,' Washington Tells Sponsors, COINDESK (Mar. 11, 2020, 1:19 P.M.), https://www.coindesk.com/the-cryptocurrency-act-of-2020-is-dead-on-arrival-washington-dc-tells-sponsors [https://perma.cc/AP8X-KULR] ("Many projects are simply choosing to move elsewhere" because of regulatory uncertainty.). [END FOOTNOTE]

Part of the reason blockchain technology's applications are so challenging to regulate is that it "is difficult, if not impossible, for regulators to construct a framework that achieves clear rules, market integrity, and financial innovation." 68 This complex question explains the spirit of experimentation among states discussed in Part V, with some choosing restrictive regulatory structures, some choosing permissive approaches, and others choosing the middle. Regardless [\*196] of a jurisdiction's ultimate direction, legislators drafting blockchain legislation must evaluate how to protect the public while encouraging creative technological development.

B. Ethical Considerations

California was the first (and so far, the only) state to consider ethical considerations in the early stages of regulation. This author published the first law review article analyzing ethics in the blockchain industry in December 2019, 69 and also served as the primary drafter of the Ethical Considerations section in California's Blockchain Working Group report. 70

Depending on the type of blockchain at issue, numerous ethical issues may come up for regulators. For example, the increasing centralization of permissionless blockchains and the rise of permissioned blockchains may raise concerns about personal ethics, such as bias and conflicts of interest. As trends suggest that governance of blockchain systems is moving toward centralization, 71 individuals may have power to influence decisions made on that blockchain. If so, there is a potential for that individual's bias and conflicts of interest to come into play. 72

Although ethical discussions around blockchain appear slower to develop than the technology itself, several paradigms have been put forth advocating ethical considerations in this industry. 73 For example, the World Economic Forum recently asked participants and policymakers to sign on to its "Presidio Principles," an agreement to consider transparency and accessibility, agency and interoperability, privacy and security, and accountability and governance. 74 MIT's Digital Currency Initiative included the topic of blockchain ethics at its 2019 "Cryptoeconomics Systems Summit." 75

[\*197] In addition, the Beeck Center for Social Impact + Innovation at Georgetown University published the "Blockchain Ethical Design Framework," with a focus on six "root issues": "governance, identity, access, verification and authentication, ownership of data, and security." 76 This structure more specifically applies to developers, and is not a code of conduct or a legislative model, but it reiterates the idea that "we all share the responsibility to . . . demand intentional ethical approaches in the design and application of data and technology for social good." 77

California's Blockchain Working Group considered ethical issues related to social impact, including fairness, equity, accessibility, trust and transparency, and sustainability. 78 The Group proposed an ethical framework for the adoption of blockchain technology that is directed toward lawmakers as well as industry players. 79 This framework encompasses three main principles:

i. Address key ethical design goals

a) Seek societal benefit: Maximize good and minimize bad. b) Equity: Does this benefit all Californians, or only a few? c) Efficiency and effectiveness: How can we achieve ethical design and use cases without slowing innovation?

ii. Consider ethical uses of blockchain technology

a) Fairness: Is this technology designed and deployed in a fair, nondiscriminatory manner? b) Accessibility: Design to include the most vulnerable user. c) Responsibility: Anticipate and design for all possible uses. d) Sustainability: Create technology to advance sustainability, public health, and corporate social responsibility.

iii. Minimize unintended consequences

a) Are there unintended biases or conflicts in the design or use of this technology? 80 [\*198] b) Are any populations being unintentionally harmed by the way this technology is developing? c) Does this technology promote violations of local, national, or international law? 81

This useful framework offers guidance to regulators seeking to make sure they do not inadvertently violate ethical considerations, especially with hastily drafted legislation. Two examples illustrate the usefulness of this approach. First, it could be relatively easy to create a certification process for blockchain developers who provide services to the State of California. But will that certification process limit approval to developers with degrees from elite institutions? This type of action would raise equity concerns, as the blockchain industry should be working more toward diversity in gender, cultural backgrounds, and perspectives of industry participants. Second, could companies who advance environmentally sustainable blockchain development receive tax credits from the state? Although different jurisdictions may embrace different ethical principles, legislators should discuss these issues as they contemplate ways to regulate this new technology.

C. Transparency

Since "the rule of law requires transparency," 82 jurisdictions in the United States are governed by transparency laws. The federal government's administrative agencies must abide by the Administrative Procedure Act, which (among other things) orders federal agencies to act "transparently and fairly." 83 California's Bagley-Keene Act requires state boards or commissions (including working groups) to "publicly notice their meetings, prepare agendas, accept public testimony and conduct their meetings in public unless specifically authorized to meet in closed session." 84

Legislators are likely already aware of the government transparency laws in their jurisdiction, but there are other reasons transparency is especially important in the context of blockchain regulation. First, all stakeholders should be given the opportunity to weigh in on laws governing this nascent industry. 85 The industry players on the front line have valuable perspectives to share with legislators, and input from various stakeholders will create more efficient regulation. Moreover, the technology is moving quickly, and there may be applications of blockchain in development that legislators do not even know about yet. As the Cryptocurrency Act of 2020 revealed, 86 drafting laws without the collaboration of diverse stakeholders is ineffective.

[\*199] Second, although blockchain technology may eventually touch all areas of business, members of the public may be unaware of blockchain technology's potential. Legislative debates could double as community education opportunities, allowing people who would not ordinarily be interested in blockchain to attend Working Group meetings, task force briefings, and other public discussions of this new technology. Such meetings could be advertised to nontechnical professions and community organizations, and should be held in easily accessible public places and online. Legislators themselves could reach out to their nontechnical constituents and offer ways to connect them to educators and leaders in the blockchain industry. Such transparency could create a culture of innovation in a particular jurisdiction, while increasing public credibility for whatever regulations eventually develop.

D. Interjurisdictional Competition

States have been competing with each other since the beginning of the republic, and the competition has not decreased as our economy has become more complex. 87 In corporate law, interjurisdictional competitions are a common affair. The state that "wins" the race, creating the environment to attract the most businesses to that state, can secure both tax revenue and additional jobs for state residents. Delaware indisputably won the fight for corporate charters among states, with over 1.5 million legal entities, including 67 percent of all Fortune 500 corporations, incorporated there. 88 The reasons for Delaware's success include specialized legislation that is updated each year to adapt to technical and other changes, as well as a corporate-specific chancery court that can move cases quickly along. 89

When Limited Liability Companies (LLCs) were created in Wyoming in 1977, another interjurisdictional race was on. 90 Despite concerns that interstate LLCs would have problems without uniform LLC statutes among the states, "most states enacted LLC statutes before efforts to develop standardize statutes came to fruition." 91 As a result, only twelve states ultimately adopted uniform acts, and there is less uniformity for LLC statutes than for other business forms. 92

The same is happening now with statutes related to blockchain technology. States who can win the race to attract blockchain businesses to incorporate and domicile in their state can earn more than just increased tax revenues from start-up companies. Such a state could also create a reputation for being friendly to [\*200] technological innovation, a reputation that would have impacts beyond blockchain technology. For this reason, some states (including Wyoming, the first state to draft LLC statutes in 1977) jumped out first to enact permissive blockchain-and crypto-friendly regulations. 93

Before enacting regulations, however, state legislatures should ensure they are clear on the policies underlying those regulations. For example, as discussed in Section II.A above, states should consciously strike a balance between protecting the public and encouraging innovation. Without establishing prioritized policies in advance, a state may win the interjurisdictional competition in the short term but create unintended consequences, such as unnecessary litigation or public harm, in the long term.

E. Uniformity

As a member of the California Blockchain Working Group, this author asked industry leaders in late 2019 what they preferred to see in blockchain regulation. Each of them clearly and unequivocally stated that uniformity of regulation across the United States would be good for business. It would be much easier for blockchain businesses to plan and expand their operations if states were aligned on regulatory issues, particularly in the area of digital assets.

The Uniform Law Commission (ULC) has made several attempts to create a standardized approach to digital asset regulation. 94 In 2017, the ULC proposed the Uniform Regulation of Virtual-Currency Businesses Act to provide "a statutory framework for the regulation of companies engaging in 'virtual-currency business activity.'" 95 An accompanying "Supplemental Act" in 2018 provided rules related to commercial law and the Uniform Commercial Code. 96

These model acts had a short and controversial lifespan. No state enacted the model legislation, and only a handful of states introduced it. 97 Wyoming actively resisted the ULC's request to withdraw Wyoming's pending blockchain [\*201] legislation in favor of adopting the ULC's approach. 98 Wyoming's legislators noted that the ULC's model acts had not yet been enacted by any jurisdictions, and explained why they considered Wyoming's regulatory approach to be the superior one. 99 One month later, the ULC recognized the need to convene a committee to study how the Uniform Commercial Code could be amended in order to "deal with emerging technologies." 100 The ULC urged "states to refrain from enacting legislation pending the result of the committee's work," 101 an act suggesting that the ULC recognized flaws in its proposed acts. 102 Given the ongoing interjurisdictional race described in Section II.D, it seems absurd to ask states to wait on enacting blockchain legislation.

As of December 2020, only one state (Louisiana) had passed a virtual currency licensing statute based on the ULC's uniform act. 103 It is clear that, much like the race for corporate and LLC charters, the uniformity train has left this station. In the absence of federal legislation or effective model acts, states have already invested time and energy into drafting new laws. States like Wyoming, which has "actively decided to lead the charge in ensuring solvent, blockchain based" companies, 104 will not willingly give up their leading positions in this area.

III. THE CURRENT UNEASY MIX OF FEDERAL AND STATE BLOCKCHAIN REGULATION

Federal and state regulators are struggling to keep up with the fast pace of blockchain technology development. This Part will demonstrate how this struggle is creating a wide variety of regulatory approaches.

[\*202] A. Patchwork Agency Regulation

The federal government's attempt to regulate blockchain technology, particularly cryptocurrencies, is (to put it bluntly) a mess. Federal authorities interpret laws relating to blockchain and cryptocurrencies differently. 105 This confusing, piecemeal approach is epitomized by the struggle to determine how to even classify digital currency for regulatory purposes. The Internal Revenue Service (IRS) views cryptocurrency as property, the Securities and Exchange Commission (SEC) classifies such currencies as securities, and the Commodity Futures Trading Commission (CFTC) considers cryptocurrency to be a commodity. 106 There is clearly a need for a unified methodology, even just within blockchain's narrow use case of cryptocurrencies, but this confusion is not a surprising result when "neither Congress nor the SEC has formally elucidated which digital assets are securities and which are not." 107

Different agencies are sending different messages, creating "regulatory whiplash." 108 Some, like the CFTC, are inclined toward experimentation to support blockchain and cryptocurrency development, while others are more cautious. 109 All of the agencies seeking to regulate blockchain technology and its applications would benefit from consideration of the five factors listed in Part III. Below is a short explanation of three distinctive agency approaches.

[\*203] 1. SEC Safe Harbor Provision--A Work in Progress

The SEC missed its chance to establish a clear regulatory framework early in the life span of blockchain technology, instead adopting an approach characterized by delay and a series of reversals on important decisions. 110 The SEC's delay "simultaneously encouraged unscrupulous actors to take advantage of ambiguous regulations" and issue fraudulent tokens to Americans, while "driving away conscientious developers and entrepreneurs" to places with more developed laws. 111 The SEC's attempt to clarify its position in a limited area with the April 2019 issuance of a "Framework for 'Investment Analysis' of Digital Assets" has been called "too little too late." 112

In the meantime, SEC Commissioner Hester Peirce has earned the nickname "Crypto Mom." 113 In early 2020, she offered her take on the legislative problems related to blockchain technology, saying "[i]t is important to write rules that well-intentioned people can follow. When we see people struggling to find a way both to comply with the law and accomplish their laudable objectives, we need to ask ourselves whether the law should change to enable them to pursue their efforts in confidence that they are doing so legally." 114 Peirce clearly views law and regulation as a way to promote, not thwart, the development of blockchain and its use cases.

In February 2020, Peirce proposed a safe harbor provision for firms in the cryptocurrency space selling tokens to the public. 115 Peirce described her proposal as recognizing "the need to achieve the investor protection objectives of the securities laws, as well as the need to provide the regulatory flexibility that allows innovation to flourish." 116 The safe harbor proposal includes disclosure requirements for issuers and good faith obligations to ensure that token issuers are not fly-by-night companies. It also sets forth rules related to the purpose of token issuances and efforts to create liquidity for token users. 117

[\*204] The idea underlying the proposal is to "give new projects some breathing room where they can do their work without fear of being fined, arrested or having their offices raided." 118 This also filters "out the bogus projects that have no intention of building a workable, decentralized product." 119 Peirce appears to be seeking a way to protect consumers from unscrupulous token issuers while allowing companies to move forward with technical developments.

Many members of the blockchain industry welcomed the safe harbor proposal. The General Counsel for a cryptocurrency exchange declared, "Today we both congratulate and thank SEC Commissioner Hester Peirce . . . . This is a great day for the blockchain industry and the United States." 120 But the proposed safe harbor is just that: a proposal. It is not yet law, and may never become law. 121 Even so, the willingness of Commissioner Peirce to think outside of the box with this proposal has reinforced her reputation (and her nickname) within the blockchain community.

2. The Federal Reserve's Digital Dollar

The Federal Reserve revealed in February 2020 that it was working toward a potential central bank digital currency (CBDC). 122 A CBDC, colloquially [\*205] known as a "digital dollar," is not a token based on a decentralized blockchain. 123 It would instead be a "debt notation on a centralized ledger maintained by the Federal Reserve," which would use a centralized database to track consumer or business balances. 124 Individuals could "access funds through digital dollar wallets, which would also be managed by the Fed." 125

Although the digital dollar is different from a crypto asset on a blockchain, the policy issues at hand are quite similar. The Federal Reserve recognizes that these policies include financial stability and legal considerations, such as privacy concerns and protections for data and digital identity safety. However, the Federal Reserve clearly wishes to be on the cutting edge of the digital dollar debate, with one of its members noting that "it is essential that we remain on the frontier of research and policy development regarding CBDC." 126

At the time, there was pressure on the Federal Reserve to begin researching a digital dollar. China is creating a digital yuan, 127 and some argue that the United States is already "falling behind" other countries in developing a CBDC. 128 In addition, the surprise release of Facebook's Libra in 2019 (now rebranded as "Diem") apparently inspired the Federal Reserve to accelerate its research on the potential of a CBDC. 129 The arrival of the COVID-19 pandemic expedited the discussion, as millions of people around the world moved toward cashless payments. 130

The discussion of a digital dollar jumped quickly during the pandemic from the Federal Reserve to Congress. Drafts of congressional emergency pandemic relief legislation in March 2020 included a digital dollar concept to speed up the delivery of stimulus payments. 131 A Congressional Task Force on Financial [\*206] Technology held hearings on the issue in June 2020. 132 Indeed, "the question might be not if digital currencies will find their way into the financial system, but when--and how." 133 As federal lawmakers move toward the creation and regulation of a CBDC, they should be pondering how to encourage innovation while protecting consumers. In addition, anyone involved with the CBDC should consider transparency issues involving the input of multiple stakeholders, as well as ethical considerations such as concerns for unbanked populations.

3. Treasury Department Regulations to Increase Cryptocurrency Transparency

Unlike SEC Commissioner Hester Peirce and the Federal Reserve, U.S. Treasury Secretary Steven Mnuchin has taken a more cautious (and arguably negative) approach to cryptocurrency. 134 In February 2020, Secretary Mnuchin told the Senate Finance Committee that the Treasury Department would be enacting "stricter regulations around digital currencies to help expose 'secret' accounts and other nefarious activities." 135 Although Mnuchin acknowledged that "[w]e want to make sure that blockchain technology moves forward," he also noted that "[w]e want to make sure cryptocurrencies aren't used for the equivalent of old Swiss secret number bank accounts." 136

The goal of Treasury regulations will be to "ensure law enforcement can see where the money is flowing, and that it's not used for money laundering." 137 A March 2020 press release from the Treasury Department announced that the Department had held a meeting of "industry thought leaders and compliance [\*207] experts" on the issue of cryptocurrency regulation. 138 The press release also explained that as these regulations develop, Treasury will remain focused on preventing illegal conduct by "money launderers, terrorist financiers, and other bad actors." 139 The repeated use of such negative terms indicates the Department's adverse stance toward cryptocurrencies, as well as an example of lawmakers and regulators "still cling[ing] to an outdated trope where cryptocurrencies are used to underwrite criminal activity." 140

What can we make of this patchwork approach to regulation among U.S. federal agencies? Some may argue that it is better for the federal government to allow the blockchain industry and cryptocurrency markets to evolve before finalizing a regulatory structure. There can also be benefits to regulatory divergence, such as enhanced innovation as agencies compete to become the preferred regulator in a particular field. However, the absence of "intelligent rules and regulations that provide a clear and predictable framework for investors, issuers, and their lawyers" is complicating that evolution. 141 How can lawyers advise clients--such as start-up companies desiring to operate in the cryptocurrency sphere or offer tokens to investors--if it is unclear how such assets would be regulated? Policymakers are not sufficiently considering important factors, including transparency and uniformity, under this current approach.

Perhaps the problem is a lack of unity among federal agencies, who appear to be tripping over themselves to get in on the digital asset regulatory action. Federal policymakers may be concerned that they are not yet educated enough to make cohesive decisions about overarching regulatory frameworks, or they are waiting for Congress to step up. In any case, this confusion at the federal level is wreaking havoc on the blockchain industry in the United States. Innovative companies must risk inadvertently violating regulations (and having to pay the ensuing fines) just to push the industry forward. 142 Alternatively, companies are choosing to leave the U.S for other jurisdictions with better regulatory [\*208] clarity. 143 Piecemeal regulation among federal agencies is "not a substitute for transparent legislation or judicial rulings to guide market participants." 144

### 1AC---FTC ADV

#### Contention 2 is FTC.

#### FTC credibility is tanked by both unwillingness to launch bold antitrust AND a track record of losing in court, but Khan’s appointment is a window to revamp its policy.

Jessica Rich 21, Of Counsel at Kelley Drye & Warren LLP, Former Director of the Federal Trade Commission’s (FTC) Bureau of Consumer Protection (BCP), JD from the New York University School of Law, AB from Harvard College, Former Distinguished Fellow at Georgetown University’s Institute for Technology Law and Policy, “How Lina Khan’s FTC Does Business – What We’ve Learned So Far”, JD Supra, 11/9/2021, https://www.jdsupra.com/legalnews/how-lina-khan-s-ftc-does-business-what-3596839/

Since taking over at the FTC, Khan has quickly begun to remodel it. Some of these changes look like technical internal reforms, while others are major policy statements. Almost all have been fiercely opposed by Republicans and the business community.

In the past few weeks, Khan has begun holding commission meetings in public - something Democrats say makes the commission more open to scrutiny, but which the two Republican commissioners say makes it harder for them to negotiate compromises.

She has banned staff from making public appearances such as conference panel sessions, saying the commission has too much work to do. She has passed a rule which allows FTC staff greater leeway to pursue investigations in certain priority areas, giving them the power to issue their own subpoenas for documents and testimony.

Khan is also promising to help rewrite the US merger guidelines, a complex set of documents laying out what kinds of evidence regulators look for when deciding whether a merger is illegal.

And, in a pair of crucial decisions, she and her fellow Democratic commissioners voted to rescind two key FTC policy statements.

The first was written in 1995 during Bill Clinton's first term as president, and deemed that companies that had previously proposed unlawful mergers no longer had to notify the FTC before completing future transactions in the same market.

By undoing that policy, Khan said she hoped to stop companies simply trying again and again to complete a merger even after it had been rejected by regulators. The second statement was written in 2015 during the Obama administration and set down limits on when the FTC would prosecute a company for socalled "unfair methods of competition".

"These changes are going to make dealmakers think about things differently," says one senior Democrat working for the commission. "They are not filing an application, we are investigating as to whether there is a violation of the law. That is a fundamentally different way of thinking about things."

Meanwhile, the White House has given the FTC the even bigger task of helping rewrite the rules that underpin the American economy. Under the terms of a sweeping order signed by Biden last month, the commission has been asked to devise rules which would ban companies from stopping employees moving to rivals, and prevent pharmaceutical companies from paying generic rivals not to enter a certain market for a period of time.

The moves have delighted progressives, who say Khan's willingness to push through reform quickly shows she is serious about putting the commission back at the heart of Washington rulemaking and enforcement.

"The commission has been lazy," says Matt Stoller, director of research at the American Economic Liberties Project and a former colleague of Khan at the Open Markets Institute. "It has been a place where you send political cronies who don't have to do any work if they don't want to.

"This is such a different form of politics from the normal bullshit."

Republican concerns But if the reforms have pleased Khan's supporters, they have worried conservatives who say the commission lacks both the legal authority and the institutional capacity to do what is being asked of it.

For example, Khan says she wants to renew the commission's appetite for bringing cases against companies for "unfair methods of competition" - a vague category of corporate behaviour which allows the FTC to act even when there is no merger in question or when a company is not large enough to be a monopoly. She and fellow progressives argue that by not pursuing such cases the FTC has taken away one of its most powerful weapons.

Such behaviour is often very hard to prove, however. When the FTC charged Abbott Labs in 1994 with trying to rig a bid to supply the Puerto Rico government with infant formula, for example, it alleged the company's choice not to bid in one of the rounds provided evidence of collusion with rivals. Abbott Labs' lawyers, however, successfully used game theory to explain why a "no bid" could in fact have made rational economic sense.

More controversial is the idea that the commission is going to start writing wide-ranging new rules of its own, as envisioned in Biden's competition order. This would test the limits of the FTC's powers in both court and on Capitol Hill, critics say, and could end in Congress clipping its wings as it did in 1980 when the FTC was forced to subject its rules to Congressional review.

Sean Heather, senior vice-president for antitrust at the US Chamber of Commerce, says: "The FTC is writing its own rules and acting as prosecutor, judge and jury. This is deeply concerning for a regulatory agency with broad powers."

Christine Wilson says: "I believe competition rulemaking is institutional suicide."

If Khan wanted an indication of how courts might view her approach, she got one within weeks of taking over the commission. In June, a federal judge dismissed the commission's complaint against Facebook, its most high-profile in years.

The commission had argued the social media company had engaged in anti-competitive conduct for years, including by buying up potential rivals such as WhatsApp and Instagram. In June, however, a federal judge ruled the commission had failed to prove that Facebook had monopoly power.

Khan's critics worry that if the commission loses a series of high-profile court cases it will fatally undermine its authority. "If you lose enough cases your credibility evaporates," says William Kovacic, a former Republican chair of the commission. "You can lose it all - not right away, but you can lose it all."

For Khan's supporters, however, this criticism borders on the absurd. "Don't you think the FTC is already seen as weak?" says Rohit Chopra, a Democratic commissioner.

Progressives argue the FTC has for years only enforced competition rules against large companies in a fraction of the cases it should have. "Do you think there are only 10 anti-competitive mergers a year?" says Chopra. "I'm not sure it can get any worse."

"The FTC can put together legal teams that can match the best in the bar, punch for punch, in a major case," says Kovacic. "But the number of those teams is a couple, it is not 10."

For years the commission's budget and staffing levels have been chipped away. It now has roughly 50 per cent of the staff it had in 1980 and is currently trying to review a record number of mergers. In the first nine months of this fiscal year, the FTC received 2,573 notifications ahead of a large merger - already 50 per cent more than were received in the whole of last year.

Last week, the commission published a statement warning that it would not be able to review all mergers within 30 days of a notification being made, as required by law. Instead, the FTC said, if it had not had time to review a merger before it took place, it would reserve the right to take action even after it had been completed.

The commission is also facing an uphill battle to retain staff. Some people say they feel demoralised by the pace of change and irritated they have not yet met their new chair - something Khan's allies say is an unfortunate result of the pandemic. "There are only so many times you can hear that your institution has failed for years before you start to doubt your place in it," says one staff member.

#### Specifically---blockchain is a key priority.

Dr. David Morris 21, PhD in Media Studies from the University of Iowa, Former Academic Sociologist of Technology, CoinDesk’s Chief Insights Columnist, “Biden’s New FTC Chair Could Be a Big Web 3.0 Ally”, The Crypto Daily News, 6/16/2021, https://thecryptodailynews.com/2021/06/bidens-new-ftc-chair-could-be-a-big-web-3-0-ally/

Yesterday, the Biden administration named Lina Khan, a 32-year-old Columbia Law professor, as the brand new head of the Federal Trade Commission. Khan, who would be the youngest FTC head ever, is called a fierce critic of massive tech monopolies like Amazon. While there’s typically a knee-jerk resistance to regulation and regulators amongst blockchain advocates, Khan’s considerations make her a potential ally on huge points like privateness. Her antimonopoly work might additionally create substantial market alternatives for brand new sorts of tech companies – together with these constructing decentralized techniques and “Web 3.0.”

Enforcing U.S. antitrust regulation is a main a part of the FTC’s mandate, and Khan might be greatest identified for serving to redefine simply what a “monopoly” is. She has been essential, together with throughout seven years on the Open Markets Institute, in growing and selling the concept a firm could be a monopoly even when its practices drive prices down – even, the truth is, if its product is free to customers. That principle largely hinges on how the companies collect and use knowledge: Khan has been among the many loudest critics of the way in which Amazon makes use of knowledge gathered by its storefront, akin to by leveraging sales data to compete with third-party sellers who’re, a minimum of buyers, its prospects.

#### Failing to control blockchain violations will outstrip federal enforcement capacity, making traditional antitrust completely ineffective.

Drew Stanko 21, JD Candidate at St. John's University School of Law, BS in Economics from Villanova University, “Recent Developments and the Need for Nuance”, Journal of Civil Rights & Economic Development, 4/8/2021, https://www.jcred.org/shortreads/efforts-to-modernize-antitrust

I. IS NEW SCHOOL OFFICIALLY HERE?

In January 2007, the Economic Analysis Group at the Department of Justice Antitrust Division published a Discussion Paper entitled "Does Antitrust Need to be Modernized?" The paper reviewed whether "globalization and rapid technological change" necessitated changing federal antitrust laws. This Discussion Paper has proven prescient; it identified as a "key issue" the growing need for improving antitrust enforcement of alleged exclusionary conduct related to intellectual property.

Bipartisan support for antitrust reform has grown immensely since January 2007 due to heightened market concentration and Mergers & Acquisitions (M&A) rates in an increasingly complex digital economy. Senator Amy Klobuchar introduced antitrust reform legislation in February that would provide substantial funding increases to the FTC and the DOJ Antitrust Division, and the Biden Administration appears to be supporting efforts to modernize antitrust enforcement.

Recently, President Biden indicated intent to name two prominent "New School" antitrust attorneys and scholars, Lina Khan and Tim Wu, to positions in his administration. Kahn, who rose to prominence as a student at Yale Law School for "Amazon's Antitrust Paradox" and has since held positions at the Open Markets Institute and the FTC, will reportedly be nominated to serve as the Commissioner of the Federal Trade Commission. Wu is famous for coining the term "net neutrality" and authoring "The Curse of Bigness: Antitrust in the New Gilded Age," and he will serve on the National Economic Council as a special assistant to the president for technology and competition policy. Kahn and Wu have helped establish and develop the "New School" of antitrust jurisprudence, and both have taught related courses at Columbia Law School. Generally, the New School aims to prioritize "innovation, entrepreneurship, privacy, freedom of the press, and economic and civil liberties" rather than strictly focusing on "consumer welfare."

II. SENATOR KLOBUCHAR'S COMPETITION AND ANTITRUST LAW REFORM ACT:

Senator Amy Klobuchar, who spoke passionately about her concerns related to antitrust enforcement throughout her Presidential campaign, introduced antitrust reform legislation in February.

Sen. Klobuchar's proposal, the Competition and Antitrust Law Reform Act, aims to "give federal enforcers the resources they need [to] . . . strengthen prohibitions on anticompetitive conduct and mergers, and make additional reforms to improve enforcement." In order to accomplish these goals, the proposal would provide increased funding for the DOJ Antitrust Division and the FTC and would create a new FTC "Market Analysis" Bureau. While these structural and administrative reforms may receive bipartisan support, Sen. Klobuchar's proposal would also substantially alter the legal standards used to evaluate antitrust challenges under the Sherman and Clayton Acts, a change likely to be met with pushback by conservative economists and lawmakers. Sen. Klobuchar's proposal aims to accomplish important goals, but some argue the Sherman and Clayton Act amendments included in the legislation would "add friction to M&A Activity, stalling capital markets, reducing innovation and investment, and frustrating economic growth."

1. CLAYTON ACT REFORMS

Senator Klobuchar's proposal would modify the Clayton Act to "restore its original intent by amending it to include reference to 'exclusionary conduct.'" The legislation would define exclusionary conduct as "any conduct that would materially disadvantage . . . actual or potential competitors, or foreclose the ability of or incentive to compete." Currently, antitrust challenges require the plaintiff provide prima facie evidence that alleged anticompetitive effects of proposed mergers would result, and "proponents of the merger are then permitted to rebut by providing evidence that the merger will not have the feared anticompetitive effects."

The amendments would shift the presumption that "exclusionary conduct" presents a violative "appreciable risk" where such conduct is taken by a firm with a market share greater than 50% or otherwise wields significant market power. In turn, the burden would be on firms to prove the procompetitive market effects of the challenged conduct or merger rather than on the challenging entity to establish the anticompetitive impacts of the conduct that would result.

While it is important that antitrust reform efforts prioritize enforcement of anticompetitive exclusionary conduct, the legislation arguably defines the term overbroadly. Accordingly, the proposal may result in disincentivizing innovation that would ultimately benefit consumers and the overall economy. By presuming the illegality of any conduct taken by large firms that disincentivizes market entry or competition, the proposal risks unintentionally penalizing firms for achieving beneficial economies of scale or otherwise innovating to provide higher quality products more cheaply than competitors. Arguably, threatening firms with costly antitrust litigation whenever they undertake innovative conduct that negatively impacts competitors risks disrupting market incentives and stalling economic growth.

2. SHERMAN ACT REFORMS

Similarly, the Sherman Act would be modified to allow civil penalties of either 15% or 30% of a firm's US revenues for anticompetitive exclusionary conduct. Sen. Klobuchar has indicated that civil penalties are necessary because the existing remedies—injunctions, equitable monetary relief, and private damages—have not sufficiently deterred anticompetitive conduct. This may be true, but civil penalties of this size likewise risk stifling and disincentivizing innovation.

3. FUNDING ENFORCEMENT AGENCIES, FINANCING NEW "MARKET ANALYSIS BUREAU"

While the Sherman and Clayton Act reforms are unlikely to garner significant support from conservative lawmakers, the funding increases and creation of the FTC Market Analysis Bureau are more likely to win bipartisan support.

Increasing the funding available to the FTC and the DOJ would enable the agencies to hire more attorneys and would finance the creation of the Market Analysis Bureau. The MA Bureau would supplement the FTC's existing Competition, Consumer Protection, and Economics Bureaus. It would be tasked with conducting market, industry, and retrospective merger analyses aimed at helping the FTC develop a better understanding of the competitive conditions and underlying economic dynamics affecting complex markets. The creation of the MA Bureau is likely to gain support because it would demonstrate a commitment to ensuring continued reliance on empirical analyses rather than judicial or political discretion. Accordingly, these reforms would likely bolster enforcement efforts without necessarily adopting the "Big is Bad" approach that has historically divided lawyers and economists.

III. MODERNIZING ANTITRUST ECONOMICS

The Market Analysis Bureau would theoretically improve enforcement agencies' understanding of the economics underlying complex markets. This would provide enforcers with the tools needed to prosecute anticompetitive conduct that may have otherwise skirted enforcement due to the difficulty of establishing the negative economic effects of the conduct in question.

The complexity of the digital economy and increasing market concentration has made it more difficult for prosecutors to prove these anticompetitive results, but advances in machine learning and computational antitrust may assist in identifying and consistently enforcing antitrust violations.

While computational antitrust is certainly in its nascent stages of development, the early returns from Stanford's new Computational Antitrust Project are promising. The project's seminal article, authored by Project Director Thibault Schrepel, defines computational antitrust as a "new domain of legal informatics which seeks to develop computational methods for the automation of antitrust procedures and improvement of antitrust analysis." There are more than fifty global antitrust enforcement agencies participating in the project, including both the US FTC and the DOJ Antitrust Division.

Schrepel situates computational antitrust within "Antitrust 3.0," which he explains "is emerging but remains incomplete." At the core of Antitrust 3.0 is the goal of developing consistent enforcement frameworks designed to combat anticompetitive conduct in digital markets.

IV. OUTLOOK

In "The End of Antitrust History Revisted," Kahn "reviews" Wu's The Curse of Bigness and explains that the "task facing reformers is to translate their critiques into a positive vision, including legal rules and analytical frameworks." These analytical frameworks will be critical to ensuring that antitrust law promotes free market economics, rather than subjects firms to inconsistent judicial interpretation and prosecutorial discretion.

The majority of federal antitrust law applicable today was authored prior to 1915, and the unique challenges associated with prosecuting exclusionary conduct in digital markets have presented concerns for nearly twenty years. While bipartisan support for antitrust reform and emerging scholarship both provide legitimate reason to be optimistic about efforts to modernize federal antitrust law, it is important that reforms are nuanced enough to confront the complex problems they are enacted to address.

Accordingly, while Senator Klobuchar's proposal is certainly "well-intentioned," the budgetary reforms and creation of the Market Analysis Bureau should be separated from and passed without the proposed Sherman and Clayton Act amendments included in the legislation. The newly-appointed experts in the Biden Administration should be afforded the requisite resources to capitalize on the promise of New School antitrust jurisprudence and the development of Antitrust 3.0. By providing these resources, those leading antitrust modernization efforts will be equipped with the tools needed to create nuanced legal frameworks that reflect modern critiques and ensure consistent enforcement practices.

#### This will create a legitimacy crisis that threatens the foundational credibility of the FTC.

Dr. Thibault Schrepel 19, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, “Collusion by Blockchain and Smart Contracts”, Harvard Journal of Law and Technology, 33 Harv. J. Law & Tec 117, Fall 2019, Lexis

V. CONCLUSION

Blockchain is a new and yet little-explored territory. It is, amongst other things, the Amazon 228 of tomorrow's collusive agreements: full of different life forms and new possibilities, the technology will give rise to unidentified creatures and dangerous species that we do not really know how to approach.

I have first shown that blockchain will be used to enhance the functioning of collusive agreements as we know them and that new forms of collusion linked to the technology conditions of access and use will appear as well. Second, blockchain will increase the stability of collusive agreements, providing them with a good life. Depending on whether the blockchain is public or private, a double paradox could emerge. One paradox is related to the visibility of all practices to colluders while ensuring their opacity to non-colluders. The other is associated with the fact that collusive agreements will be more robust during their lifetime by eliminating a large proportion of deviant behaviors, but will die in more brutal ways.

For these reasons, one can expect an increase in the number of collusive agreements along with an increase in their profitability, but not necessarily in their duration. The number of leniency applications may also drop because blockchain will reinforce trust during the lifetime of collusive agreements. This is largely due to the potential use of smart contracts because once again, "[o]ne of the greatest checks on crime is not the cruelty of punishments, but their inevitability," 229 which is precisely what smart contracts provide by automating punishments.

[\*164] The time has now come to detect collusion by blockchain and smart contracts, however difficult that may be. I have shown that some blockchains are more likely to induce collusive agreements than others. Antitrust and competition authorities may start with focusing their efforts on these blockchains and creating safe harbors for the others, for instance, by ensuring that no sanction will be imposed under antitrust and competition law for a specified number of years. Antitrust and competition authorities may also, when sending questionnaires to undertakings, ask whether they use blockchain, and if so, what type of blockchain, using which consensus, and for what purpose.

But perhaps it is even more urgent to adapt existing legal toolboxes before they become entirely ineffective, which implies considering a "law is code" approach and, generally speaking, transforming part of antitrust and competition law to become allies to blockchain core developers rather than mere threats. 230 It is said that "it is tempting, if the only tool you have is a hammer, to treat everything as if it were a nail." 231 As true as this statement is, all we have in existing laws is one size of pliers. With the wrong tools, the most sophisticated technology requiring great precision will not be as adjusted as it could be. Antitrust and competition agencies are currently not equipped to fight collusive agreements by blockchain. This may cause a legitimacy crisis for antitrust and competition law that may become ineffective sooner than expected. Indeed, it is more than likely that the use of current regulatory tools will be prevented by the technical characteristics of blockchain. Agencies further need to start analyzing code and software programming. Without doing so, most illegal activities on blockchain will remain safe. The same is true for all practices outside of blockchain which use the Internet. To date, antitrust and competition agencies refuse to analyze the programming of platforms and software. This creates a legal loophole and encourages companies to commit anti-competitive strategies precisely here. 232

Without fundamental research on this subject, palliatives will continue to be present, risking the survival of blockchain 233-- or antitrust [\*165] and competition law. 234 Some propose the creation of an identity management system so that the real identities of blockchain users can be revealed. 235 Others have suggested "adding a regulatory node in the blockchain" to spy on it 236 or imposing fines to the core developers when blockchain is used for illegal activities. 237 Going even further, it has been said that public blockchains "governed by international institutions from the legal tradition" such as the United Nations should be created. 238 But in fact, these solutions are either ineffective or would jeopardize the utility of the technology as its applications rely on the key characteristics that I have exposed in our introduction and that would be challenged by these various initiatives. Let us recall first and foremost that blockchain is a fundamental technology that may create good for the world. 239 The creation of safe harbors 240 and regulatory sandboxes 241 will enable competition agencies to respond quickly to the challenges posed by blockchain, but in the end, only a re-conceptualization of the law will provide a satisfactory answer. 242 Without it, antitrust and competition law will face a second legitimacy crisis arising from the absence of decentralized regulatory mechanisms. After all, how can decentralized transactions be properly regulated by pyramidal rules and institutions?

#### Failure of FTC legitimacy crushes the effectiveness of the agency.

William E. Kovacic 15, Global Competition Professor of Law and Policy at the George Washington University Law School and Non-Executive Director of the United Kingdom Competition and Markets Authority, “Creating A Respected Brand: How Regulatory Agencies Signal Quality”, George Mason Law Review, 22 Geo. Mason L. Rev. 237, Lexis

Introduction

One determinant of a government agency's effectiveness is its reputation, or "brand." Much like a commercial enterprise, an agency develops a brand that signals quality to various observers. A good reputation can help the agency recruit skilled personnel, gain deference from courts, build credibility with business managers, and build popular support that can yield larger budgets and enhancements to its powers. An agency with a strong brand stands a greater chance of being effective than one with a weak brand.

This Essay considers how branding can affect the performance of the Federal Trade Commission ("FTC") and other agencies responsible for economic regulation. It analyzes how investments in building a good brand enable the regulatory agency to signal quality to various observers - insiders such as agency staff and outsiders such as businesses, consumer groups, courts, and legislators. Part I of this Essay defines the concept of a brand for public agencies. Part II then discusses why an agency's brand can be important to its effectiveness and identifies what types of agency activities either enhance or degrade an agency's brand.

The examination of agency branding has several purposes. One aim is to improve our understanding of how public agencies build a reputation, and to study the role of reputation in determining effectiveness. A closely related goal is to give public officials a better understanding of how they should approach the task of deciding what their agencies must do to prosper.

A further aim is to underscore the impact of institutional design and managerial incentives on agency performance and to illuminate how design choices and incentive schemes influence the development of a well-respected, coherent agency brand. Various design choices - for example, whether to give the competition agency a single function or a multi-purpose substantive mandate, whether to govern the agency by a single executive or [\*238] by a board, whether to integrate the tasks of prosecution and adjudication in a single body or to unbundle them among distinct entities - affect the capacity of the agency to enhance the quality of its brand. Incentives that give incumbent leaders reason to make investments in long-term agency capacity and quality have the same effects.

I. Brands and Public Institutions

Public institutions, such as competition or consumer protection agencies, build reputations or "brands" that the agency's own employees and external observers associate with the agency. 1 Brands perform two functions for the public agency. The first function is informational. 2 A good brand conveys a good sense of what an agency does. It communicates, at least in a general way, the scope of the agency's responsibilities and the aims that motivate the agency in the exercise of its powers.

A brand also signals institutional quality. For an agency such as the FTC, the foundations for a good brand are sound substantive programs (e.g., cases, regulations, reports), sound procedures (e.g., meaningful disclosure of information, rigorous testing of evidence, regular assessment of outcomes), strong capabilities (e.g., deep expertise in economics and law), and a healthy culture (e.g., thoughtfulness, integrity, courage, and a commitment to continuous improvement). 3 For several reasons, explained below, a strong brand is a valuable asset for a regulatory agency.

#### FTC credibility’s key to global cooperation to contain spyware

Ari Schwartz 12, Deputy Director of the Center for Democracy and Technology, “Federal Trade Commission Reauthorization”, Hearing Before the Subcommittee on Interstate Commerce, Trade, and Tourism of the Committee on Commerce, Science, and Transportation United States Senate One Hundred Tenth Congress First Session, Government Printing Office, https://www.govinfo.gov/content/pkg/CHRG-110shrg75970/html/CHRG-110shrg75970.htm

Mr. Schwartz. Thank you very much, Chairman Dorgan. Thank you for holding this public hearing today and inviting CDT to participate.

As more consumers' services move online, consumer protection agencies are facing new challenges. The Federal Trade Commission has played a leadership role to meet these challenges, including overcoming such difficulties as locating the perpetrators of online schemes, keeping up with the rapid pace of technological evolution, and following the increasing financial motivation of Internet fraudsters.

In particular, the FTC has been the lead law enforcement agency in the world in the fight against spyware. Spyware has become one of the most serious threats to the Internet's future. Consumer Reports magazine estimates that consumers will lose $1.7 billion this year to spyware attacks alone. The magazine estimates that almost 1 million consumers simply gave up fixing their spyware-riddled computers and had to throw them away.

The good news is that consumer losses are down dramatically from 2006, when they peaked at $2.6 billion. The main reasons for this decrease in the spyware threat are, first, the improvement in anti-spyware technology; second, the public pressure on companies advertising with nuisance or harmful adware; and, finally, the enforcement of consumer protection law, led by the work of the FTC and some State attorneys general.

The FTC recognized the profound threat posed by the rising tide of spyware early, and actively moved to limit its spread. The Commission has been the leading enforcer against spyware, pursuing 11 cases to fruition in the past two and a half years, including three based, at least in part, on the petitions brought my organization, the Center for Democracy and Technology. CDT has learned, through our own research, that, as consumer fraud increases, the FTC's ability to work internationally becomes more important. Congress passed the SAFE WEB Act late last year to provide the FTC powers to promote international cooperation. The FTC's ability to use this new law, and staff resources that it will need, will be very important to monitor.

#### Spyware norms are solidifying but require strong U.S. leadership---success stops human rights crackdowns that escalate to global war

Marietje Schaake 11-10, International Policy Director at Stanford University’s Cyber Policy Center, Senior Advisor for Tech & Geopolitics at Eurasia Group, President of the Cyberpeace Institute, “We Need a New Global Standard to Curb Intrusive Spyware”, Financial Times, 11/10/2021, Lexis

After more than a decade, democratic governments are finally waking up to the hazards of commercial spyware. Recent media coverage has exposed how authoritarian regimes are using NSO Group’s Pegasus software to spy on journalists and politicians. The EU has now tightened its rules on the export of surveillance technology, and the US Department of Commerce last week determined that Israel-based NSO Group and three other hacking companies were “engaging in activities that are contrary to the national security or foreign policy interests of the United States”. However, these modest steps do not go far enough: what’s needed is a global standard to reign in technologies that violate the rights to privacy, free assembly as well as free expression.

From ~~crippling~~ [devastating] ransomware to questionable neural algorithms which use AI to identify suspicious non-verbal activity, to face and emotion-detecting technologies, there is a proliferation of software applications which conflict with liberal democratic values.

Traditionally, export controls are imposed on products that threaten national security, such as those that could boost the manufacture of nuclear weapons. The EU has recently extended its export regime to include spyware technologies, and added human rights violations as a criterion for potential harm. But since the NSO Group is based outside the EU, it lies outside Brussels’ jurisdiction. Without a wider international agreement, options for curbing these companies are limited.

The absence of global restrictions brings further credibility risks: how can liberal democracies lobby against human rights abuses by authoritarian regimes, when they are in effect permitting the development and marketing of digital weapons?

While restricting exports may help prevent the flow of intrusive technologies from democracies to dictatorships, imports and domestic uses remain unaddressed. The Pegasus Project revealed how, in the heart of the EU, Hungarian prime minister Viktor Orban has deployed commercial surveillance systems to target the few remaining independent media outlets within his own country.

Even some democratic states, such as the Netherlands, are guilty of procuring hacking and surveillance systems, but do not disclose which ones. Undoubtedly, they will claim these are only ever used to track down the most serious criminal and terror suspects. Yet this lends credibility and capital to an exceedingly harmful industry. If democracies are serious about curbing surveillance, they should exercise greater transparency and lead by example.

More than ad hoc measures or restrictions applied to individual companies, the US should partner with the EU and other willing countries to set a new international standard for the use of, and trade in, spyware. This would be a tangible outcome for President Biden’s upcoming Summit for Democracy, a US-led virtual meeting in early December aimed at preventing authoritarianism, fighting corruption, and promoting human rights.

Beyond spyware, a variety of other technologies deserve greater scrutiny and regulation. Illegitimate mass surveillance systems, facial recognition software and tools used for illegal cyber operations are traded across borders to facilitate repression, conflict, and instability. Poor cyber security is now a source of systematic risk which threatens national resilience. Greater co-ordination is necessary to ensure that technologies which are currently legal do not provide the means for widespread rights violations.

Moreover, an international agreement between democratic states against malicious uses of technology will help set multilateral norms. UN human rights experts this week raised the alarm once more about how tech companies serve as modern-day “mercenaries”. “Private actors provide a wide range of military and security services in cyber space, including data collection, intelligence and surveillance,” they warned.

In the future, a licensing requirement should be the default for tech companies that contravene the human rights standard of democratic states. This would ensure better controls of end use and exports. Regulation would also allow for mapping of how software is being deployed, and enable greater transparency. Equally, companies should strengthen their own risk-management. The very credibility of democracies is at stake when tech companies can undermine global security unhindered.

#### Containing spyware prevents the complete erosion of Indian democracy

Mauktik Kulkarni 21, Trained in Engineering at the University of Pune, Biophysics at the University of Illinois at Urbana-Champaign, and Neuroscience at Johns Hopkins University, Author at The Fair Observer, Writer for National Public Radio, All India Radio, BBC Marathi, National Geographic, LiveMint, Times of India, and The Hindu, “Why Americans Should be Alarmed by the Pegasus Spyware Controversy in India”, Scroll, 8/2/2021, https://scroll.in/article/1001373/why-americans-should-be-alarmed-by-the-pegasus-spyware-controversy-in-india

Under a collaboration called the Pegasus Project, 17 media organisations from around the world have recently released startling information about the way several governments have allegedly used spyware made by Israeli firm NSO to snoop on perceived adversaries.

Pegasus spyware, classified as a weapon to be used against criminals and terrorists, was allegedly used in India to spy on opposition politicians, bureaucrats and journalists, among others. While the Indian government has denied the charges, all the evidence points to the executive branch running amok.

The unravelling of Indian democracy offers important lessons for the United States, especially with recent revelations regarding former President Donald Trump’s final days in office and the reluctance of his Republican Party in the legislature to hold him accountable.

The destruction of Indian democratic institutions under Narendra Modi since he came to power in 2014 is well documented. If these new allegations are left unaddressed, which is the most likely outcome, their chilling effect on society will ensure India’s swift decline into a sham democracy like Russia.

If true, the implications of such surveillance are not limited to political, bureaucratic, journalistic, or judicial opponents of the current government. They will affect the economic climate, open-minded academic inquiry, and spirited debates among students and civil society, which are all essential for a thriving democracy.

#### Indian backsliding obliterates transnational containment of disease, pollution, and nukes---extinction

Akshai Vikram 21, Doctoral Candidate in Security Studies at the University of Central Florida, Roger L. Hale Fellow at the Ploughshares Fund, M.A from Johns Hopkins University SAIS and B.A. from Johns Hopkins Baltimore, “Indian Democracy Is On The Ropes. The US Must Act”, Defense One, 6/12/2021, https://www.defenseone.com/ideas/2021/06/indian-democracy-ropes-us-must-act/174679/

Even as the U.K. hosted President Biden on a visit to “rally the world’s democracies,” Britain’s reopening is under threat from a new strain of the COVID-19 virus. This new variant, which originated in India, is directly related to Narendra Modi government’s disappointing and less-than-democratic handling of the pandemic. The new coronavirus strain is just one example of the threat that awaits U.S. interests if India, the world’s largest democracy, should complete its slide into authoritarianism. Thankfully, the U.S. still has a number of options to combat, if not prevent, democratic backsliding in India.

Democratic or not, India’s relevance is assured. Its size alone guarantees this. India’s largest state, Uttar Pradesh, boasts a population of over 200 million people, larger than any individual country in Africa, Europe, or Latin America. This hard fact has led Republicans and Democrats to agree on India’s importance, with both sides emphasizing its potential role as a regional counterweight to China. The Trump administration’s National Defense Strategy stressed the benefits of a “free and open Indo-Pacific region” and promised to “strengthen our alliances and partnerships in the Indo-Pacific…to preserve the free and open international system.” The Biden administration made similar pronouncements in its Interim National Security Guidance, saying it will “reinvigorate and modernize our alliances and partnerships,” partially to “hold countries like China to account.” The Biden administration specifically promised to “deepen our partnership with India” as part of this effort.

This strategic logic presumes the United States will be dealing with a democratic India that prefers a “free and open international system,” rather than an authoritarian India that domestically more closely resembles “countries like China” than it does a full-functioning democracy.

But the pace of Indian democratic backsliding has noticeably quickened. It was an ominous warning when Narendra Modi, who was banned from the United States for turning a blind eye to a virtual pogrom against Muslims while chief minister of Gujarat, was elected Prime Minister in 2014. After seven years in power, Modi and his Hindu nationalist Bharatiya Janata Party, or BJP, have further eroded Indian democracy, leading the nonprofit Freedom House to rank India as “partly free” for the first time in 30 years.

Modi’s authoritarian actions have ranged from the pseudo-scientific and laughable to the egomaniacal and lethal. Most notoriously, the BJP sought in 2019 to openly discriminate against Muslim immigrants. The law passed, and when it drew mass protests across the country, the BJP met them with authoritarian force. Later in the year, India stifled the Internet in Kashmir.

India’s democratic backsliding has also hurt its lackluster COVID-19 response. Modi’s BJP has propagated a number of inane myths about the disease, especially quack cures. Party leaders from Modi on down have set bad examples, appearing at large rallies, without masks, and turning the Hindu Kumbh-Mela festival into a superspreader event because “the faith in God will overcome the fear of Covid-19.”

The Modi government has also moved to stifle dissent, especially investigative journalism on its pandemic response. In April, the chief minister of Uttar Pradesh threatened to seize the property of people propagating “rumors” of oxygen shortages. And just last month, when information on the Indian variant was desperately needed, a top Indian virologist on a government panel to investigate the variant suspiciously resigned, after he had been quoted in the New York Times criticizing the government. All this suggests that continued democracy in India is no sure thing.

A fully authoritarian India could take a number of forms, with disparate effects on its relationship with the United States. Shared concerns about China could lead the U.S.-India relationship to mirror the path of American relations with Vietnam, where the two countries have managed to work constructively despite their tempestuous past and Vietnam’s one-party rule.

Perhaps more likely, India under Modi could present a challenge not dissimilar to that of the Philippines under Duterte, a country too strategically important for the U.S. to ignore in its efforts to counter Chinese influence in the region, but one whose authoritarian streak routinely impedes greater cooperation.

Most detrimentally for the United States, India could even one day seek to follow the path of Russia, prioritizing allegiance to right-wing authoritarian ethno-nationalism rather than its historical and geographic disputes with China. This worst case scenario is not as far-fetched as it once might have seemed: in the last few months alone, Russia and India have taken eerily similar steps to stifle Twitter in response to domestic critics.

No matter how authoritarian the government in New Delhi becomes, the United States will need to engage with it constructively on certain issues, especially transnational threats like climate change and nuclear weapons. Fortunately, the Biden administration has already demonstrated its capability to do just that by cooperating constructively with Russia on nuclear arms control and with both China and Russia on climate change, while at the same time confronting both countries on other issues as necessary.

However, there is no scenario where further democratic backsliding in India would make life easier for the United States. At the very least, an increasingly authoritarian Indian would jeopardize the push for cooperation among ‘like-minded’ democracies, especially when it comes to countering China.

International partnerships, like the recent project of coordinated vaccine production from the emerging ‘Quad’ countries—India, Australia, the U.S., and Japan—could conceivably continue even if India moves further from the democratic camp. Even so, they would surely be less resilient if based solely on common interests rather than common values. Efforts by the European Union to increase ties to India would also likely be undermined.

#### Spyware causes command-and-control failures---nuclear war

Eric Schlosser 16, Investigative Journalist and the Author of Command and Control, “World War III, By Mistake”, The New Yorker, 12/23/2016, https://www.newyorker.com/news/news-desk/world-war-three-by-mistake

The harsh rhetoric on both sides increases the danger of miscalculations and mistakes, as do other factors. Close encounters between the military aircraft of the United States and Russia have become routine, creating the potential for an unintended conflict. Many of the nuclear-weapon systems on both sides are aging and obsolete. The personnel who operate those systems often suffer from poor morale and poor training. None of their senior officers has firsthand experience making decisions during an actual nuclear crisis. And today’s command-and-control systems must contend with threats that barely existed during the Cold War: malware, spyware, worms, bugs, viruses, corrupted firmware, logic bombs, Trojan horses, and all the other modern tools of cyber warfare. The greatest danger is posed not by any technological innovation but by a dilemma that has haunted nuclear strategy since the first detonation of an atomic bomb: How do you prevent a nuclear attack while preserving the ability to launch one?

“The pattern of the use of atomic weapons was set at Hiroshima,” J. Robert Oppenheimer, the scientific director of the Manhattan Project, said in November, 1945, just a few months after the Japanese city’s destruction. “They are weapons of aggression, of surprise, and of terror.” Nuclear weapons made annihilation vastly more efficient. A single bomb could now destroy a target whose elimination had once required thousands of bombs. During an aerial attack, you could shoot down ninety-nine per cent of the enemy’s bombers—and the plane that you missed could obliterate an entire city. A war between two countries with nuclear weapons, like a Wild West shoot-out, might be won by whoever fired first. And a surprise attack might provide the only hope of national survival—especially for the country with an inferior nuclear arsenal.

#### Spyware collapses the free press

Samuel Woodhams 21, Digital Rights Lead at the Internet Research Firm and VPN Review Website, Top10VPN, Digital Rights Researcher and Freelance Journalist, “Spyware: An Unregulated and Escalating Threat to Independent Media”, Center for International Media Assistance, 8/25/2021, https://www.cima.ned.org/publication/spyware-an-unregulated-and-escalating-threat-to-independent-media/

Introduction

The digital surveillance industry is a broad and largely opaque network of companies that produce technology to monitor and track individuals. From tools that surveil citizens’ social media profiles to devices that indiscriminately monitor the activity of nearby mobile phones, the range and sophistication of technologies available has never been greater.

While their delivery methods and capabilities vary, all spyware products are designed to infect a user’s device and monitor their digital activity while remaining undetected. Typically, this means an infiltrator can covertly access a target’s phone calls, text messages, location, internet searches, and stored data. Even more troubling is the fact that most of the products are capable of evading antivirus tools that are specifically designed to detect malicious activity.

The rapid expansion of the digital surveillance industry has enabled governments around the world to acquire new technologies to monitor journalists, silence independent journalism, and control the flow of information. As of April 2021, the Committee to Protect Journalists (CPJ) had identified 38 cases of spyware targeting journalists, commentators, and their associates.1 The University of Toronto’s Citizen Lab suggests the true figure could be over 50.2 There are reports of spyware targeting journalists working with international media outlets, including Al Jazeera and the New York Times,3 as well as reporters and editors working for the US-based Ethiopian diaspora outlet Oromia Media Network, Colombia’s Semana magazine, and Mexico’s Proceso.4

In July 2021, French-based nonprofit Forbidden Stories, Amnesty International, and a consortium of 80 journalists from 17 outlets launched the Pegasus Project, a collaborative international investigative journalism initiative aimed at uncovering the extent to which Israeli spyware company NSO Group’s software is used by governments to target journalists, human rights activists, lawyers, and political dissidents.5 NSO Group’s signature product, Pegasus, named after the mythical winged horse, is one of the most powerful spyware tools ever deployed.6 Investigative journalists with the Pegasus Project revealed that at least 180 journalists were selected as potential targets of surveillance by government clients of NSO Group.7 The number of people who were attacked by the spyware infecting their phones remains unclear. NSO Group has repeatedly denied wrongdoing, claiming it sells software to carefully vetted clients to ensure its technology is used only for law enforcement and anti-terrorism purposes.8

This is not the first time that NSO Group has been accused of abetting human rights violations. In 2019, WhatsApp filed a lawsuit against NSO Group, accusing the company of exploiting a vulnerability in the app and hacking into 1,400 accounts in 20 countries.9 More than 100 of these accounts are thought by WhatsApp to have belonged to journalists and human rights defenders, although the lawsuit did not disclose the identities of the victims. As a result of these allegations, the US Department of Justice reportedly renewed its investigation into the company in March 2021.10

There is no question that spyware is being used by governments to identify, monitor, and ultimately silence journalists. Ronald Deibert, director of Citizen Lab, a research organization using digital forensics to verify the use of spyware against journalists, summarizes the danger this way:

“The reckless and abusive use of commercial spyware to target journalists, their associates, and their families adds to the numerous and growing risks that journalists worldwide now face. Media organizations and investigative journalists are valuable “soft” targets who control important information, including information on sources, that threaten powerful actors. Thanks to companies like NSO Group, unscrupulous dictators and autocrats now have a powerful tool to aid in their sinister aims to stifle dissent and quell controversial reporting.”11

When the devices and digital accounts of journalists and their sources are vulnerable to surveillance, the ability of journalists to carry out their newsgathering function is significantly diminished.12 Journalists who fear they are a target of surveillance may self-censor. Credible sources may be less likely to talk to the press, and media outlets may struggle financially to keep pace with the increasingly sophisticated threats facing their staff.

#### Extinction

Marie Davidsen Buhl 21, Fellow at Effective Altruism, “Towards a Longtermist Framework for Evaluating Democracy-Related Interventions”, Rethink Priorities, 7/28/2021, https://rethinkpriorities.org/publications/towards-a-longtermist-framework-for-evaluating-democracy-related-interventions

1.6 Liberalism

What is this feature?

Definition: There is rule of law and individual rights and freedoms for the decision-making group, which limit the power of the government.

Clarifications:

Liberalism both protects citizens against government despotism and protects minorities from tyranny of the majority. As such, for a society to high high levels of liberalism, it must be the case that liberal rights and freedoms are in place even if the majority of the population are in favour of violating them (for example, even if a majority ethnicity is in favour of removing legal protections for a minority group, the government would not be able to do so).

The liberalism presented here is a relatively thin notion of liberalism, close (though not identical to) the concept of political liberalism. As such, it does not include things such as a liberal market economy or anti-paternalism.

As was the case of competitive democracy, our definition of liberalism has the counterintuitive implication that a society can have a maximal level of liberalism even if it does not grant liberal rights to the majority of the population (e.g., a society with liberal rights for property-owning white men, but there is little legal protection for other groups and a slave economy). However, we do not mean to say that such a society should be classified as a liberal democracy (see Appendix C), or even liberal in the everyday sense of the word.

What low levels of liberalism might look like: Parliamentary sovereignty, tyranny of the majority, authoritarian democracy, totalitarianism.

Components

Rule of law: Transparent laws, equality under the law, de facto law enforcement and access to legal remedy.

Checks and balances: There are institutions in place to restrain the power of governments, e.g., separation of powers.

Constitutional limits on government power to preserve civil rights, including freedom of conscience, religion, speech and assembly, and right to privacy.

Minority rights.

Pluralism: Toleration of many different opinions and ways of life.

Liberal norms amongst the decision-making group (e.g., voters) and the representatives (e.g., support for liberalism).

Illustrative interventions related to this feature

(Note that we are not necessarily endorsing these interventions or organisations):

Preventing or prosecuting government corruption.

Prosecuting human rights violations, e.g., via funding Amnesty International.

Investigative journalism, e.g., the Global Investigative Journalism network (Hillebrandt, 2020).

Protecting freedom of press, e.g., The Reporters Committee for Freedom of the Press (Hillebrandt, 2020).

1.7 Inclusion

What is this feature?

Inclusion has two parts:

(1) Most or all beings who are capable of participating in group decision-making and are affected by policy decisions are allowed to participate in group-decision-making (i.e., most or all beings which are in both the decision-capable group and affected group are also in the decision-making group).

(2) The interests of most or all of the beings who are affected by policy decisions are taken into account during those decisions (i.e., the moral circle includes most or all of the affected group).

Clarifications:

Inclusion can be specified with respect to any of the features, e.g., inclusion with respect to competitive democracy might be high (if there is universal suffrage) in the same society/institution where inclusion with respect to responsiveness is low (if the opinions of one group are systematically ignored when making actual policy decisions)[6:1].

A maximally inclusive society would be one in which the following conditions are met:

The decision-making group (e.g., voters) contains all beings who are both in the moral circle and are capable of decision-making

The moral circle includes everyone in the affected group.

This has the implication that a maximally inclusive society would give voting rights and liberal rights to, for example, people in other countries, under-18s, felons and others who don’t currently have such rights in most liberal democracies.

What low levels of inclusion might look like: Aristocracy, limited franchise, no representation of non-voting beings.

Components

Proportion of the population that has voting rights, liberal rights, etc., and absence of barriers to those rights being upheld in practice.

Representation for the interests of non-voting beings (e.g., through lobbying/interest groups, councils, official positions such as ministers, or just individual voters taking those beings’ interests into account)

Illustrative interventions related to this feature

(Note that we are not necessarily endorsing these interventions or organisations):

Widening the franchise, e.g., to 16-year-olds, felons, or non-citizen residents.

Protecting minority voting rights, e.g., preventing gerrymandering through redistricting (Hillebrandt, 2020).

Institutional reforms to represent future generations (see e.g., John & MacAskill, 2020).

Interventions related to moral circle expansion.

2. Potential intermediate goals for longtermists

This section covers ways in which each of seven potential intermediate goals may:

affect the long-term future

be affected by changes in a society’s level of the features of liberal democracy as discussed above.

A potential intermediate goal for longtermists is a goal we could pursue to potentially increase the value of the far future. Fulfilling a goal is not obviously of positive expected value; indeed, some intermediate goals may be ambiguous or negative for the far future. We cache out the costs and benefits of pursuing each goal into four broad categories: existential risk reduction, trajectory change, speeding up development and meta-longtermism[1:1]..

The potential intermediate goals we identify are:

Reducing great power conflict

Intellectual progress

Moral circle expansion (MCE)

Economic growth

Preventing authoritarianism

Preventing infohazard proliferation

Building effective altruism

We chose these particular intermediate goals because they seemed (a) plausibly substantially affectable by some democracy-related interventions and (b) relatively clearly relevant to the long-term future. But the choice was somewhat arbitrary and partly for illustrative purposes; there are also other goals that meet those two criteria, and these seven are not necessarily the most important for evaluating a given democracy-related intervention. We elaborate on this in Section 4 (Directions for further research). Finally, we focus only on how features of democracy affect potential intermediate end goals. However, in reality there are likely bidirectional relationships and feedback loops, with some intermediate goals impacting particular features of democracy.

2.1 Reducing great power conflict

What is this potential intermediate goal?

Reducing the probability of conflict between major powers - e.g., China and the USA.

What are some ways great power conflict might affect the long-term future?

Existential risk reduction and trajectory change: Great power conflict is often seen as an existential risk factor. That is, it increases the probability of existential catastrophes indirectly rather than directly. This operates through multiple mechanisms - for instance, great power conflict might increase the probability of an AI arms race, make nuclear war more likely, or make global co-operation on various existential risks harder[9]. Thus, reducing the likelihood of great power conflict could reduce existential risk. Additionally, conflict between great powers could alter the global hegemony, changing humanity's long-run trajectory. Whether this is positive or negative depends on the particular trajectory change.

What are some ways democracy might affect great power conflict?

Democracies have historically engaged in war less often than non-democracies. This may be mere correlation (e.g., it may be confounded by GDP). But proponents of democratic peace theory argue that the correlation is in fact causal. Below, we briefly overview some possible, speculative ways in which various features of liberal democracy might indeed reduce the likelihood of war.

Competitive democracy, responsiveness, participation and accuracy: Leaders in countries high in these features must follow the demands of voters more closely, in order to be re-elected. That increases the influence of public opinion on policy decisions, such as in decisions on conflict. Therefore, if voters are more averse to war than leaders are, increasing competitive democracy, responsiveness, participation, and accuracy would, all else equal, make war (including great power conflict) less likely. Conversely, if voters are more inclined towards war than leaders are, increasing these features would, all else being equal, make war more likely. Whilst we tentatively believe that voters are more aversive to war than leaders are, there are likely also other causal mechanisms taking place[10]. Thus, we only weakly suggest that increasing these features is positive for reducing great power conflict.

Liberalism: Democratic peace theory and liberal peace theory are used somewhat interchangeably. Perhaps what really makes democracies less likely to go to war is their liberal nature, rather than anything about voting in particular. Specifically, norms around resolving differences through deliberation, pluralism, and a respect for alternative viewpoints may prevent disagreement escalating to violence. Such norms could ultimately make war and great power conflict less likely.

Inclusion: Countries low in inclusion will likely focus primarily on their own country's citizens (the decision-making group) before others (the wider affected group). This would increase nationalistic sentiment. In contrast, highly inclusive societies are likely to be more conducive to a cosmopolitan mindset. Nationalistic countries would also be more likely to go to war with other countries, compared to cosmopolitan societies. Thus, increasing inclusion will probably decrease the chance of great power conflict.

#### The plan solves:

#### 1. UPDATING.

#### Prohibiting violations in the infrastructure level establishes a collaborative relationship between blockchain and antitrust that infuses technological principles into legal enforcement.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 247-249

1.2 Enforcement

1.2.1 Not this...

Enforcement is the second pillar of a collaborative approach between law and tech, antitrust and blockchain. I realize that this may seem counterintuitive; enforcement is, by definition, confrontational. In reality, distinct types of enforcement can lead to varying degrees of confrontation: some harm the entire blockchain, while others target the sole perpetrators of illegal practices. One should avoid the former, as it would reduce blockchain’s usefulness and thus deprive policymakers and regulators of an important ally. It is in the interests of both communities to encourage the latter.

I concluded the first part of this book by underlining that making law and tech work toward the same objective implied bearing with some assaults by each on the other. This means that blockchain communities should not only tolerate antitrust sanctions, but also facilitate them, because they ultimately lead to further decentralization. It also means that antitrust agencies and courts should direct their enforcement activities in a specific way. Overall, they should seek to preserve blockchain. This will be challenging, as agencies generally conduct their enforcement activities one case after the other, without such a long-term objective. That being said, agencies could still achieve the overall goal of enabling blockchain technology to flourish while ensuring case-by-case enforcement.

For that, agencies should avoid enforcement activities against practices that directly arise from the intrinsic characteristics of a blockchain. For example, public permissionless blockchains distribute information throughout the marketplace, including the number of transactions implemented by specific users, the fees being paid and so on. This transparency could lead to antitrust concerns, especially when it comes to tacit collusion.14 Nevertheless, because this essential feature makes markets more fluid and mitigates information asymmetry,15 enforcement activities should not be directed at it.

The same goes for the opacity that blockchains create. As we have seen together, the identity of a blockchain’s participants and the content of their transactions are protected by encryption. Yet one should not consider this a relevant element in European competition law for presuming the intention to collude (moral component), for systematically making cartelization on block- chain a restriction “by object” rather than “by effect,” or for easing the burden of proof on antitrust agencies. Doing so would deter legal uses of blockchain.

More generally, it is important to underline that all blockchain participants agree to the same set of rules. That should not be seen as an illegal agreement between them, even though it affects their economic behavior. Agreeing to the same rules is, in fact, necessary for blockchain’s survival, as it creates consistency in the blockchain ledger in the absence of central coordination. It solves the Byzantine Generals Problem, according to which a central power is always needed to coordinate actions and maximize outcomes. That applies to forks, which should only rarely be seen as illegal (as I discussed in Chapter 8), because they create checks and balances within each blockchain. Let me reiterate that without consensus regarding the rules and their modification, the whole system would collapse, as the ledger integrity could not be maintained. All practices engaged by the blockchain nucleus to ensure survival, such as their forks and modifications of the core client, should thus be presumptively legal as far as antitrust enforcement is concerned.

1.2.2 ...but that!

I recommend that antitrust agencies focus their enforcement activities on practices that affect the “real space”, and on practices that defeat blockchain’s purpose.

As I discussed in Chapters 9 and 11, the first type of practice covers the use of blockchains to support firms’ efforts to collude or monopolize markets. These practices have a strong and direct impact on consumers. Detecting this type of behavior will require proactive actions by antitrust agencies. If they engage in such actions, enforcement in the field will increase consumer welfare.

The second category concerns practices that centralize blockchain ecosystems artificially. More specifically, agencies should target practices that centralize the infrastructure level of a blockchain. As I have explained, that level has a critical influence on the decentralization of other levels. Prohibiting artificial forms of centralization at that layer will free most of the ecosystem from coercive forms of power. In doing so, it will make blockchain a more potent ally to antitrust law. Furthermore, this type of enforcement will prove increasingly important over time. If blockchain adoption continues to increase, it could very well become a key infrastructure for the world economy. At that point in time, the artificial centralization of blockchain will become antitrust agencies’ top enforcement priority.

Overall, directing enforcement activities toward these two types of practices would free blockchain, and its economic ramifications, from the most restrictive practices without diminishing its usefulness or creating resentment within blockchain communities. Antitrust would thus become the ally of blockchain ecosystems and would start being perceived as such.

#### 2. LEADERSHIP.

#### Going bold builds FTC’s brand and secures a foothold for future experimentation.

Philip J. Weiser 17, Hatfield Professor of Law and Dean Emeritus at the University of Colorado Law School, Former Senior Advisor for Technology and Innovation to the National Economic Council Director in the White House, “Entrepreneurial Administration”, Boston University Law Review, 97 B.U.L. Rev. 2011, December 2017, Lexis

Introduction

A core failing of today's administrative state and modern administrative law scholarship is the lack of imagination as to how agencies should operate. On the conventional telling, public agencies follow specific grants of regulatory authority, use the traditional tools of notice-and-comment rulemaking and adjudication, and are checked by judicial review. In reality, however, effective administration depends on entrepreneurial leadership that can spearhead policy experimentation and trial-and-error problem-solving, including the development of regulatory programs that use non-traditional tools.

Entrepreneurial administration takes place both at public agencies and private entities, each of which can address regulatory challenges and earn regulatory authority as a result. Consider, for example, that Energy Star, a successful program that has encouraged the manufacture and sale of energy efficient appliances, is developed and overseen by the Environmental Protection Agency ("EPA"). 1 After the EPA established the program, Congress codified it and, eventually, other countries followed suit. 2 By contrast, the successful and complementary program encouraging the construction of energy efficient buildings, the well-respected Leadership in Energy and Environmental Design ("LEED") standard, was developed and is overseen by a private organization. 3 After it was developed, a number of governmental authorities endorsed it and [\*2013] have encouraged LEED-certified construction projects with both carrots 4 and sticks. 5 Significantly, although neither the Energy Star program nor the LEED standard were originally anticipated by any regulatory statute, both have had tremendous impacts.

The Energy Star and LEED case studies exemplify the sort of innovative regulatory strategies taking root in the modern administrative state. 6 Despite the importance of entrepreneurial administration in practice, scholars have failed to examine the role of entrepreneurial leadership in spurring policy innovation and earning regulatory authority for an agency (or private entity). 7 This oversight is most unfortunate in the case of technologically developing fields where experimental regulatory strategies - as opposed to traditional notice-and-comment rulemaking or adjudication - are often essential. 8 In short, administrative law needs an account of agency action that explains why entrepreneurial leadership matters in government and how agencies should operate. 9

[\*2014] This Article: explains that the conventional view of agency behavior - following the specific direction of Congress or the President and using notice-and-comment rulemaking or adjudication processes - does not capture how public agencies and private entities develop innovative regulatory strategies and earn regulatory authority as a result. In particular, this Article: explains how governmental agencies like the EPA and private entities like the United States Green Building Council ("USGBC") (which oversees the LEED standard) depend on entrepreneurial leadership to develop experimental regulatory strategies. It also explains how, in the wake of such experiments, legislative bodies have the opportunity to evaluate regulatory innovations in practice before deciding whether to embrace, revise, reject, or merely tolerate them. To be sure, such experimental strategies are not always preferable to traditional administrative rulemaking and adjudication, but considering experimental strategies and evaluating whether they would be more effective than traditional regulatory approaches is.

Legal scholarship on experimental regulation is well-developed in the context of states serving as laboratories of democracy. 10 Scholars have not, however, discussed the significant role that federal agencies and private bodies can play in experimenting with regulatory strategies in advance of congressional action. 11 Scholars have also failed to examine the role of entrepreneurial leadership in developing successful experiments. This Article: does just that, highlighting the importance of entrepreneurial leadership in government, discussing a number of [\*2015] emerging regulatory experiments, and suggesting how Congress should evaluate such experiments.

This Article: proceeds in four parts. Part I examines the traditional model of regulation and the emerging alternative models of agency action through co-regulation, developing best practices through convening, and encouraging private regulation. In so doing, it underscores that entrepreneurial leadership and a culture of experimentation and trial-and-error learning is essential to developing the best solution. Part II discusses the relevant criteria for evaluating such experiments and examines potential objections to the earned regulatory authority model. Part III discusses four case studies of experimental regulatory strategies: (1) the USGBC's development of the LEED standard; (2) the Federal Trade Commission's ("FTC") oversight of information privacy and data security practices; (3) the National Institute of Standards and Technology's ("NIST") development of a strategy for cybersecurity readiness; and (4) the Department of Health and Human Services' ("HHS") oversight of electronic health records. In all of these cases, the private body or federal agency acted to oversee an emerging technology or issue (often in advance of explicit congressional direction and guidance), allowing Congress to observe the strategy in action and evaluate it after the fact. Part IV examines the concept of policy entrepreneurship, explaining both the barriers and opportunities it faces in the modern administrative state.

I. The Traditional Model and Emerging Realities

The traditional model of regulation relies on notice-and-comment rulemaking and agency adjudication. 12 Under this model, the output - the starting point for traditional administrative law analysis - is generally a form of positive law developed and enforced by a government agency through traditional tools (rulemaking or adjudication). 13 As Professors Charles Sabel and William Simon have observed, this model, "pejoratively called command and control, is identified with rule-bound bureaucracy and deference to ineffable expertise." 14

The traditional model can be depicted neatly as a hierarchy. 15 Congress sets a specific policy direction and empowers an administrative agency to implement that policy. The agency, in turn, uses either its rulemaking or adjudication authority to implement that direction. Finally, owing to the agency's expertise and congressional authorization, courts review the agency's action with deference.

[\*2016] Driven by technological changes and globalization, regulatory agencies increasingly are looking to alternative regulatory strategies, many of which fit under the "New Governance" label. 16 In some cases, innovative regulators experiment with new approaches to address emerging issues and fill gaps in the existing regulatory regime. In other cases, an agency might experiment with a co-regulatory strategy (where the agency integrates its authority with private sector efforts); exercise its authority in creative ways, such as developing best practices through convenings; or rely on private regulation. In that last category, as is the case with Energy Star, the government agency (or private entity, for that matter) can certify compliance with best practices, thereby sharing valuable information with the public and shaping norms of behavior. 17 In each of the above examples, the regulatory agency acts not within a hierarchy, but within a network. 18

[\*2017] The traditional, hierarchical model follows a familiar, step-wise approach to regulation. 19 The first step is establishing a standard of conduct. 20 The second step is implementing that standard of conduct, generally through a monitoring regime. 21 The final step is enforcement, in which parties are sanctioned for any failures to comply with the rules. 22 This model of regulatory action still holds strong in some areas, but it is no longer - and should not be - the exclusive strategy for addressing emerging policy issues.

In the emerging, networked environment, regulatory agencies find themselves with a range of options and tools for developing standards of conduct, monitoring behavior in the marketplace, and enforcing or encouraging compliance. The conversation around such emerging solutions has taken a number of forms, sometimes under the headings of "responsive regulation," "experimentalism," or "New Governance." However framed, there is a pressing need for more adaptable approaches that can operate effectively in technologically changing environments or in fields where the circumstances differ across geographic (or other) contexts. 23 To address emerging challenges, regulatory agencies will increasingly be called upon to experiment with non-traditional regulatory strategies, requiring legislatures to monitor and evaluate the effectiveness of innovative regulatory initiatives after the fact.

A. The Limits of the Traditional Regulatory Approach

The traditional model of regulation is coming under strain in the face of increasing globalization and technological change. 24 Consider, for example, the traditional model of drug and medical device approval used by the Food and Drug Administration ("FDA"). The legacy model of regulation envisioned the FDA reviewing a drug and making an up-or-down decision on whether to approve the marketing of the drug. 25 By putting all of the pressure on the front [\*2018] end (ex ante), the legacy model creates two sets of challenges: (1) the pre-approval process takes a long time, costs a lot of money, and, in some cases, unnecessarily delays access to potentially beneficial drugs; and (2) the lack of a post-approval review process allows drugs to "be marketed despite evidence that they were doing unanticipated harm." 26 Unfortunately, the second type of error - a lack of responsiveness to on-the-ground realities - reinforces the first type of error, creating more pressure on the FDA to withhold approval until it satisfies itself that the relevant drug or device will not cause harm. 27

Congress is well aware of the limits of traditional ex ante regulation. In the food and drug arena, it has worked to update the FDA's model of regulation. In the Food and Drug Administration Amendments of 2007, for example, Congress gave the FDA increased flexibility to approve drugs and require ongoing research as to how the drugs work, called for an improved Adverse Event Report System at the agency, and mandated a framework for monitoring drug efficacy in practice. 28 More recently, the FDA established fast-tracks for approving drugs and medical devices that promise life-saving breakthroughs. 29 As the FDA explained with respect to the medical device review process, "reducing premarket data requirements while increasing postmarket requirements for devices subject to a [Pre-Market Approval], when appropriate, can assist the FDA in making medical devices available to patients sooner than if following the traditional premarket review pathway." 30

[\*2019] This Article: , while sympathetic to the need to reform existing regulatory structures, does not focus on this issue. 31 Rather, it explains how considerable flexibility for a range of alternative options exists within current structures and is already being used by agencies and private entities to great effect. As such, this Article: describes the underappreciated model of earned regulatory authority, calls for a more self-conscious use of this model, and explains how agencies can spearhead and implement this model successfully through entrepreneurial leadership and a culture of trial-and-error problem solving. 32

The role of a more imaginative approach to regulation relates back to the "responsive regulation" movement led by Ayres and Braithwaite. On their account, regulatory strategies can be conceptualized as an "enforcement pyramid," with "persuasion" on the bottom and "license revocation" at the top (as the regulatory equivalent of the death penalty for a regulated firm). 33 In all cases, a responsive regulation approach emphasizes dialogue and engagement around the impact of regulatory efforts in practice. 34 In so doing, it underscores that regulators need not always use their traditional tools (notice-and-comment rulemaking and adjudication). Rather than reflexively adopting traditional approaches, regulatory agencies can (1) embrace and oversee self-regulation (enforced self-regulation or co-regulation), (2) convene stakeholders to develop best practices, or (3) persuade parties to develop private regulatory initiatives. The next three Sections discuss each strategy in turn.

[\*2020]

B. The Promise of Co-Regulation

Even when using its traditional authority, an agency can operate more nimbly and effectively by integrating its efforts with private bodies who have expertise in the field. Where that integration involves the explicit embrace, oversight, and enforcement of actions by private bodies, the model of regulation is aptly described as "co-regulation." 35 For a successful use of co-regulation, consider the FCC's use of frequency coordinators to assign rights to use the wireless spectrum. As I have explained previously:

One notable self-regulatory program that the FCC has overseen is the use of frequency coordinators, which manage voluntary cooperation in the use of point-to-point microwave links and private land mobile radio systems. In that context, the coordinator evaluates requests for new licenses and certifies that such new licenses will not cause undue interference to established users. Consequently, while the FCC is the authority that grants or denies licenses as a formal matter, it routinely relies on and defers to the judgment of the frequency coordinator. This deference to the frequency coordinator facilitates cooperation around the use of the relevant licenses. 36

The importance of this co-regulation model is that the FCC's delegation of authority enables practical problem-solving on the ground by the frequency coordinator. As Dale Hatfield, a former Chief Engineer at the FCC, explained, this system works because it encourages the local engineers to "sit down together, solve these problems, and say let's figure out how to do it," limiting the need for the FCC to use its backstop authority. 37

The FTC's partnership with the Better Business Bureau's National Advertising Division ("NAD") operates in a functionally similar fashion to the FCC's use of frequency coordinators. 38 Notably, the NAD has developed an [\*2021] effective model of dispute resolution around misleading advertising issues, deciding an array of issues and referring cases, where necessary and appropriate, to the FTC. 39 Because the NAD has developed such a trusted program, FTC leaders have praised its work and relied on it to carry the laboring oar in this area, 40 leaving the FTC's residual authority as a backstop. In particular, the NAD refers cases to the FTC where a party refuses to participate in its process or comply with a decision. 41

Learning from the NAD model, the European Union is working with the European Advertising Standards Alliance to develop a similar approach to overseeing false advertising claims. 42 In this case, however, the governmental authority is actively involved in developing and supporting this body rather than integrating its work after the body developed on its own. 43 In short, government can either embrace existing bodies as part of a co-regulation strategy or stimulate and steer the development of new ones.

C. The Role of Best Practices and Agency Convened Efforts

For many regulatory agencies, the opportunity to act as a "convenor," to develop best practices, and to create "soft law" or norms is an important part of their mission. As former FTC Chair Bill Kovacic explained with regard to the FTC, "Congress gave the FTC capacity to serve as a convenor - to engage in a diverse array of activities that facilitate norms development," including "what we now call "soft law' measures (e.g., self-regulatory standards, proposed guidelines)." 44 In particular, Congress specifically authorized the FTC to collect information and develop reports on topics not immediately related to cases or regulatory matters before the Commission. 45 In Kovacic's view, the FTC has used its convening authority effectively, "improving understanding, building consensus, and supplying focal points for norms development" through thoughtful reports that distill key issues. 46

[\*2022] For a range of agencies, the role of developing and championing best practices is on the rise, 47 reflecting a number of trends. First, many agencies find themselves without sufficient authority to promulgate binding rules as new technologies emerge. Second, even where an agency may have formal authority, it might be reluctant to use it in the face of an emerging technology where it needs to act more quickly than formal notice-and-comment rulemaking allows. Third, the agency may lack sufficient confidence that a prescriptive rule is warranted and thus leaves open a range of options, merely narrowing the field of possibilities and pointing entities in the right direction. 48

To develop best practices effectively, an agency must invest significant resources in the enterprise. Stated generally, this effort involves "horizontal modeling rather than hierarchical direction" and is "a method of regulation in which central administrators provide advice and disseminate information, instead of mandating a one-size-fits-all regulatory scheme." 49 In an increasing number of cases, best practices focus not only on U.S. firms, but also those across the world, requiring that the regulatory agency coordinate its international counterparts. 50 Moreover, to develop emerging best practices, it is important that agency staff take the time to learn the details of "the regulated entities first-hand, develop a strong sense of emerging processes, and … [share] knowledge of these processes with staff at other locations." 51

Where an agency (or a private entity) identifies and disseminates a best practice, it acts as a "norm entrepreneur." 52 As discussed in Part III, the FTC has performed this role in the online privacy and data security contexts, articulating and recommending a set of best practices. 53 One virtue of this role - like soft law more generally - is that it may well make the adoption of more formal regulation less necessary. 54 To the extent that the articulation of the relevant [\*2023] norm itself does not overcome the collective action problem and catalyze compliance with a norm, a certification regime (like Energy Star) for those who are compliant (along with naming and shaming) might do so.

One path for catalyzing compliance, which can be labeled as "jawboning" or "threats," involves the use of apparent legal authority - say, opening up an investigation - to achieve a desired result. In a provocative article, Professor Tim Wu defends the use of "threats," calling for norm entrepreneurship by agency leaders and the development of limiting principles for the practice. 55 In criticizing Wu's argument, some commentators have characterized it as condoning lawless conduct. 56 In that spirit, I previously criticized the FCC's use of its merger review authority to secure outcomes in other contexts that were not specifically related to the merger. 57 I also called the FCC's use of "arm twisting" controversial when done without full transparency and a willingness to take formal action. 58 Finally, I noted that the tactic is "dangerous" if the agency is not willing and able to follow through with formal regulation if the called-for behavior does not take place, as the meaningless nature of the threat will become plain and the agency will lose credibility. 59

Any agency that develops best practices should be aware of the potential risks of such an effort. For starters, if an agency's identified best practices are allowed to become stale, some private actors might stick with them and fail to improve their practice. Second, given that there is no judicial oversight of best practices development, 60 it is important that agencies pre-commit to a level of procedural regularity and fairness in how they develop them. Third, without either carrots or sticks related to best practices, an agency may find it difficult to generate attention or catalyze compliance. 61

[\*2024]

D. Private Regulation

As exemplified by the LEED building standard, a private regulatory initiative can drive behavior toward a social goal. Given the need to respond to emerging issues more adaptably than traditional regulatory processes allow, public agencies may be tempted to rely on private bodies. 62 In the internet environment, for example, a range of issues are managed by multi-stakeholder organizations, which use "dialogue to develop voluntary norms and best practices." 63 Similarly, in the environmental field, a range of "private activity generates pressure on environmental behavior without resulting in a statute, regulation, agency enforcement action, or court decision for review by scholars and policymakers." 64

The role of private, multi-stakeholder efforts in internet governance is the U.S. government's official policy. 65 Since the development of the internet's basic technical standards in the 1980s and 1990s by groups like the Internet Engineering Task Force ("IETF") and the World Wide Web Consortium ("W3C"), "these entities have largely established the norms and standards for the global internet, but they are little known to the general public." 66 The U.S. government recently fully embraced this model, recognizing the need for internet policy and governance issues to be developed in an adaptable and global fashion. 67 This embrace includes supporting the Internet Corporation for Assigned Names and Numbers ("ICANN") as an independent, international body to oversee the internet's numbering system. 68

In the internet context, two private regulatory efforts bear notice, as both exist in tandem with legal and regulatory oversight. First, the Copyright Alert System (overseen by the Center for Copyright Information) was a cooperative effort between broadband providers and content providers focused on addressing [\*2025] piracy in peer-to-peer networks. 69 This initiative, which existed for four years, 70 provided some measure of guidance to the broadband industry on what sort of "repeat infringer" policy was reasonable. 71 In light of recent court decisions holding a broadband provider liable for failing to develop an appropriate repeat infringer policy, the guidance from this organization could be considered best practice and protect a provider from liability, 72 although its cessation of operations may limit its impact. Second, the Broadband Internet Technical Advisory Group ("BITAG") is a multi-stakeholder organization that seeks to define best practices and broadband network management ahead of any FCC action under its network neutrality regime. 73 In its most recent regulatory decision on network neutrality, the FCC highlighted its openness to "obtaining objective advice from industry standard-setting bodies or similar organizations," specifically citing BITAG as an example. 74

Both the Center for Copyright Information and BITAG relied on a mix of industry representatives and public interest advocates and operated in an open, transparent, and consensus-based manner. 75 Like frequency coordinators and the [\*2026] NAD, the bodies confronted the challenge of earning their legitimacy and claim to regulatory authority. If such efforts succeeded, the FCC and copyright courts would regard their guidance as meaningful, just as the FTC and courts do with respect to the actions of the NAD. 76

In the environmental realm, the Marine Stewardship Council ("MSC") is an instructive case study on how a multi-stakeholder private regulatory initiative can have a major impact. The MSC, founded by the World Wildlife Fund and Unilever, was launched to address the concern about fisheries operating in a sustainable fashion. 77 As one commentator explained, "the MSC administers standards for sustainable fisheries, updates the standards periodically with input from a stakeholder advisory group, evaluates fisheries, and allows those fisheries that meet certain criteria to label their fish as MSC-certified." 78 The MSC standard focuses on three core concerns: (1) maintaining sustainable fish stocks; (2) minimizing any adverse environmental impact; and (3) managing the fishery effectively, including compliance with relevant legal requirements. 79 Under the MSC-administered regime, independent private auditors must assess compliance with the relevant standards and compliant products can be labeled as such. 80 Indeed, the MSC regime allows any organization with concerns related to certification to make a formal objection during the certification process. 81

[\*2027] The MSC provides a powerful example of how private regulation can work even when not reinforced by public regulation. 82 By 2012, sixty percent of the fish caught in U.S. fisheries for human consumption were MSC-certified and major corporations, such as Wal-Mart and McDonald's, had committed to selling only MSC-certified, wild-caught fish. 83 Moreover, the MSC's private regime drove compliance with the nonbinding Code of Conduct, developed by the United Nations Food and Agriculture Organization, by making it part of its requirements. 84 After surveying this regime and formal regulatory efforts to address the issue, one commentator concluded that the MSC model was more successful than traditional regulatory efforts in this area and that "private regulation is best situated to address the complex problem of fisheries depletion." 85

In short, private regulatory efforts, such as those led by multi-stakeholder organizations, can influence private behavior whether they operate in tandem with public regulatory oversight or in a vacuum created by a lack of regulatory oversight. Whether they operate in the backdrop of public oversight or as a standalone effort, private bodies need to establish their legitimacy to influence behavior on the ground. To do so, they must have sufficient independence from those they oversee, enabling both regulators and consumers to trust their judgments (including determinations of compliance). 86

[\*2028]

E. Hacking the Bureaucracy

In most situations, Congress and agencies think along traditional lines and agency leaders continue on the established path of agency regulation, under-utilizing the alternative models discussed above. 87 There are a number of reasons for this dynamic, including the power of "path dependency and bureaucratic entrenchment." 88 Even more powerfully, the incentives for policymakers are often to avoid Type 1 errors - those visible errors of commission - that arise when trying a new strategy that might fail. By contrast, the hidden Type 2 errors - ones of omission - are permissible and a regular feature of bureaucratic inertia. 89

On one account, the challenge of leading a bureaucracy is captured by the reality that governmental employees, who enjoy civil service protection, can tell their politically-selected leaders, "I was here long before you arrived and will be here long after you are gone." In practice, such explicit defiance is the exception. Regardless of whether bureaucratic inertia is willful or based on an entrenched tradition governmental agencies are built to continue the same course. Consequently, any course corrections require energetic leadership. 90 And governmental employees are generally conditioned "to be quiet, take orders, and do their jobs in a repetitive way." 91 On the positive side, governmental employees tend to have a service orientation and are mission driven, meaning [\*2029] that effective engagement around the mission and purpose of the agenda can catalyze innovation and collaboration. 92

Bureaucratic inertia and autopilot administration not only prevent innovative programs from being developed, but also can lead existing programs to be administered badly. Take, for example, the development of the healthcare.gov website. After Congress passed the Affordable Care Act, a health care economist, David Cutler, encouraged the White House to treat the administration of the law more like "launching a start-up than passing a law." 93 In particular, Cutler made clear that the default strategy - using the existing personnel at the Center for Medicare and Medicaid Services ("CMS") - for administering the law was a recipe for failure. 94 In an assessment ignored by the White House, he explained that CMS "is demoralized, the best people have left, IT services are antiquated, and there are fewer employees than in 1981, despite a much larger burden." 95

Cutler's call for an entrepreneurial approach to implementing the Affordable Care Act was rejected by President Obama. 96 Perhaps fearing the need to manage political warfare with House Republicans or responding to the HHS' interest in protecting its turf, President Obama agreed to, in Cutler's words, pile "new responsibilities onto a broken system." 97 As this episode underscores, even when the current system is flawed, the pressure to use it is powerful. As a result, the healthcare.gov website cost $ 800 million to develop, whereas Twitter, which serves a similar number of users and is of comparable complexity, cost only $ 60 million. 98

The redeeming part of the healthcare.gov story is that it demonstrates that treating a government project like a startup can work. After the failed rollout of healthcare.gov (which only enabled six people to sign up for insurance on its first day), President Obama essentially embraced Cutler's recommendation, [\*2030] authorizing Todd Park, Mikey Dickerson, and a team of entrepreneurs to operate in a new structure that was called "tech surge." 99 This project, like a good startup, approached the challenge of building an effective website from first principles. Rather than ask how the government had done IT projects before, the team innovated (for government) in a number of important ways, including using Amazon Web Services to support the site. 100 In developing the new website, it broke from the traditional bureaucratic process of "waterfall" development (where every step is prescribed and locked-in) and used "agile" development (where the process is iterative and evolves along the way). 101 Finally, the team built a login system for $ 4 million (with annual maintenance costs of $ 1 million) to replace the initial version that did not work well and cost $ 250 million to build (with $ 70 million annual maintenance costs). 102

In an important legacy of this effort, Park and Dickerson continued to work in government after fixing healthcare.gov, developing the new U.S. Digital Service ("USDS"). 103 The goal of the USDS is to lure a range of talented technology professionals to the federal government, including data scientists, product managers, and product designers. 104 The USDS, in turn, provides guidance to government agencies on questions like how they can use Amazon Web Services. 105 In short, the USDS supports entrepreneurial leadership in government; and as Park said, it develops "people who can hack the technology, as well as people who can hack the bureaucracy." 106

The healthcare.gov story now has two parts. The first is the cautionary tale about government's traditional inertial default setting - that is, to do things as they were done before. The second underscores that entrepreneurial leadership [\*2031] in government is both possible and important, and can lead to transformative results. 107

The positive legacy of the healthcare.gov story is that entrepreneurial leaders in government can free their agencies from "the mental grip of conventional structures on the capacity to consider alternatives." 108 In so doing, such leaders can facilitate the development of alternative regulatory strategies. Similarly, governmental agencies face the challenge of overcoming the institutional bias that "experts may myopically focus on issues within their area of expertise and thereby fail to recognize that a decision would benefit from accessing other bodies of knowledge or ways of thinking." 109 In short, an important role of entrepreneurial leadership in government is to examine issues through the lens of first principles. 110

The concept of policy entrepreneurship recognizes that an entrepreneurial mindset and skillset can be applied to governance to foster innovative results. Professor Adam Sheingate, for example, defines the concept as the "skillful manipulation of politics [that] somehow results in the creation of a new policy or a new bureaucratic agency, creates a new institution, or transforms an existing one." 111 This type of leadership can also be seen in the development of, for example, the MSC program, the FTC's oversight of online privacy, and the Energy Star program. In a world where the best solutions may well require new models of regulation, it is critical that agency leaders experiment with new solutions. 112

[\*2032] A significant hurdle for entrepreneurial leadership in government - and a foundation of the inertial default setting - is the lack of acceptance of failure as an outcome. In practice, this means that governmental agencies often reflexively turn to traditional regulatory models and do not consider untested alternatives (often out of fear of failure). 113 This instinct mirrors the old private sector saw that "nobody got fired for buying IBM." 114 Citing the fear of failure and risk aversion, former Massachusetts Governor Deval Patrick explained, "there may be no industry less susceptible to innovation than government." 115 There are, however, exceptions, including the Defense Advanced Research Projects Agency ("DARPA"), which makes a conscious effort to promote a "risk-taking and failure-tolerant culture." 116

In the entrepreneurship environment, failure is a normal state, providing data, an opportunity to iterate, and a spur to refine a product offering. 117 Consequently, entrepreneurs celebrate the need to "fail fast" on new experiments by trying them on a small scale and determining as quickly as possible whether they can work. 118 As two advocates of innovation in government put it, "[a] [\*2033] culture of innovation means continuously exploring and adopting new processes in an ecosystem where risk is incentivized, not precluded." 119 Similarly, entrepreneurial leadership in government authorizes calculated risk-taking and, more importantly, provides cover for trial-and-error learning when the trials do not produce the envisioned results. 120 Unfortunately, leaders who support experimentation and are willing to accept the inevitable failures, are the exception, not the rule. 121

The basic entrepreneurial methodology of experiment-measure-iterate is captured in Eric Ries's classic book, The Lean Startup. 122 A core thesis of the book, widely accepted in the entrepreneurial community (and ignored by most legal scholars), 123 is that companies should develop and market a "minimum viable product," solicit feedback from actual customers, and improve it based on that data. 124 At Facebook, this philosophy was adopted and embodied in its mantra, "done is better than perfect." Citing that mantra, one commentator explained that "had Facebook waited so much as a year to perfect its model, the company might very well be where MySpace is today." 125

The Ries philosophy is famously captured in a feedback loop representing the cycle of innovation. 126 The core idea is to embrace experimentation, gather data [\*2034] (whether it signals success or failure), and iterate. 127 The lean startup model, represented by the following diagram, focuses on taking ideas from prototype to feedback to improvement: 128

This lean startup model echoes the style of software development championed by open source software, which calls for releasing code that can be viewed and improved by a community of users and developers. In what Eric Raymond dubbed "Linus's Law," in honor of the founder and coordinator of Linux, the open source maxim is "given enough eyeballs, all bugs are shallow." 129 This approach has spread far beyond open source, enabling "business webs where focused companies partner others to innovate and create value." 130 Although this [\*2035] approach and a commitment to prototyping and testing solutions is novel in government, it is starting to take root, with promising results. 131

With respect to the fear of failure, government operates quite differently than the entrepreneurial world. In government, the perceived costs of failure are sufficiently high that many governmental leaders decline to introduce a new initiative for fear it will fail or refuse to admit that an existing program is failing, even though that admission is a necessary predicate for improvement. To be sure, there are cases like the initial healthcare.gov rollout where the failure is readily apparent and must be fixed. In other cases, however, governmental leaders stand by programs where the data backing up its effectiveness is either uncertain or doubtful.

For an instructive case of governmental leaders refusing to acknowledge the limitations of a program, consider the case of the EPA's Performance Track program. When created, the program was supposed to highlight those companies with stellar environmental records. 132 In practice, however, it ultimately became, as EPA Administrator Lisa Jackson put it, "just one of those window-dressing programs that has little value." 133 Similarly, the EPA Inspector General criticized the program as ineffective, noting that it did not provide "a new model for achieving" its stated goals and very few companies met their stated goals. 134 Nonetheless, the Bush Administration did not make any real changes to the program before the Obama Administration cancelled it. 135

The Performance Track program story, like the failure to acknowledge the failings of the healthcare.gov website earlier, underscores that the hesitancy to acknowledge failure is a major challenge in governmental administration. If governmental leaders refuse to acknowledge failures, they undermine the ability to learn - and iterate - from mistakes and instead allow failed programs to [\*2036] continue during a period of denial. 136 Or, as Lawrence Summers put it while reflecting on the healthcare.gov debacle, it is crucial to resist the "overwhelming temptation for everyone involved [in a project] to circle the wagons and promise rapid repair so as to hold critics at bay." 137

Another challenging dynamic for governmental leaders to address is the impact of unconscious bias. It is normal for those involved in a project to believe that it is working, following what Nobel Laureate Daniel Kahneman calls "confirmation bias." 138 As one commentator put it, a challenge for those evaluating regulatory experiments is that those "deeply involved in the implementation of a particular regulation are likely to see the benefits of such a project far more clearly than the costs." 139 As commentators have explained, there are a number of strategies for overcoming this bias, including using red team-blue team exercises, appointing a Devil's Advocate, and creating a process for deliberate decisionmaking. 140 Of course, as happened in the Performance Track situation, new leadership is able to bring a fresh perspective. Ideally, however, existing leaders can step back and ask, "if a new leader came in and took a fresh look, what would she do?" 141

[\*2037] The role of entrepreneurial leadership in encouraging candid reflection and criticism is essential. As former FTC Chair Bill Kovacic and David Hyman explain, agencies develop an institutional culture and a reputation (or a brand, as they put it). 142 In some cases, that brand can be one of reliability and commitment to data-driven decisionmaking. An important role of an entrepreneurial leader is to develop and maintain that commitment. In the case of Underwriters Laboratory ("UL"), for example, its early leadership did just that, building up "UL's reputation for reliability by creating organizational structures, administrative routines, and oversight systems designed to prevent mistakes and misconduct." 143 To get past the natural status quo bias, an entrepreneurial leader should welcome diverse ideas, criticism, different options, and experimentation. 144 In Part II, to explain how policy entrepreneurship can earn regulatory authority, I discuss how experimental initiatives need to establish their effectiveness, legitimacy, and accountability to be embraced as lasting regulatory regimes.

#### It also improves overall resource efficiency and investigation accuracy.

Almudena Arcelus 21, Principal at Analysis Group, Mihran Yenikomshian, Vice President at Analysis Group, and Noemi Nocera, Associate at Analysis Group, “Mitigating Antitrust Concerns When Competitors Share Data Using Blockchain Technology”, Harvard Journal of Law and Digital Technology, Harv. J.L. & Tech. Dig. (2021), Spring 2021, Lexis

C. Transparency for regulators

Implementing transparency in the network design can improve regulators' ability to investigate claims of antitrust violations. First, blockchain networks could be designed to provide antitrust investigators with a clear audit trail of the life cycle of an asset as it moves through a firm's supply chain, providing critical information to investigators as they assess when and how a firm's products transformed from raw materials to a finished good. Second, networks can be designed to provide investigators with more accurate, reliable, and comprehensive transaction data across an entire firm, rather than the piecemeal and inconsistent data that regulators often receive. Last, we could imagine the development of a blockchain, potentially accessible only by select parties or regulators, that contains industry-wide transaction data, which could provide an unmatched tool for investigators. Furthermore, the standardized data format in a blockchain may lead to faster resolution of potential antitrust investigations.

Whether or not these particular strategies would be effective in a real-world setting will depend on the industry or business context, the design of the blockchain network at issue, and the effectiveness of governance and regulatory oversight.

V. CONCLUSION

Because of its potential to change the way many governments' and firms' services currently operate, blockchain technology has attracted extensive press coverage. Although antitrust concerns exist in relation to blockchain adoption and data sharing between competitors (including access to information, collusion, abuse of dominance, and enforcement), blockchain serves mainly as a data management tool. How it affects competition will depend on network design and regulatory oversight, among other things. When examining antitrust concerns, industry observers as well as regulators should assess blockchain technology according to its specific implementation and its role in the wider framework within which it is used.

### 1AC---Plan

#### Plan: The United States federal government should substantially increase its prohibitions on anticompetitive practices by nucleus blockchain participants.

### 1AC---Solvency

#### Contention 3 is SOLVENCY.

#### Prohibiting anticompetitive practices by the blockchain nucleus creates a principled basis to apply antitrust to distributed ledgers without overbroadening liability for all users.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 110

2 BLOCKCHAIN’S LEGAL FICTION

In this section, I introduce the theory of granularity and outline how it enables the application of antitrust law to blockchains. Transactional by nature, that theory aims to explain public permissionless blockchains beyond the simple cost reduction framework. It seeks to translate accurately the governing reality of such blockchains, creating for the purpose a new legal fiction that encapsulates blockchain without forcing it into inadequate boxes.

2.1 Dynamics of Blockchain Governance

The theory of granularity, to which one may want to provide a semantic explanation, frames blockchain governance as a new transactional institution. By doing so, it fills the gap created by the impossibility of applying the theory of the firm to public permissionless blockchains.

2.1.1 Semantic explanation

In “The Nature of the Firm”, Ronald Coase distinguished between organizations and organisms.3 While firms are organizations, blockchains are clusters of organisms that, by nature, are spontaneous. Their functioning must be analyzed and understood this way so that antitrust and competition law can be properly applied when necessary.

The present chapter introduces the theory of granularity for the purpose. Generally, the notion of granularity defines the size of the smallest element in a system - that is, an organism. Thus, this theory aims to analyze the role played by each component of a blockchain. Unlike the firm, where vertical control is exercised over its components, blockchains are made up of horizontal governance mechanisms. This reinforces the importance of each organism, as one cannot merely assume that they will follow one coordinated direction.4 One must then study blockchain’s smallest organisms, the role they play and their dynamism.5 It is only by analyzing the granularity level that blockchain governance can be properly understood.6

2.1.2 Understanding blockchain governance

Blockchain is a space in which different forms of power are being exercised. However, unlike the firm, in which one exercises a power of command and control, I have explained that no single actor can entirely control a public permissionless blockchain.7 As a result, multiple interests can compete within the same blockchain; they may even be opposed. Blockchain “contribute[s] to the realization of a number of individual objectives which no one knows in their totality”8 For that reason, one must study the different types of power that are generally found within public permissionless blockchains to understand which interests may eventually prevail over others. In doing so, we should keep in mind that “people who think the purpose of blockchains is to completely expunge soft mushy human intuitions and feelings in favor of completely algorithmic governance (emphasis on ‘completely’) are absolutely crazy.”9

I study blockchain power games by analyzing what I have described as the fifth blockchain level in Chapter 4: the governance layer. That level sits on top of more technical ones, and it appears to be central in defining the activities at the levels above. Furthermore, different constraints come into play in blockchain governance - namely, economic, political, logical, sociological, architectural and legal ones. Understanding how these constraints interact is a challenge; but it is essential in order to get a grip on who holds control over blockchain layer 1 and how that power is exercised over other participants.

A distinction between all three categories of public permissionless blockchain participants is helpful in this regard - namely, between founders or core developers (I will often present them together for the sake of simplicity), users and miners. I show that although each blockchain has its specificities, the above-mentioned groups will use the same mechanisms to express their preferences,10 and will encounter the same limits if they act on their own. Eventually, their powers may suffer from four constraints that Lawrence Lessig described with his “pathetic dot theory”: law, markets, social norms and architecture.11

As for private blockchains, I have explained that they mimic that structure to different degrees, depending on their original design. The closer they are to public permissionless blockchains, the less the theory of the firm will be transposable to them. The following developments then become relevant for public permissionless as well as private blockchains.

2.1.2.1 The power of founders and core developers'2

Blockchain founders and core developers are those who implement the original rules of a blockchain.13 They design the code software and determine which consensus protocol will be used.14

Although core developers work on the fourth level of blockchain - its infra- structure - they interact with other blockchain participants at the fifth level. Indeed, one may stress that the blockchain architecture limits their power, as they lose any form of direct control over other participants once they put the blockchain online.15 For most blockchains (but not all!),16 founders and core developers cannot unilaterally impose any changes17 or control who may propose protocol updates.18 For instance, any Bitcoin Improvement Proposals must be voted upon, according to miners’ computing power, before they get implemented.19 Indeed,“[t]he nature of Bitcoin is such that once version 0.1 was released, the core design was set in stone for the rest of its lifetime,”20 unless the majority agrees to change it.

The more participants are included in those voting procedures, the more decentralized that blockchain layer is.21 The opposite is also true. For instance, Decred22 and Tezos23 are cryptocurrencies with more centralized governance systems. One of Tezos’ principal characteristics is the ability to amend its consensus when necessary.24 The presence of off-chain and side-chain governance mechanisms, usually controlled by developers, should also be closely studied.25

It remains that core developers do not control who can use the blockchain at the platform layer26 or who can build applications on top of it.27 That is because blockchain founders and core developers cannot impose changes on the blockchain code, interface, application, data or benefice.28 Their main role is thus close to that of “advisors,”29 but their influence is limited by blockchain participants’ desire to maximize their own benefit, which may lead them, should they disagree with core developers, to refuse the implementation of new rules, to move to a rival ecosystem or to fork the blockchain.30 Social norms further limit them because they may fear not being influential enough to prevent hard forks.

Hard forks result in backward-incompatible software updates. When they do not obtain a sufficiently broad consensus among miners,31 hard forks cause the chain to split in two, permanently. Indeed, miners who do not follow the new block validation requirements will be unable to add their blocks to the latest version of the blockchain, as the core client will automatically reject them as non-compliant. Instead, a new chain of blocks will form, creating a split: two chains following different rules. These forks limit the core developers’ willingness to act against the interests of other participants.32 And core developers may also fear soft forks, although to a lesser degree. Soft forks happen when new rules are implemented, but when the blocks following the original rules are not rejected from the chain. These modifications are backward-compatible, accommodating miners who implement the change and those who do not. Nevertheless, one should underline that these limits on core developers’ power are linked to the decentralized nature of blockchain governance, which is not a necessary feature, but needs to be enacted.33 New blockchains may appear in which greater power is given to the founders and core developers.34

However, such blockchains will suffer from two inherent limits. First, the extent to which a (re)centralized blockchain could thrive remains to be seen.35 Such blockchains could deplete trust by confining power in the hands of a few, thus disincentivizing users from joining them. Second, a (re)centralized block- chain could function less efficiently than a truly decentralized one, because all its participants would no longer be in a position to improve it. This lack of efficiency, even if it only concerned certain types of transactions, could hinder these blockchains - which probably explains why, to this day, they have not prospered.

2.1.2.2 The power of users36

On permissionless public blockchains, users propose new transactions. Anyone can become a user.37 Users exercise substantial power over the blockchain, since their decision to use it (or not) is central to the blockchain’s economic and social value.38 Their influence extends from influencing transaction fees39 to providing additional value by developing and using applications running on top of the platform layer.40 They can also force hard forks on the blockchain.41 However, their power is limited by the fact they cannot (easily) exercise coordinated control, as their actions are highly decentralized and spontaneous.42 This creates an architectural limit and makes their behavior primarily dependent on prices.43

2.1.2.3 The power of miners44

On permissionless public blockchains, miners validate transactions assembled into blocks. Any participant can become a miner.45 Miners follow the rules encoded in the fourth blockchain level (e.g., the Bitcoin Core client).46 They can comply with a different set of rules, but they will then waste computing power by producing an orphaned block, thus losing potential rewards. Following the main client’s rules is miners’ dominant strategy.47 If they coordinate their behavior, miners can influence a blockchain by realizing a 51 percent attack,48 thus forcing a soft fork.49 The risk is higher when miners are grouped into mining pools.50 In such a scenario, the blockchain protocol is changed to loosen the rule-set enforced by full nodes.51 Such a change occurs when enough hashing power, or energy expended to mine a cryptocurrency, is devoted to it.52 The power of miners to start soft forks is nonetheless limited by both the blockchain’s architecture53 and social norms - they must convince blockchain participants operating as nodes to run the new version of the software.54 Miners also suffer from market constraints, as initiating a soft fork may decrease the value of the tokens they own.55 The price mechanism also guides their actions, creating a strong market-related constraint. Finally, even if a fork were created, the new community would have the strenuous task of convincing other users to join it.56 For example, Bitcoin had been forked over 100 times at the time of writing. Over 30 of them are considered failures, while another 29 projects are no longer capable of transacting. Among the remaining forks Just a few are considered valuable.57

2.1.3 The blockchain power game

This overall balance of power, common to all public permissionless block- chains, is the general analytical framework (as illustrated in Figure 7.1) within which to analyze whether one of these groups, on a case-by-case basis, has sufficient influence to qualify as control under antitrust or competition law.

On top of all that, core developers, users and miners may also store a copy of the blockchain ledger. When doing so, their computers are labeled as light nodes if they store only a subset of the blockchain ledger and full nodes if they store a copy of the entire blockchain.58

Although these nodes are passive and cannot be designated as actors in the blockchain, they ensure its integrity. This role carries power. First, blockchain participants who are nodes may alter their copy of the blockchain.59 Second, they may also (threaten to) validate blocks in which there is double spending.60 Their job is indeed to prevent users from spending the same token twice by allowing miners to verify the proposed transaction against a list of previous unspent transaction outputs. They protect blockchains value. However, their power is mainly limited by the fact that they cannot either control or influence transactions.61

This is the blockchain power game. It is well balanced, and technical solutions (called “layer 2” solutions) are constantly provided to maintain that balance. But these solutions are insufficient to maintain balance when different groups of blockchain participants come together to escape these constraints to the detriment of the broader ecosystem. When this occurs, they are exercising control over the blockchain.

2.2 The Blockchain Nucleus

Thus far, the theory of granularity has allowed me to determine the different forms of power enjoyed by blockchain participants. I must now detail how to identify a legal fiction controlling the blockchain.62 To this end, I explain what a blockchain nucleus is and then analyze its influence over other blockchain participants. 1 then describe how to define such a nucleus.

2.2.1 Usefulness and challenges

2.2.1.1 The nucleus

None of the three types of blockchain participants - core developers, users and miners - can impose their power on other groups to the point of taking complete control over the blockchain. Blockchains are indeed decentralized. They prevent the exercise of vertical power, and this differentiates them from firms in which a group, or sometimes even an individual, can control the other participants and “force them to collaborate,” so to speak.

That being said, even with horizontal and decentralized governance, a group of participants may achieve a form of control over the blockchain by collaborating, by circumventing (some of) the constraints imposed on them,63 and by changing them in the long run.64

I contend that such a coalition exists for each blockchain (at least, for the surviving ones),65 and I call it the nucleus. The nucleus includes all the participants who have a personal interest (albeit transiently) to collaborate toward the same long-term goal: ensuring the blockchain’s survival.66 Its members do not compete as they are, together, trying to maintain and expand their blockchain. Their short-term interests may diverge from time to time67 - for example, when two miners are racing to mine new blocks.68 Still, they seek to ensure blockchain integrity and systematically promote the same blockchain instead of other ones.

2.2.1.2 Usefulness

Assessing which participants have joined forces and are thus part of the nucleus is essential to determine who ultimately controls the blockchain. Put differently, it leads to identifying the participants that can be held liable for a breach of antitrust law when it is shown that they have anticompetitively exerted their influence.69 Identifying the nucleus amounts to creating a legal fiction to which the law can be applied, but also to which rights can be granted (see Figure 7.2).

The nucleus should indeed become a legal fiction that can be liable for anticompetitive practices, but also able to claim damages. In that regard, determining the nucleus size will prove central. It will prove useful in cases of anticompetitive practices directed at a blockchain nucleus. When a legal entity - whether a blockchain nucleus or a firm - infringes antitrust law and causes damages to another nucleus, the latter must have the means to introduce a legal action, stand by its rights and claim damages. Assigning liability and granting rights to blockchain ecosystems are thus two sides of the same coin.

3 DEFINING THE NUCLEUS SIZE

Courts and antitrust agencies will face the task of determining the nucleus size. The further away a participant will be from the nucleus’s center, the more difficult it will become to genuinely include her or him in the nucleus. With distance, it will prove harder to show that she or he could have influenced other participants’ behavior. Only a case-by-case analysis can elucidate this question. This analysis should nevertheless be based on concrete and quantifiable frameworks to ensure legal certainty, limit legal errors and reduce regulatory costs. To this end, agencies should focus their investigation on economic agents’ ability to exert a horizontal power of command and control. They should also consider their capacity to interfere with the blockchain’s economic value and influence norms.70

Let me be more specific. The first element that should be factored in to determine which participants are part of the nucleus is the technical ability to exert a horizontal quasi-power of command and control. One must assess each blockchain’s architectural characteristics to determine whether a few users may impose such decisions on others. The more a group of users can control others, the more they can single-handedly contribute to the block- chain’s survival, and therefore be considered part of the nucleus. In fact, the original design of a blockchain can give one of the three groups of users more or less power. It can put them in charge of implementing the execution of transactions, designate them as miners or even enable them to change the design a blockchain’s design unilaterally. Some blockchains might also use several mechanisms based on the platform layer to create governance (whether off-chain or side-chain).71

The second element is the ability of each participant to interfere with the blockchain’s economic value.72 When some users govern the pricing structures, the blockchain’s attractiveness or economic incentives, they have indirect control over the blockchain. This ability can be assessed by looking at technical elements. For instance, the capacity to change the size of each block, which may alter the number and types of transactions, is a sign of control. The same goes for the power to propose modifications to the core code to attract new participants. Finally, the more a participant has invested in the blockchain, the more he has an incentive to control its economic value.73 For that reason, previous investments in a blockchain can show agencies where to look for the nucleus.

The third element is the ability to influence a blockchain’s norms.74 Here, “norms” are defined as the “constraints imposed not through the organized or centralized actions of a state, but through the many slight and sometimes forceful sanctions that members of a community impose on each other”75 - that is, the unwritten rules that one often feels compelled to follow.76 The more a participant can incentivize others to behave in a certain way - on pain of rejection from the community - the more they exercise control over the blockchain’s general direction.77 For example, when core developers can influence other participants into accepting all of the modifications they would like to apply to the core (e.g., by arguing about the necessity for technical upgrades, security failures, bugs...), they effectively pilot part of the blockchain.

4 THE THEORY OF GRANULARITY IN ACTION

The theory of granularity would enable agencies to identify a blockchain’s nucleus. It would thus permit the creation of a legal fiction to which antitrust can be applied. In turn, this would impose new obligations upon blockchain participants while simultaneously giving them new means to challenge anti- competitive behavior. This theory would make it possible to analyze relevant markets and market power in antitrust proceedings. The theory of granularity would also make it possible to impute anticompetitive practices to a given set of blockchain participants.

#### Antitrust is limited by application only to the ‘firm’, defined by vertical control---modifying this with targeted prohibitions prevents blockchain centralization.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 79-94

The second part of this book is dedicated to artificial centralization - namely, anticompetitive behaviors that take place on blockchains or are facilitated by them. 1 contend that studying these practices is essential to make blockchain and antitrust law function as allies; indeed, no sustainable cooperation is possible without addressing (and preparing for) the situations in which mutual aggressions will occur.

To this end, I first analyze the extent to which antitrust laws are currently applicable to blockchains. I show that the theory of the firm is central to modern antitrust (Chapter 6) and that it cannot be transposed to all blockchains. For that reason, I propose a new approach - dubbed “the theory of granularity”- which allows for the creation of a legal fiction, placing blockchain’s activities (back) under the rule of law (Chapter 7). I explain that implementing that approach would benefit all the players in the blockchain ecosystem. This would clear the way for law enforcers to apply the rule of law and, in turn, would help eliminate the most harmful practices and encourage investments. Once the question of applicability has been cleared up, I turn to how antitrust law could be applied to anticompetitive practices. To this end, I begin by looking at collusive practices, whether they concern the blockchain itself (Chapter 8) or make use of the blockchain to affect the “real space” (Chapter 9). 1 explain that these practices tend to centralize decision making power and thus contribute to the “artificial” centralization of different levels of block- chain ecosystems and the economy.

Part 2 closes by examining abuses of market power. I first show that the analysis of market power on blockchain raises several difficulties, and I offer suggestions to overcome them (Chapter 10). I then analyze the practices that may result from such power and show that they are heterogeneous (Chapter 11). I draw a risk map. Finally, I conclude by studying different forms of blockchain concentration (Chapter 12). I draw a distinction between hostile and mutually agreed concentrations and explain how these may recentralize blockchain.

6. The theory of the firm

1 LEGAL FICTIONS

The concept of “legal fiction” is central to all legal systems, although regulation and court decisions refer to it only infrequently. I first explain its meaning by taking a brief detour through... trees and forests. I then show why it is useful for the present study.

1.1 Trees as a Legal Fiction

Christopher D. Stone is a law professor in the United States. In 1965, after a stint at the University of Chicago,1 he joined the University of Southern California Law School, where he taught several subjects, including public international law and property law. One day in the fall of 1971, as he was nearing the end of a class, he asked his students the following question: “What would a radically different law-driven consciousness look like?” As he walked out of the classroom, down the corridor to his office, he wondered why he had asked such a strange thing. “How could a tree have rights,” after all? Days went by, and still he continued to wonder. He soon became convinced that the answer to his question should be positive and decided to make it known.

In October that same year, he got in touch with the Southern California Law Review's editor in chief. The Supreme Court had taken up a case, Sierra Club v. Morton, that touched upon his question. Although Stone did not think he would be able to publish his article before the case went to trial, he hoped that Justice William O. Douglas - who had agreed to write the preface to a symposium issue of the Review - would at least see the draft of his article. His strategy paid off. Although the Supreme Court decision did not follow his thesis, Justice Douglas wrote a dissent in which he held that: “Contemporary public concern for protecting nature’s ecological equilibrium should lead to the conferral of standing upon environmental objects to sue for their own preservation. See Should Trees Have Standing?”2 In 1974, Stone published a book in which he developed his theory further.

1.2 The Concept of Legal Fiction

Christopher Stone’s book is a pillar of modern thinking on the subject. Of course, the argument concerning what is a legal person - or a legal object to which rights are attributed - did not originate in the 1970s. Since medieval times, scholars have considered what rights should be attributed to corpo- rations3 - a debate they centered on the question of legal fictions. A “legal fiction” is presumably defined as a fact created by courts or legislation to help legal ruling.4 Stone poses three conditions for the creation of a new one:

They are, first, that the thing can institute legal actions at its behest, second, that in determining the granting of legal relief, the court must take injury to it into account; and, third, that relief must run to the benefit of it.5

A company meets these criteria. Legal systems have recognized them as a legal fiction for hundreds of years.6 Corporations are, in the words of John Sherman, “artificial person[s] without fear of death, without a soul to save or body to punish;”7 and yet they are at the center of our modern economies. Not only has the law “been able to exploit to its advantage and to maximize for its needs” the fact that corporations are persons; but also, they can file legal actions, suffer from damages and benefit from relief. One can find traces of that recognition in the Rolls of British Parliament in 1444: “they [the Master and Brethren of the Hospital] by that same name mowe be persones able to purchase Londez and Tenementz of all manere persones.” Here, the Hospital was recognized as a legal fiction.

As for the process of establishing legal fictions - once the criteria are known to be met - three methods have been used,8 whether by the courts (in common law) or by the legislature (in civil law). The first is by assertion, where one thing is declared to be true. For instance, one may say that corporations are persons. The second is by assumption - more specifically, by an irrefutable presumption that may morph into a legal fiction. For instance, one may say that corporations are presumed to be persons. The third is by deeming. Here, X is deemed to be Y, which creates a disconnect between the reality before deeming the fact, and after.

1.3 Legal Fiction and Blockchain

If legal fictions are so convenient, why not create a multitude of them? The first objection is the necessity to agree on the desirability of the objective they ought to achieve. When courts use legal fictions to deny minorities their fundamental rights, the objective is achieved, but society does not come out better.9 The second objection relates to the balance of power. Bentham called legal fictions “the stealing of legislative power” when courts create them. The third objection relates to the difficulty of creating a coherent legal system. Companies are legal persons, and although they can be charged with criminal activity, these crimes are committed by physical entities (persons). One must therefore put in place adequate measures to ensure that any illegal activity by a firm can be put to an end (that its perpetrators cease to act). The fourth and final objection concerns the systematization of the law. The creation of legal fictions leads to the elimination of case-by-case analysis, at least partially. For instance, a firm will always be a legal person. That may create difficulties because it entails giving the firm all the fundamental rights given to us, humans.

On the other hand, creating legal fictions significantly improves legal certainty. First, this applies to the entities directly concerned, which as legal fictions may bring actions under their own name and can thus be compensated for any damage they might unjustly suffer. It also creates legal certainty for all those who interact with these legal fictions, as trading partners can indeed bring legal actions against them. It helps when legal fictions rather than individuals benefit from illegal practices and cases where several individuals are responsible for a behavior. In short, although the creation of legal fictions is an exercise that requires precision, it unlocks a range of potential interactions that can greatly benefit society.

I intend to explain that creating a new legal fiction for blockchains is essential to their decentralization. I have argued that decentralization is the capacity of subjects to determine their competence. That requires recognizing their legal existence before transferring such capacity. Doing so will also allow them to introduce proper legal actions and prevent illegal behaviors being turned against them.

2 THE FIRM IN ANTITRUST

Antitrust’s most common legal fiction is the firm. That legal fiction has developed little since the 1930s and Ronald Coase’s work. For that reason, one may wish to understand its premises to get a grasp of modem antitrust law.

2.1 The Theory of the Firm

The economic literature regarding the emergence of firms emphasizes the importance of transaction costs and the ability to reduce them thanks to top-down control. To this day, that theory has provided the bedrock for modem microeconomic analysis.

2.1.1 Highlights of Ronald Coase’s article

In 1937, when he was 21 years old, Ronald Coase published “The Nature of the Firm.”10 It contains no mathematics and is just 20 pages long, but it remains one of the most-cited publications in economic theory today." One can hardly overstate its impact.12

In it, Coase sought to answer the following question: if markets are efficient, why do firms emerge? Coase responded simply and elegantly, stressing that firms make it easier to organize certain exchanges. Coase introduced the concept of transaction costs without naming it - referring to all the expenses the parties must incur to complete a transaction - and explained that firms exist to minimize these costs.13 Indeed, a transaction involves different costs - the costs of finding economic agents on the market, negotiating, drafting a contract and so on. By internalizing these various externalities, firms reduce the cost of economic transactions. Firms were thus seen as an institutional device for the first time.14 Coase opened the firm “black box.”15

He then explained why firms reduce these costs. His explanations came down to the power of command and control.16 Firms are hierarchically organized: orders and directions are given from the top and trickle down the hierarchy. This reduces the scope for costly opportunistic behavior that might otherwise make transaction unprofitable. Put differently, the reduction of these costs is often achieved by collaboration between employees, while market participants outside the firm are compelled to compete.

In Coase’s words, “in place of the complicated market structure with exchange transactions is substituted the entrepreneur-coordinator, who directs production.”17 Reductions of costs follow, as “by forming an organisation and allowing some authority (an ‘entrepreneur’) to direct the resources, certain marketing costs are saved.”18 Coase thus defines the “firm” as “the system of relationships which comes into existence when the direction of resources is dependent on an entrepreneur.”19 On the contrary, this kind of efficiency is not found in the market, where free economic agents compete under emergent orders. One can thus define the boundary between the firm and the market: where control stops, the firm’s perimeter stops.

Coase particularly emphasized the firm’s ability to deal with contingencies during the performance of a contract. While firms manage long-term relationships, the market mainly permits short-term contracts based on the price mechanism.20 Thus, Coase argued, “it seems improbable that a firm would emerge without the existence of uncertainty”21 in the market. This assumption is based on the theory of incomplete contracts, according to which the contracting parties cannot anticipate all the situations that may arise during their contract’s performance.22 The firm helps in creating a way to settle disputes, which as a result reduces all the upfront costs related to the management of potential conflicts. Here again, Coase put the firm’s ability to exercise control at the center of his demonstration. He was awarded the 1991 Nobel Prize in Economics for “his discovery and clarification of the significance of trans- action costs and property rights for the economy’s institutional structure and functioning.”23

2.1.2 Coase’s impact

Coase’s article put transaction costs at the center of modem economics, making them “the ultimate unit of microeconomic analysis.”24 Although Coase complained in 1988 that the concept was “largely absent from current economic theory,”25 it has transformed the perception of the firm from a pro- duction function into a governance structure.26

This transformation of economic thinking heavily influenced Oliver Williamson, among many others.27 He researched the optimal design of firms28 and helped to open the firm “black box” even further, putting the firm’s “control instruments”29 and the “means by which to infuse order”30 at the center of his analysis. Williamson was awarded the Nobel Prize in Economics in 2009.

Alternative theories to those of Coase have also developed. For instance, incentive theory portrays the firm as an incentive system that uses various instruments combining authority, ownership and compensation to ensure that all employees contribute their best to the firm’s interests.31 The theory holds that firms must adopt institutional arrangements that ensure survival by aligning these incentives. They are thus a nexus of written and unwritten contracts between different economic actors in which each contractual relationship is an agency relationship, whose optimal configuration must be discovered. According to the proponents of this theory, there is no difference in nature between firms and the market. Both are said to depend on contractual relationships that do not imply any exercise of authority or control. As I will explain, none of these alternative theories is currently being used in antitrust and competition law.32

2.2 A Pillar of Modern Antitrust

Although Coase’s theory was developed in the 1930s, modem antitrust is still constructed on the basis of this theory and has not adapted to changes in the nature of firms. Why is that? One may find a satisfying explanation in the fact that the nature of economic hierarchies has changed little to this day. Even the apparition of online platforms and aggregators has not changed the structure consisting of minimizing transaction costs thanks to vertical power. In a nutshell, Coase’s theory is here to stay. As a matter of fact, and as we are about to see, all modem antitrust case laws and regulations are based on the above-mentioned article, whether in the United States or Europe. More specifically, Coase’s theory helps point out where control is being exercised and, therefore, where the firm’s boundaries are. Antitrust and competition law applies to all entities defined accordingly.

2.2.1 The firm’s boundaries in antitrust and competition law

The Sherman Act in the United States and the TFEU in Europe are both the subject of extensive case law. The vast majority of the jurisprudence is not concerned with the question of the firm - that is, the person that is the subject of antitrust and competition law. The firm’s structure has transformed very little since the introduction of these two texts; it has become more complex, but has not changed in nature.33 For that reason, litigation generally involves other issues subject to further disagreement. Nevertheless, blockchain’s emergence forces us to reassess the definition of a “firm,” to analyze whether decentralized groups can be captured by antitrust law as currently conceived or if blockchains should be captured through another theory. In the United States, antitrust provisions apply to all “persons”34 affecting trade and commerce by unlawful restraints and monopolies.35 According to Section 7 of the Sherman Act:

the word ‘person,’ or ‘persons,’ wherever used in sections 1 to 7 of this title shall be deemed to include corporations and associations existing under or authorized by the laws of either the United States, the laws of any of the Territories, the laws of any State, or the laws of any foreign country.36

The text does not further define the term “person”; it simply establishes exemption regimes for which antitrust is not applicable - mainly concerning federal government agencies and instrumentalities.37

The case law is more informative. In *Copperweld*,38 the Supreme Court stressed that although “[n]othing in the literal meaning of [the Sherman Act] excludes coordinated conduct among officers or employees of the same company,”39 there is “general agreement that § 1 is not violated by the internally coordinated conduct of a corporation and one of its unincorporated divisions.” On that basis, the Court held that “there can be little doubt that the operations of a corporate enterprise organized into divisions must be judged as the conduct of a single actor,” therefore exempting these operations from Section 1 of the Sherman Act.

The Supreme Court was dealing with possible intra-group collusion for the first time with this decision.40 One can only guess what would have been its reasoning before Coase’s article (1937). The fact remains that *Copperweld* follows a Coasian logic:41 the firm uses vertical control to save transaction costs; antitrust law must recognize the fact and exempt from Section 1 of the Sherman Act all agreements between two legal entities bound by such a control relationship42 In the words of the Supreme Court:

The intra-enterprise conspiracy doctrine looks to the form of an enterprise’s structure and ignores the reality. Antitrust liability should not depend on whether a corporate subunit is organized as an unincorporated division or a wholly-owned subsidiary. A corporation has complete power to maintain a wholly-owned subsidiary in either form. The economic, legal, or other considerations that lead corporate management to choose one structure over the other are not relevant to whether the enterprise’s conduct seriously threatens competition.

In the end, “courts must examine whether the conduct in question deprives the marketplace of the independent sources of economic control that competition assumes” “when making a single-entity determination.”43 Only when “general corporate actions are guided or determined” by “separate corporate consciousnesses” can two entities be seen as two separate firms in antitrust law.44 One must make no mistake about it: only control makes the firm and defines its scope.45

In Europe, the theory of the firm as defined by Coase is also the basis of modern competition law.46 Article 1 of Protocol 22 to the European Economic Area Agreement defines the “firm” as “any entity carrying out activities of a commercial or economic nature,” but the concept is not properly delimited in the black letter of EU law. However, the case law defines “undertakings” as “every entity engaged in an economic activity, regardless of the legal status of the entity and the way in which it is financed.”47 The legal form of the entity offering the economic activity does not matter.48 In fact, as the CJEU made clear in Shell, “undertakings” are economic units rather than legal units.49 Here again, the concept of undertaking takes Coase’s path-breaking article as a starting point.50

That definition of the “firm” is still incomplete, as it does not define its boundaries. For instance, in Imperial Chemical Industries, the CJEU ruled that the degree to which it carried out “the instructions given” by a company was essential in analyzing the independence of a subsidiary; and that “where a subsidiary does not enjoy real autonomy in determining its course of action in the market,” the prohibitions set out in Article 101 of the TFEU were inapplicable.51 The CJEU further held in Akzo Nobel that “the actual exercise of decisive influence”52 defines firm limits in competition law; and that “it is sufficient for the Commission to prove that the subsidiary is wholly owned by the parent company to presume that the parent exercises a decisive influence over the commercial policy of the subsidiary.”53 In the end, a firm encompasses all the elements over which control is exercised, as in the United States.54 For instance, in Hydrotherm, the CJEU found that a natural person, a limited partnership and another undertaking made up a single economic unit when they were all controlled by the same natural person.55 That logic derives from Coase’s “The Nature of the Firm.”56

2.2.2 The firm as a pillar of antitrust and competition law

The definition of the firm’s boundaries helps in three fundamental steps of antitrust and competition law: (1) determining whether the law should apply; (2) assessing practices; and (3) and assigning liability. First, establishing the firm’s boundaries helps determine the extent to which antitrust and competition law applies. U.S. antitrust law provides several exemptions to different types of entities, which require both the identification of the firm and an understanding of its activities. European competition law applies only to undertakings that carry out an economic activity. Once again, it is then necessary to identify the firm’s boundaries to determine the activities carried out.

Second, establishing the firm’s boundaries is essential when agencies assess the legality of business practices.57 In terms of collusion, U.S. and European courts have recognized that two legal entities that are part of the same eco- nomic unit - that is, the same firm - cannot be held guilty of collusion, as one cannot agree with oneself.58 Antitrust prohibits several forms of cooperation outside the firm, while it always permits cooperation within the firm. The logic is similar in terms of monopolization and abuse of a dominant position. As a company cannot abuse its market power against itself, abuses of power are illegal only when they affect other firms. Above all, defining the boundaries of firms is essential to analyze market power (and thus whether Section 2 of the Sherman Act or Article 102 of the TFEU is applicable to a given case) and the ability to engage in anticompetitive practices. Control indeed confers the firm with the power to implement practices - including the ability to raise prices, which is often central in antitrust cases.

Finally, identifying the boundaries of firms is essential to assign liability.59 Liability for anticompetitive practices rests with the parent company that ultimately controls other entities if such control has been exercised.60 This logic stems from the classic distinction between ownership and control.61

It is safe to assume that antitrust law will capture the activities of blockchain participants at their individual level.62 For example, one could imagine that a miner is considered a company on his own; after all, miners are operating an economic activity. Nevertheless, analyzing whether the entire blockchain layer 1 could be deemed a firm for the purpose of antitrust law is essential if agencies are to understand and apprehend anticompetitive practices that are carried out beyond the simple framework of the individual. For example, suppose a blockchain is implementing practices to exclude another blockchain from the market. In that case, one will want to punish these practices rather than each individual action leading to the entire scheme. I will return to these practices in the coming chapters.

In other words, defining the firm’s boundaries is a necessary step in understanding competitive dynamics, in analyzing practices and eventually, in assigning antitrust liability to the blockchain when, as an entity, it seeks to achieve survival through anticompetitive ways. It is thus essential to carefully consider the elements that are taken into account when defining “firms” under antitrust law. I showed that in the United States, as in Europe, only one element matters: control. This reasoning is problematic when it comes to blockchain.

# 2AC

## Solvency

### Circumvention---2AC

#### 4. Courts will enforce the plan faithfully

Charles S. Dameron 16, Yale Law School, J.D. 2015. "Present at Antitrust’s Creation: Consumer Welfare in the Sherman Act’s State Statutory Forerunners." https://www.yalelawjournal.org/note/present-at-antitrusts-creation-consumer-welfare-in-the-sherman-acts-state-statutory-forerunners

Notwithstanding occasional invocations of the judiciary’s “common law” authority over the Sherman Act, federal courts have, since the Act’s earliest days, expended great energy attempting to divine the legislative purpose behind it.5If the Sherman Act were truly a blanket grant of common law-making authority to federal courts, they would hardly need to undertake such searching inquiries. The Supreme Court’s and lower courts’ close attention to the Sherman Act’s language and legislative history indicates that they have sought to abide by their constitutional role as interpreters of federal statutes.6

It is therefore more precise to say that the judiciary enjoys an especially wide authority to fill statutory gaps when interpreting the Sherman Act due to the Act’s ambiguous language, its constancy over time, and the fact—peculiar in light of many modern regulatory regimes—that Congress did not assign rulemaking authority to an administrative agency. These traits do not imply that federal courts may pursue whatever antitrust policy they find most desirable or wise; courts are obliged to follow the statute’s contours to the extent that they can perceive those contours.7

## Blockchain ADV

## FTC ADV

## OFF

### New Plans Bad---2AC

### T Subsets---2AC

#### ‘Private sector’ is business and includes subsets

TD 21 – The Definition, ‘private sector’, https://the-definition.com/term/private-sector

Private sector refers to an umbrella term that may be applied to any or all of the nonpublic or commercial individuals and businesses, specified nonprofit organizations, most of academia and other scholastic institutions, and selected nongovernmental organizations.

#### It’s not a mass noun

Katharina Walker 16, Advisor for Vocational Skills Development and Helvetas’ Youth Focal Person. Sonja Hofstetter joined Swisscontact in Cambodia in July 2016. She is the Quality Assurance Manager and Deputy Team Leader of the Skills Development Programme. “ Study on Agricultural Technical and Vocational Education and Training (ATVET) in Developing Countries” Federal Department of Foreign Affairs FDFA, Swiss Agency for Development and Cooperation SDC, Global Programme Food Security, 25.1.2016, <https://www.shareweb.ch/site/Agriculture-and-Food-Security/focusareas/Documents/ras_capex_ATVET_Study_2016.pdf>

In many developing countries, the private sector1 [BEGIN FOOTNOTE 1] 1 The private sector is not perceived as a homogenous mass even though the terminology might suggest this to be the case. In this study, the term “private sector” is used to circumscribe the various actors such as small and medium sized companies, large companies, sectorial associations, business associations, chambers of commerce, etc. [END FOOTNOTE 1] faces challenges in finding adequately skilled employees. This also holds true for sectors linked to agriculture, e.g. processing, distribution, marketing, etc. The development of ATVET from a purely productivity-oriented approach to provide broader and more specialised skills sets along agricultural value chains is likely to raise the interest of private sector actors. This incentive can result in a stronger and more sustainable financial and conceptual engagement of employers in ATVET.

### T Legislation---2AC

#### Courts ‘expand the scope.’

Michael Kades 19, Director for Markets and Competition Policy at the Washington Center for Equitable Growth, JD from the University of Wisconsin Law School, BA from Yale University, “The State of U.S. Federal Antitrust Enforcement”, Washington Center for Equitable Growth, 9/17/2019, https://equitablegrowth.org/research-paper/the-state-of-u-s-federal-antitrust-enforcement/?longform=true

Antitrust enforcement is also often treated as a single entity, but multiple forces affect both the intensity and effectiveness of enforcement: enforcement activity (the number and type of cases that enforcers bring), the resources Congress provides for antitrust enforcement, and, in the federal system, the merger filing-fee system that has become the primary source of antitrust funding. These are not the only factors that affect antitrust enforcement. In the United States, judicial interpretationsdefine the scopeof the antitrust laws. The individuals running the antitrust agencies have broad discretion to determine which cases to pursue.

#### ‘Prohibitions’ can be from judicial orders

Hernández Matos 68, Judge on the Supreme Court of Puerto Rico, “Apostolic v. Registrar of Prop.”, Supreme Court of Puerto Rico, 96 D.P.R. 511, 1968 PR Sup. LEXIS 172, 10/8/1968, Lexis

2. Words and Phrases . Prohibition to Dispose or Alienate.—The term prohibition to dispose or alienate has been defined as the impossibility to convey or alienate, for a valuable or for a good consideration, a thing or right, by virtue of an agreement, legal provision, or judicial or administrative decision. It means, also, the situation resulting from declarations of will made in a juridic act by which a person is denied the power to dispose of properties or rights normally alienable.

#### ‘Resolved’ means a firm decision

Merriam-Webster’s 22 Online Dictionary, “resolved”, https://www.merriam-webster.com/dictionary/resolved

5 : to reach a firm decision about

resolve to get more sleep

resolve disputed points in a text

### States CP---2AC

#### State control of blockchain will be preempted

Patricia Fry 18, Former Chair of the Uniform Electronic Transactions Act Drafting Committee, Former Professor of Law at the University of Missouri-Columbia School of Law, JD from the Southwestern University School of Law, MA from California State University, Northridge, et al., “Joint Statement in Response to State "Smart Contracts" Legislation”, 4/4/2018, https://esignrecords.org/wp-content/uploads/2018/04/Joint-Ltr-State-Smart-Contracts-Legislation.pdf

Cryptographic signatures fall squarely within the definition of "electronic signature" set forth in UETA and ESIGN. Thus, if blockchain technology or smart contract code is used to create or effect an electronic signature, electronic record, or electronic contract, UETA and ESIGN ensure it is valid. Therefore, legislation seeking to define blockchain technology or smart contracts or to ensure smart contracts are legally enforceable, while well-intentioned, is harmful for the following reasons:

1. Redundancy. Redundancy is confusing, unnecessary, and potentially harmful if courts determine the legislature intended a different effect.

2. Inconsistency. Bills introduced in California, New York, Illinois, Nebraska, and Tennessee this year contain definitions of blockchain and smart contract inconsistent with each other (in some cases) and the definition published by the Chamber of Digital Commerce. The potential for a network of conflicting state laws is obvious.

3. Federal Preemption. ESIGN provides that any state law giving special effect to a specific technology is preempted. Moreover, conflicting state laws provide additional incentive for Congress to preempt those laws to remove barriers to interstate commerce.

### Consult CP---2AC

#### Blockchain antitrust deadlocks

Dr. Craig Pirrong 17, Professor of Finance and Energy Markets Director of the Global Energy Management Institute at the Bauer College of Business, PhD in Business Economics from the Graduate School of Business at the University of Chicago, “The Unintended Consequences of Blockchain Are Not Unpredictable: Respond Now Rather Than Repent Later”, Streetwise Professor, 4/4/2017, https://streetwiseprofessor.com/the-unintended-consequences-of-blockchain-are-not-unpredictable-respond-now-rather-than-repent-later/

Left to develop on its own, therefore, the blockchain ecosystem will evolve to look like the exchange ecosystem of the 19th or early-20th centuries. Monopoly coalitions of intermediaries–“clubs” or “cartels”–offering transactional services, with member governance, and with the members reaping economic rents.

Right now regulators are focused on the technology, and (like many others) seem to be smitten with the potential of the technology to reduce certain costs and risks. They really need to look ahead and consider the market structure implications of that technology. Just as the natural monopoly nature of exchanges eventually led to intense disputes over the distribution of the benefits that they created, which in turn led to regulation (after bitter political battles), the fundamental economics of blockchain are likely to result in similar conflicts.

The law and regulation of blockchain is likely to be complicated and controversial precisely because natural monopoly regulation is inherently complicated" and controversial. The yin and yang of financial infrastructure in particular is that the technology likely makes monopoly efficient, but also creates the potential for the exercise of market power (and, I might add, the exercise of political power to support and sustain market power, and to influence the distribution of rents that result from that market power). Better to think about those things now when things are still developing, than when the monopolies are developed, operating, and entrenched–and can influence the political and regulatory process, as monopolies are wont to do.

The digital economy is driven by network effects: think Google, Facebook, Amazon, and even Twitter. In addition to creating new efficiencies, these dominant platforms create serious challenges for competition, as scholars like Ariel Ezrachi and Maurice Stucke have shown:

Peter Thiel, the successful venture capitalist, famously noted that ‘Competition Is for Losers.’ That useful phrase captures the essence of many technology markets. Markets in which the winner of the competitive process is able to cement its position and protect it. Using data-driven network effects, it can undermine new entry attempts. Using deep pockets and the nowcasting radar, the dominant firm can purchase disruptive innovators.

Our new economy enables the winners to capture much more of the welfare. They are able to affect downstream competition as well as upstream providers. Often, they can do so with limited resistance from governmental agencies, as power in the online economy is not always easily captured using traditional competition analysis. Digital personal assistants, as we explore, have the potential to strengthen the winner’s gatekeeper power.

Blockchain will do the exact same thing.

You’ve been warned.

#### The CP creates industry doubt and equivocation---that nukes development

Kimberley Rust 19, JD Candidate at the University of Sheffield Law School, “Block-chain Reaction: Why Development of Blockchain is at the Heart of the Legal Technology of Tomorrow”, Legal Information Management, 19 (2019), 3/1/2019, Lexis

The future of blockchain

In spite of the above, which suggests that blockchain does have a great capacity to change and advance legal technology, current developments have not been subject to a DLT-revolution. Why is this?

It would be foolish to claim there are no barriers to blockchain′s development, or that the technology is perfect. Logistically, energy consumption and a lack of technical knowledge impedes the evolution of DLT. Energy requirements have reached astonishing levels, with one academic suggesting that that bitcoin mining necessitates a comparable amount of energy to the whole of Ireland′s electricity consumption. 13 Not only does this affect the cost of blockchain-supported technology, but makes this technology fragile to fluctuations in energy prices, with nodes likely to be located in jurisdictions with favourable energy prices, eroding the concept of decentralisation. 14 The relative novelty of blockchain has also meant a general lack of expertise to develop technology specifically for the legal industry.

A lack of regulatory clarity is possibly the greatest barrier to blockchain′s development. 15 Conflicts between blockchain and privacy law, fears over cybersecurity and ambiguity of liability remain huge obstacles which fuel industry doubt and equivocality, prompting firms, legislators and developers to err on the side of caution and avoid investing in blockchain development.

#### The CP’s slow

Gerald Steinberg 1, Center for Strategic Studies, Jerusalem Post, 9/21/2001, Lexis

Instead of time-consuming negotiations and diplomatic coalition building, President Bush, as the leader of the world's only superpower needs to demonstrate his determination and power through clear action. This does not mean that long-standing allies such as NATO (including Turkey) and partners such as Israel, Japan, South Korea, Taiwan, India and even Russia and China should be ignored. Consultation and cooperation are important, but the US must also provide an unambiguous lead. Those states that are serious about anti-terrorist policies will follow, including Egypt, Saudi Arabia, Jordan, Kuwait and many other Arab and Islamic countries which are themselves threatened by fundamentalist Islamic terror.

### Innovation DA---2AC

#### 1. Blockchain is siloed from other areas

Jiang Jiaying 20, LLB, LLM, SJD, incoming Hauser Global Fellow at NYU School of Law and Co-Leader of the Central Bank Digital Currency Project with the Paul Tsai China Center at Yale Law School, “Regulating Blockchain? A Retrospective Assessment of China's Blockchain Policies and Regulations”, Tsinghua China Law Review, 12 Tsinghua China L. Rev. 313, Lexis

Under the direction of the national policy objective on technology, blockchain-related policies and regulations pursue the same path of innovation. Technology innovation in the blockchain field possesses distinctive implications owing to the novelty of blockchain and its implementations. Thus, three secondary policy objectives unique to blockchain characteristics are: (1) [\*345] building a blockchain ecosystem connecting everything in cyberspace; (2) standardizing the blockchain industry; and (3) acquiring leading innovation capacities for blockchain.

#### The plan confers legitimacy on blockchain, allowing mainstream adoption

Kieran Brown 19, Senior Managing Consultant in London with the Berkeley Research Group, Michael Jelen, Director in the Global Applied Technology Practice at the Berkeley Research Group, and Nabil Manzoor, Director of Health Technology at PwC, “Blockchain Could Unleash Economic Growth—But Only if Governments Step Up with Clear Policy and Leadership”, ThinkSet Magazine, 6/27/2021, https://thinksetmag.com/insights/blockchain-econ-growth

Conferring legitimacy and credibility

And just as the internet’s pan-industry impact previews blockchain’s potential, its unregulated history serves as a cautionary tale for blockchain’s development. As policymakers and regulators scramble to take steps to address the internet’s security and privacy flaws, they would be well advised to get ahead of the possibility that equally vexing issues could arise in blockchain. By investing in developing blockchain expertise, readiness and proprietary technology, policymakers and regulators have an opportunity to proactively lead and shape the future.

Government involvement sends signals to the market that confer legitimacy and credibility. It tells entrepreneurs and investors that the technology is worth exploring for business opportunities. This will pave the way for blockchain to be integrated into more sectors and increase the number of trusted transactions in many aspects of daily life.

So how can regulators signal to the market that blockchain is open for business? It starts with creating jurisdictional competence and awareness of the technology. We see a handful of governments leading the way.

#### There’s a perfect storm of accelerating antitrust

Michael Volkov 2-1, JD from Georgetown University Law Center, Former Federal Prosecutor, Principal at The Volkov Law Group, “The New “Era” of Antitrust Enforcement (Part I of III)”, JD Supra, 2/1/2022, https://www.jdsupra.com/legalnews/the-new-era-of-antitrust-enforcement-8298078/

There is no question but we are in the “perfect storm” for antitrust enforcement. Antitrust enforcement is fast-becoming an area of rare “bipartisanship.” Republicans resent the growing power and influence of technology and social media companies. Democrats are concerned about the growth of the rich, large companies and political influence.

Jonathan Kanter, the confirmed Assistant Attorney General of the Antitrust Division, has already signaled that enforcement changes are coming. He received bipartisan support in his confirmation, reflecting the expectation of aggressive enforcement. At the same time, Congressional attempts to address antitrust issues in the marketplace are gaining steam.

Lina Kahn, the FTC Chairperson, has been a little bit more controversial, given her prior statements opposing Google and Facebook. Since her initial controversy, the FTC is settling down to business and continuing its enforcement action against Facebook in federal court.

Kanter gave a speech recently before the New York Bar Association at which he outlined his vision for enforcement and the need to update antitrust perspectives beyond the limited view of the past three decades. In recognition of the new era, the Justice Department and the FTC have initiated a review of both the Merger Guidelines and Vertical Conduct Guidelines. These revisions are expected to significantly alter DOJ’s and the FTC’s approach to merger and civil enforcement.

Kanter’s speech outlined a fresh approach to merger reviews. While noting that last year resulted in a record number of Hart-Scott-Rodino merger pre-notification filings, Kanter explained the need for a broader inquiry into the effect a proposed merger. With a broad analysis of potential anti-competitive effects, antitrust enforcement is expected to undergo changes in merger review to consider issues such as labor markets, consumer benefits, and anticipated reductions in competition among the remaining companies.

In another part of the speech, Kanter expressed reservations relating to prior antitrust settlements that permitted transactions to go forward with divestitures of overlapping operations and/or conduct-based prohibitions. Each of these approaches, in Kanter’s view, were questionable in effectiveness. Kanter may apply a simple view in future enforcement actions – if DOJ seeks to block a merger, the merger should not happen under any conditions. Again, this would be a significant departure from past approaches, although the last AAG Makan Delrahim, strongly advocated against merger settlements involving “conduct-based” settlements. Delrahim relied more often on structural changes to proposed mergers that incorporate divestitures. Kanter made clear he is not a big fan of divestitures since he questioned whether the divested assets were ever utilized to increase or restore a particular level of competition that existed in the market prior to the merger.

The Justice Department’s new approach to mergers and aggressive civil enforcement issues raise real risks to companies, particularly those operating in concentrated markets. The U.S. economy while growing has been rapidly shrinking in competition, particularly in various markets critical to the economy. Kanter’s fresh perspective on the value of “competition” as a driver of economic growth, consumer benefits, and innovation means more enforcement risks for companies in these concentrated markets, especially where a market leader has a dominant market share and influence.

### AT: China Impact

#### No China war---AND, stagnation is inevitable.

John Mueller 21, Adjunct Professor of Political Science and Senior Research Scientist at the Mershon Center for International Security Studies, "China: Rise or Demise?" CATO Institute, Policy Analysis, No. 917, 05/18/2021, pg. 1.

However, even if it continues to rise, China does not present much of a security threat to the United States. China does not harbor Hitler-style ambitions of extensive conquest, and the Chinese government depends on the world economy for development and the consequent acquiescence of the Chinese people. Armed conflict would be extremely—even overwhelmingly—costly to the country and, in particular, to the regime in charge. Indeed, there is a danger of making China into a threat by treating it as such and by engaging in so-called balancing efforts against it.

Rather than rising to anything that could be conceived to be “dominance,” China could decline into substantial economic stagnation. It faces many problems, including endemic (and perhaps intractable) corruption, environmental devastation, slowing growth, a rapidly aging population, enormous overproduction, increasing debt, and restive minorities in its west and in Hong Kong. At a time when it should be liberalizing its economy, Xi Jinping’s China increasingly restricts speech and privileges control by the antiquated and kleptocratic Communist Party over economic growth. And entrenched elites are well placed to block reform.

That said, China’s standard of living is now the highest in its history, and it’s very easy to envision conditions that are a great deal worse than life under a stable, if increasingly authoritarian, kleptocracy. As a result, the Chinese people may be willing to ride with, and ride out, economic stagnation should that come about—although this might be accompanied by increasing dismay and disgruntlement.

In either case—rise or demise—there is little the United States or other countries can or should do to affect China’s economically foolish authoritarian drive except to issue declarations of disapproval and to deal more warily. As former ambassador Chas Freeman puts it, “There is no military answer to a grand strategy built on a non-violent expansion of commerce and navigation.” And Chinese leaders have plenty of problems to consume their attention. They scarcely need war or foreign military adventurism to enhance the mix.

#### China won’t overtake the US.

Eugene Gholz & Harvey M. Sapolsky 21, Associate Professor, Political Science, University of Notre Dame; Emeritus Professor, Public Policy & Organization, MIT. Former Director, MIT Security Studies Program, "The Defense Innovation Machine: Why the U.S. Will Remain on the Cutting Edge," Journal of Strategic Studies, pg. 2-17, 06/25/2021, T&F.

Here we examine these concerns that the American military advantage in the Post-Cold War era has dissipated in large part because the Defense Department lags behind in developing advanced technologies. Our judgment is that the American defense research and development system, as honed during the Cold War and expanded since, is fully capable of handling any military challenge. It is a gigantic technology-generating, innovation-producing, war-fighting machine. U.S. ‘hard’ innovation capabilities – ‘input and infrastructure factors’ like R&D facilities, human capital, access to foreign technology, and availability of funding – far outstrip those of its potential rivals, even though those factors are the ones often thought of as easier for catch-up countries to obtain.3 Despite warnings that the United States no longer spends enough on R&D and that Chinese R&D spending is surging, the reality is that the United States dramatically leads in military innovation investment. In functional terms, the United States dominates all other countries, including China, in ‘input factors,’ starting with resource allocations to defense research and development.

More important, we believe that the American defense technology system is pushed toward innovation by specific contextual factors, the ‘soft’ categories of attributes and capabilities, that cannot readily transfer to likely rivals.4 First, the political culture of the United States values technology strongly: technology is assumed to be the solution to most problems, including military ones. American culture also has a strong casualty aversion driven by an economy traditionally burdened by labor scarcity and by responsive political institutions that encourage the substitution of capital for labor to keep its own people out of harm’s way.5 The All-Volunteer Force reflects this by making military service voluntary and thus making military service expensive for government and service personnel lives ever-more-valuable and in need of husbanding.

Second, competition is deeply engrained in defense, as it is in most of American society, stimulating new ideas and providing a diversity of approaches to any problem, in case one technology trajectory does not work out as hoped. Competition extends among the various military services and agencies, which each seek to propose solutions to the nation’s strategic problems, and among firms with different design-team philosophies.

Third, the United States also welcomes foreign ideas much more readily than other countries, given U.S. openness to immigration, especially among the highly skilled and technically expert. Finally, a Cold-War organizational innovation in the United States created special public-private hybrid organizations, Federally-Funded Research and Development Centers (FFRDCs) that offer unbiased technical advice and a mechanism for the accumulation of knowledge – a unique social, relational system for institutional memory and systems integration capability that generally works very well. Other nations, with different divisions between the public and the private and dramatically different governance institutions, cannot easily copy these capabilities.

These soft innovation factors particularly emphasize American advantages in the functional category of institutional factors – norms of seeing technology as a solution, trying hard to minimise casualties, using innovation as a means of competition among organizations, and welcoming foreign ideas. The institutional factors draw from the particular American mix of organizations, notably independent military services with strong identities, competitive firms in the defense industry that readily form networks or teams of suppliers even as each maintains its own core competencies and technical habits, and FFRDCs that help keep systems integration efforts honest and less parochial and that help preserve knowledge of false-start technology trajectories and craft skills that enable high-tech systems to function well.6

Because of the robustness of America’s input factors and the difficulty of copying its unique institutional factors, we conclude that the American defense innovation system will remain at the cutting edge and will not be surpassed by a potential international rival. In the final section, we explain why American leaders are so nervous anyway.

Is the United States losing its military overmatch?

In the early 1990s, with the disintegration of the Soviet Union that marked the end of the Cold War and the rapid defeat of Iraq in the Gulf War, the United States had a dominating military edge against all comers in terms of the capabilities of both its nuclear and conventional forces. Many trace this edge to the so-called Reagan Build-up, which actually began in the last two years of the Carter Administration and then expanded under President Reagan. The buildup involved investments of hundreds of billions of dollars to modernize nearly all parts of the American military. The modernization of nuclear forces, for example, included the acquisition of Ohio-class ballistic missile submarines, the highly accurate Trident D-5 and MX Peacekeeper missiles, the B-1B and B-2 bombers, and the acceleration of work on strategic command-andcontrol, anti-submarine warfare, and anti-ballistic missile systems. Conventional forces improvements included fielding the Abrams tank, Bradley infantry fighting vehicle, Apache attack helicopter, and the Patriot missile system, constructing a nearly 600-ship Navy, and deploying the A-10, F-15, F-16, F/A-18, and JSTARS aircraft, along with important technical improvements in realistic training and investments in troop quality.

The Soviets were especially challenged by the conventional warfare improvements: the battlefield integration of sensors, communication systems, and precision weapons, which they labeled as a ‘Military-Technical Revolution’ or, in later American terms, a ‘Revolution in Military Affairs’ (RMA). The combination of new technologies seemingly rendered useless their ability to mass armored forces in a potential drive westward. As the Gulf War demonstrated to the entire world, numerical advantage in heavy metal on the battlefield had been transformed from the source of military power into an easily reduced target set for American forces.

Among the consequences of the Soviet Union’s collapse were a one-third reduction in the size of the United States’ standing forces and an increased use of the remaining forces in interventions across the globe. Freed from a possible clash with its nuclear-armed rival, the United States could involve itself in various civil wars and, after the 9/11 attacks on the United States homeland, interventions to counter terrorist groups and regimes that might support them. The wars in Afghanistan and Iraq produced persistent insurgencies, where the RMA systems had little relevance and thus no major success.

But it is not the limitations of precision weapons but rather their diffusion that worries many. Both Russia and China, through clever tactics and the fielding of accurate offensive and defensive systems, seem to be on the verge of being able to blunt the global reach of American power.7 Add in their acquisition of space and cyber weapons, and America’s once unquestioned military edge appears in jeopardy. These threats to the previously established American technological advantages seem to require a new round of American innovation.

Strong input factors: Defense R&D spending and the FFRDCs

It is not that the United States cannot lag behind in some fields of militarily relevant technology or be surprised on the battlefield. Technology advances on many fronts and is pioneered in many places. Technological investment by potential adversaries surely can raise the costs to the United States of blithely sticking to operational concepts that previously promised great effectiveness at low cost.8 However, the United States has been mobilized on such scale, for so long, with a special emphasis on applying its vast science and engineering resources to its defense, that it will not readily fall behind in weapons technology or quality.

The United States invests heavily in defense-related research and development (R&D) activities. Figure 1 shows the past 40 years of history of U.S. inputs to defense research and development. Currently the United States invests more than 75 billion USD each year in defense R&D plus billions more in Department of Energy R&D investment for nuclear weapons. That is about two-thirds of what all other countries in the world, American friend or foe, spend on defense R&D.9 China is the only great power that spends more on its entire defense effort than the United States spends on just defense R&D. Seventy-five billion dollars is more than Russia, the United Kingdom, France, Germany, or Japan spends on defense.10

Moreover, the United States has invested at very high levels for more than 70 years. The United States substantially ramped up its defense R&D investment in the 1950s to levels comparable to today’s spending. While it is true that in inflation-adjusted terms, defense R&D totals in the 1950s were lower than today’s, that is mainly because of the lower complexity of that era’s technological frontier, not because of some subsequent policy shift to greater emphasis on defense R&D investment.11 The continuing drive to push the military-technological frontier has kept R&D spending high all along, and the overall spending trend has increased in parallel with the increasing complexity rather than lagging behind. While R&D budget increases have not been constant, their cycle (including as shown in Figure 1) has crested and troughed at very high levels. Annual spending has not dropped below 55 billion USD (in 2018 dollars) since 1983, and in several years, it has been very close to 100 billion USD. That high level of spending, year-in and year-out, has a cumulative effect, because it builds a foundation of tacit knowledge, experience in integrating complex systems, and human capital that understands the specialized parameters of military systems, which often differ from those of even high-end civilian systems. For comparison, the much-hyped Chinese defense budget (not the Chinese defense R&D budget) did not exceed the level of U.S. defense R&D spending until the late-2000s. Cumulative Chinese defense R&D investment is surely quite modest in comparison to cumulative U.S. defense R&D investment.13
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The intensity of U.S. interest in defense research began at the start of the Second World War, with scientists rather than the military. American scientists had been frustrated by the failure of the military to use them effectively in the First World War, when they were confined to military laboratories and subject to military discipline. Led by Vannevar Bush of MIT, they approached President Roosevelt and gained their own organization to manage wartime research, what was eventually called the Office of Scientific Research and Development (OSRD). That organization, not the military, directed the effort to develop the atomic bomb, radar, and many of the other significant technical advances of the war.14

In the postwar years scientists remained active in bomb research, though with less independence, in the newly created Atomic Energy Commission (later absorbed in the Department of Energy) and in the expansion of R&D efforts in the newly established Department of Defense (DOD), which sought in particular to exploit the advances in missile, jet propulsion, and submarine technologies of the war, including those made by the Germans. Although OSRD itself was disbanded, at least parts of its work continued in various universityand contractor-managed organizations and laboratories, the Federally Funded Research and Development Centers and University Affiliated Research Centers. Those organizations play a vital role in creating ‘soft’ innovation capabilities in the United States – preserving the institutional memory about past R&D efforts, cultivating multiple design-team philosophies that enable diverse approaches to technological challenges, and using their independence to prevent the capture of the U.S. R&D effort by rent-seeking activities of government customers and private-sector suppliers.15

For example, the Radiation Laboratory at MIT, which worked on radar in the Second World War, was renamed Lincoln Laboratory and continued under MIT management as an FFRDC doing classified work for the Air Force. The University of California manages the nuclear bomb-design laboratories, Los Alamos and Livermore, designated national laboratories for the Atomic Energy Commission. The Navy has its own set of university-managed laboratories, often called Applied Physics Laboratories, at Johns Hopkins University, the University of Hawaii, Pennsylvania State University, the University of Texas, and the University of Washington. The armed services also set up several policy-focused FFRDCs, the best known of which is the RAND Corporation. As new issues came up over the decades, new organizations were created such as the Software Engineering Institute at Carnegie Mellon University and the Institute for Soldier Nanotechnologies at MIT.

FFRDCs and related organizations do more than provide the American military with cutting edge research on important technical and policy problems. As non-profits dedicated only to serve government agencies, they are a source of valued, unbiased technical advice.16 In fact, some FFRDCs, specifically MITRE and the Aerospace Corporation but others as well, specialize in advancing systems design and integration skills to help the American military build its biggest systems.17

Until the Second World War, contractors hired to produce America’s weapons during wars returned to their commercial business at each war’s end, as military needs soon faded. But the end of the Second World War was quickly followed by the Cold War and the continuing demand for weapons. Many firms stayed in the weapons business, some focusing exclusively on defense while others formed specialized divisions to serve the military. This was especially true in the aviation industry, where firms like Lockheed, Northrop, Grumman, McDonnell, Douglas, and Boeing grew large developing and building the aircraft and missiles that were central to the Cold War arms competition.

The peak technologies in the arms race changed over time, but the U.S. organizations and level of investment maintained the U.S. lead. The 1950s added space: the shock of the launch of the Sputnik satellite spurred dramatic increases in American R&D investments and the commitment to reach the moon before the Soviet Union. The lead the United States already had in ballistic missiles became obvious in the 1960s, as it met milestone after milestone in the quest to deploy strategic nuclear forces and build satellites to support them, all the while fighting a war in Vietnam and reaching the moon. As the Soviet Union sought to catch up, the United States began the investment in sensors and precision weapons that eventually undermined Soviet power and self-confidence. The American emphasis on strategic defenses, sometimes more potential than real, nevertheless threatened to cancel the advantages the Soviets had worked hard to achieve in nuclear missile numbers and warhead size.18 The conventional warfare revolution took away the Red Army menace that had kept half of Europe in its grip and the other half in its fear for decades.19 The Soviets lost hope of winning battles that were never fought.

Little of this R&D structure went away at the end of the Cold War. The increase in defense R&D spending that marked the Reagan Build-up was a ratchet. Today, the United States spends more on defense research, in real terms, than it did at the height of the Cold War. Defense industry mergers and base closures reshuffled ownership of some military research facilities but did not shrink many of them. DOD employs nearly 100,000 people in 63 research laboratories and centers.20 The FFRDCs and similar organizations continued their work supporting the military. The end of the Cold War was a dip, not a cliff.

Soft institutional factors: Incentives for innovation

What also didn’t go away with the end of the Cold War were the incentives that drive American military innovation – the institutional factors or ‘shared prescriptions guiding conduct [of] participants within the system’ that drive the American defense innovation system.21 There are at least three. One is a concern for avoiding casualties. A second is the rivalry that exists among the various components of the American defense establishment. And the third is the openness of American society to immigrants and their ideas.

The concern for avoiding casualties runs deep in American military operations and stems from both a persistent national labor shortage and the democratic nature of the American polity.22 There were never enough people to build the country, thus the constant importation of labor, free or not, to tend the fields or run the factories. The earliest defense forces were militias made up of all local men, but it was difficult to assemble significant troops for expeditions or to keep them deployed for long because of the need for their labor back home. Mobilization for wars relied heavily on state forces, which varied in quality and commitment. Later resort to conscription was contentious and often produced evasion and rioting. The United States resisted the maintenance of a large, professional military until the 1950s.23

Even when the United States succumbed because of the Cold War, it sought to limit the military’s growth through the intense application of technology. The World Wars drew the United States into the age of total war with huge armies, but the combat experience made the United States fully aware of the human costs inherent in modern industrialized warfare. The Army Air Corps became the champion of strategic bombing doctrine that called for fleets of bombers bypassing the carnage of the battlefield to destroy industries that were thought to be central to an opponent’s power.

Bombers themselves proved vulnerable in World War II, and when they failed to achieve the intended strategic effects, air power advocates repeatedly promised that with just a little more technological progress they would achieve the precision and invulnerability needed to make the operational concept work.24 The accuracy problem persisted through the Vietnam conflict, where the destruction of specific targets, usually bridges, often required risking the lives or capture of hundreds of pilots in multiple missions involving dozens upon dozens of aircraft each.25 Given the limited goals at stake in such conflicts, individual losses mattered much politically. Thus, the great and successful effort to improve the accuracy of conventional weapons and the speed and stealth of the platforms that carry them to the point where if a target can be identified and located, it can be destroyed with little or no risk to American personnel.26 The means depend upon the circumstance, often weather- or platform-determined, and include laser- and GPS-guided weapons. Now drones often take the place of manned aircraft.

The race to develop new weapons and doctrine is spurred on in the American system by inter-service competition.27 The United States military, unlike those of nearly all big nations, is not dominated by one armed service, the Royal Navy in the United Kingdom or the Red Army in the Soviet Union. The United States does not fear invasions across its borders by foreign armies, nor does it need a navy to link it to distant colonies. Instead, each of its armed services seeks special prominence among the others as being the answer to emerging dangers or the foreign policy desires of the president. There is overlap and duplication in their efforts – and the incentive to innovate.

It was this competition that gave the United States the lead in the race to develop ballistic missiles and satellites of all types.28 Civilian agencies, particularly the Central Intelligence Agency and the National Aeronautics and Space Administration, sometimes join in. The United States has several intelligence agencies, four air forces, three armies, and a navy or two, and each favors certain technologies and sees a particular threat best. They are rivals for attention, resources, and public acclaim.

The Goldwater-Nichols Act of 1986 and the intelligence reforms that followed the 9/11 terror attacks were intended to foster more cooperation and more central direction among the services and agencies. Certainly, the conflicts among the services are less visible, as all hail (in public) the virtues of Jointness. But it is a soft Jointness, more logrolling than subordination to a common doctrine or an agreed-upon set of priorities. The services still compete for attention and promote their vision of the threat that endangers the nation: witness the reactions of the Army and Marine Corps to the Navyand Air Force-conceived AirSea Battle doctrine.

The resistance to centralization is protected first and foremost by the military services’ strong cultures, with their proud traditions and their situations as ‘total organizations’ that control their members’ entire lives. Even the civilians who work for the services tend to have a relatively strong sense of their organization’s mission, compared to other government workers, because of the services’ relatively clear definitions of their critical tasks, although the services are also notably complex organizations, and in other circumstances such complexity tends to dilute organizational identity. But in addition to the organizations’ natural drive to nurture and protect their professional jurisdiction, Congress, which has often pushed for centralization and planning, also protects inter-service competition by separating out favored causes. At the same time that it passed Goldwater-Nichols, which emphasizes Jointness, Congress created the Special Operations Command, essentially a new service with its own global jurisdiction and budgetary independence. More recently, Congress has elevated cyberwarfare to a separate warfare command and laid the groundwork for the creation of a separate Marine Corps-like Space Corps from within the Air Force.29 One hand praises centralization and planning while the other advocates decentralization and competition, the stimulants of innovation.

The military power of the United States also benefits from immigration, which is a continuing source of new ideas and great energy. John Ericsson, the much-admired 19th Century American naval engineer who promoted steam propulsion and ironclads, was born in Sweden. John Holland, the pioneer of the modern submarine, was born in Ireland. Igor Sikorsky, the developer of the helicopter, was born in Russia, as was Alexander P. de Seversky, the great promoter of air power. America got to the atomic bomb first, thanks to Albert Einstein and other Jewish refugees from Nazi Germany. In aviation William Boeing was of German origin, the Lockheed brothers were of Scottish descent, and John Knudsen Northrop’s family was from Yorkshire. And Abraham Karem, the designer of the Predator drone, immigrated to the United States from Israel.30

Immigration may be under scrutiny in the United States these days, but illegal immigration is much more contentious than immigration itself. The United States still admits a million new permanent residents and naturalizes another three quarters of million people each year.31 Immigrants are part of every aspect of American life, but most particularly science and engineering and every field of technology development that is relevant for defense – computer science, aeronautical engineering, nanotechnology, robotics. Just look at American universities or a list of Silicon Valley technology startups.32 America’s main military rivals have no immigrants or asylum seekers. None except desperate North Koreans fleeing an even-more-oppressive regime.

The irrelevance of reform

But doesn’t the importance of private organizations (private firms and FFRDCs) for the development of military technology mean that the Department of Defense needs to take special care to connect to the most innovative parts of the United States like Silicon Valley, Cambridge, Massachusetts, and other centers of high technology? Relative labor scarcity and inter-service competition can help the military come up with ideas and wish lists for technology, but if the military intends to tap the technologies of the future, someone else is going to have to actually design and build the systems. Former Defense Secretary Ashton Carter set up initiatives like the DIUx (Defense Innovation Unit – experimental, now no longer experimental and known simply as DIU) during the Obama administration to make these connections, fueled by a concern that the military organizations’ style is a poor fit for the modern American culture of innovation.33 Will a new generation of research scientists relate well to defense’s mission of breaking things and accommodate at all to its requirement to apply reams of acquisition rules to its contracts and to take months for reviews in order to make any decisions? Can the private-sector world of stock options and public offerings be a part of the public world of government shutdowns, salary freezes, and debt-ceiling crises?34

Because the Defense Department relies heavily upon prime contractors such as Lockheed Martin and Northrop Grumman to design and build its most advanced weapon systems, the technology question really is: can the existing prime contractors effectively use advances in technology to build the best weapon systems? There is no indication that they cannot. With these primes, the United States still builds the best weapon systems. The primes already are the integrators of technologies produced by others, including the commercially oriented firms that DIU and the other new agencies are meant to reach.35 The primes’ job is to bring together a network of subcontractors with the appropriate technology and skills and manage them to an exacting schedule and within certain budget limits to build systems that can survive and dominate in the harshest environment of them all, a battlefield, usually after traversing another difficult environment like space or the ocean to get to the fight. The technologies are important, but it is weaponizing them by creating complex systems that can work when stressed that counts the most, and that is what Lockheed, Northrop, and the other primes do for the American military.

The Department of Defense taps into advanced technology by funding some basic research and lots of applied science and engineering at universities through its own research support agencies and its set of service-specific laboratories.36 For riskier efforts usually involving major prototyping or technology demonstrations, the military uses the Defense Advanced Research Projects Agency (DARPA).37 The FFRDCs, national laboratories, and dozens of defense-supported specialized institutes are linked in with all of this and have their own ties to academic research. It is this system that gave the United States the lead position in computers, created the internet, pioneered work in oceanography and ocean engineering, and pushed capabilities in remote sensing and satellite imaging.

<<MARKED>>

The Defense Innovation Unit initiative may help a little. So, too, may the Defense Department’s Strategic Capabilities Office, the Defense Innovation Board, and the CIA’s experimental venture capital unit In-Q-Tel.38 These initiatives reinforce and complement what defense agencies in the United States have been doing for decades. More important, creating these agencies is also politically smart, as it shows defense agencies dealing directly with what the American public perceives to be the very cutting edge of technology and innovation. Likely unnecessary, but no harm done.

No harm unless the Department of Defense gets so caught up in pursuing the new organizations that it somehow forgets that what it really buys is the expertise in designing and building complex systems specifically for military roles. Systems integration works in any field because the integrators understand their customers’ particularities and peculiarities. In defense, that means that the systems integrators that make complex weapons systems need to know a little bit about warfighting, the jargon that the military uses to talk about its unusual missions, and the political deal-making (organizational and electoral) that chooses which projects get funded and survive to eventual deployment with the operational military.39 The commercial technology companies are already in the mix of weapon systems’ supply chains, along with defense-unique suppliers; there is no real lack of technology access. And the commercial technology companies will never specialize in the defenseunique aspects of the weapons or be responsive enough to the military customers’ quirks to produce cutting-edge military systems or to keep the demanding military customers happy and to work gracefully with them in the complex political ballet of defense acquisition. DIU and the rest are just a veneer, a new part of that political dance.

Perhaps the perceived decline in American power that worries some is due to failures in the acquisition system, problems with its structure and the inflexibility of its regulations. The Congress obviously thinks so, as it often prescribes changes in both. For example, it recently required that the jurisdiction of the Undersecretary of Defense for Acquisition, Technology and Logistics be divided into separate undersecretaries for research and engineering and for acquisition and sustainment on the argument that technology and innovation needed their own high-level champion within the Defense Department. Of course, it was not too long ago that predecessor offices were combined because, as the argument went, technology development, weapon system acquisition, and the maintenance of complex equipment need to be thought of as one continuous activity and closely coordinated. It is striking that the recent reorganization takes the wiring diagram of the Department of Defense more or less back to what it was in the late-1950s.40

There is no more common project in defense than acquisition reform. There have literally been dozens of congressionally mandated and secretarially commanded studies of the weapons acquisition process over the years. Changes in bureaucratic structure and regulatory detail have been constant. Too often unacknowledged in all of this is the difficulty gaining agreement within the fragmented American political system on the value, schedule, and cost of particular weapons. The defense budget is cyclical, with periods of rapid growth and inevitable decline as war fears grow and decline. Advocates of particular systems push for quick commitments on the upside, increasing the likelihood of project cost growth and performance failures, while opponents seek delays, hoping to catch the budget downside, when new starts and regular progress are hard to make. Proponents are optimists, and rivals are pessimists. Disappointments beset all complex undertakings, weapon acquisitions included. There are no reform cures for most acquisition problems.41

Some believe the problem lies in the Congress itself, its lack of regular order, the reliance on continuing resolutions and the threat of shutdowns. All of this is said to harm defense, disrupting planning, slowing modernization, and hurting force readiness. There certainly have been important changes in Congress in recent years. The growth of party extremes, weakening greatly the opportunity for compromise, is one. Another is the elimination of earmarking, which was a way to gather votes in exchange for funding favorite projects in particular districts. And a third is the weakening of the power of committee chairmen, who used to rule with iron fists.

But the incoherence in Congress on defense matters likely reflects more the disagreement over the nature and saliency of the threats the United States faces than it does the general political cleavages in the society. The partisan divide on defense is in fact weaker than it has been in past.42 Gone also, though, is the imminent danger posed by the Soviet Union. Instead there is just a long list potential dangers – a resurgent Russia, a rising China, diffusing technologies, cyber hacking, terror threats, climate change – none galvanizing in the way the Soviet Union once was, all hidden off in some distant part of the globe, and many more potential than realized.43

The source of discontent

Why the insecurity, when the United States is a very secure country? Although American force structure was cut by about a third (from about 2.1 million to 1.4 million), little else in the security infrastructure created for the Cold War was downsized after the Soviet Union collapsed and the Warsaw Pact disbanded. Some Soviet experts left the field for new occupations, fleeing the unexpected wreckage that was suddenly their careers. But many other defense analysts did well by becoming ethnic-conflict experts or democracy-promotion specialists, the business of the day. Likely the threat assessment meetings were more relaxed sessions than in the past, and fewer serious military exercises were conducted, but nearly all of America’s Cold Warfocused think tanks, academic research institutes, and contract study groups stayed in place and began searching the globe for other security problems that could possibly replace the East/West one that had served so well as the source of their livelihoods for so long.

Business was good from the start because the American military did not go home, finding missions in Europe, Africa, and Asia trying to prevent ethnic slaughter or staving off famine and political chaos. The National Command Structure expanded rather contracted, adding four-star commands for North America and Africa to complete the globe-spanning regional listing and adding subordinate commands to the functional commands to raise the status of space or to give strategic warfare its due. As new developments occurred, accommodations were made for them: counter-terrorism operations and cyber defense joined the top tier along with nuclear proliferation.

The threat/policy opportunity radars have kept turning.44 There is reward for identifying new dangers. Terrorism, cyber, and climate change threats have an endless quality to them, ideal to justify continuing planning efforts and making new budget requests.45 The United States built up a large threat assessment apparatus to ask ‘what if’ questions for the Cold War. That apparatus, like the defense research and innovation establishment, was not disbanded at war’s end. It finds the threats for the others to solve.

The United States pays a lot to avoid being surprised. Part of that price pays for people and organizations that constantly call out dangers, potential gaps, or failures in its multiple layers of defenses. Analysts warn that America is not ready for biological warfare, that its cyber defenses are inadequate, and that it hasn’t been paying enough attention to space. Worse, they say, the Defense Department is too slow in fielding this system or that, there is too much red tape, and there is not enough initiative. They call for a defense budget big enough to build the 355-ship Navy, a new strategic bomber, and a new generation of modernized nuclear weapons. These continuing calls for defense investment, especially in new technologies, keep the U.S. defense R&D system on its toes, well supplied with inputs and opportunities to capitalize on the incentives to generate innovations.

### Trade DA---2AC

#### No selective enforcement

Dr. Tim Büthe 19, Associate Professor of Political Science and Public Policy at Duke University, Senior Fellow of the Duke Rethinking Regulation Project at the Kenan Institute for Ethics, PhD, MPhil, and MA in Political Science from Columbia University, BA in Government from Harvard College, “The Politics of Market Competition: Trade and Antitrust in a Global Economy”, in Oxford Handbook of the Politics of International Trade, Ed. Martin, Paperback Edition

While both variants of this theoretical approach address certain weaknesses of the traditional trade economics approach, they also both suffer from theoretical weaknesses of their own. The logical structure of the argument underpinning the Aggregate National Welfare variant, for instance, is essentially the same as for optimal tariff theory (e.g., Krugman 1986), so that the well-known critiques of optimal tariff theory should equally apply here. For example, critics of optimal tariff theory have long pointed out that a country's attempts to achieve welfare gains at the expense of its trading partners (here through selective enforcement) invite retaliation by some of those trading partners since no country is economically large in all industries. Such retaliation turns the hypothetically possible tactical welfare gain for the one side into a welfare loss for both. And since the loss is predictable, we have no reason to expect to observe empirically the selective enforcement that was the original cause of concern.

#### Trade conflicts now

Terrence Mullan 1-12, Assistant Director, International Institutions and Global Governance at Council on Foreign Relations, and Ania Zolyniak, Intern for International Institutions and Global Governance at the Council on Foreign Relations, “Diplomacy Reset: Ten Global Summits to Watch in 2022”, 1/12/2022, https://www.cfr.org/councilofcouncils/global-memos/diplomacy-reset-ten-global-summits-watch-2022

World Trade Organization Ministerial Conference, Geneva (tentatively scheduled for March)

The repeated rescheduling of the twelfth World Trade Organization (WTO) Ministerial Conference (MC12)—it was postponed twice last year because of COVID-19—reflects the current dysfunction of the WTO. Ministerials generally occur every two years, but by March it will have been five years since the last conference, leaving Director General Ngozi Okonjo-Iweala’s first ministerial with a long list of agenda items. Okonjo-Iweala has called on members to conclude agreements on the WTO’s response to the pandemic—including a proposal to waive intellectual property rights for COVID-19 vaccines and treatments—and on fisheries subsidies by the end of February 2022. The outcome of these negotiations remains uncertain due to disagreements mostly between developed and developing countries. Discord between the developed and developing world on trade rules and a trend toward more discriminatory and protectionist measures will most likely hamper major progress at MC12. However, gains could come in the form of plurilateral agreements in areas such as e-commerce, investment facilitation, and services regulation.

#### Trade’s resilient AND regional agreements fill-in

Dr. Alexis Crow 2-3, Senior Fellow at ORF, Global Head of the Geopolitical Investing Practice at PricewaterhouseCoopers, Senior Fellow at Columbia Business School, and Young Global Leader in the World Economic Forum, “Annual Outlook 2022: Decoding the Macroeconomic, Geopolitical, and Long-Term Investing Landscape”, Observer Research Foundation, 2/3/2022, https://www.orfonline.org/research/annual-outlook-2022-decoding-the-macroeconomic/

II. Geopolitical Landscape – The Future of Trade: Bottlenecks in the West, Dynamism in Asia, and the Great Dispersal

A dominant theme in the geopolitical landscape for strategic planning in 2022 and beyond concerns the future of trade. As this author has written previously,[36] despite the pre-pandemic trade tensions, and the exceptional dislocations to the movements of goods around the world throughout successive waves of the COVID-19 virus and its variants, the global trade map remains resilient, if partially rewritten. Notably, even after several years of declaration of a trade ‘war’ and subsequent protectionist measures – in the form of the imposition of tariffs, rewriting or withdrawing from trade agreements, or commitments to onshore elements of production – the US trade in goods deficit stands at an all-time high.[37] As nearly 70% of GDP is driven by household consumption, it is little wonder that the IMF downgraded its forecast for US GDP given continuing supply chain bottlenecks and port congestion.[38] In Europe, supply chain bottlenecks continue to weigh on activity within key manufacturing countries such as Germany, also prompting downgrades to the outlook for the exporter and for the euro area as a whole.[39] (There are, however, early indications that some of these price pressures are easing, in both the US and Europe.)[40]

In regional terms, such supply chain bottlenecks and corollary pressures appear to be largely a transatlantic phenomenon. Looking across to Asia, some estimates calculate that while the cost of shipping a container within Asia has only doubled during the pandemic, in contrast with an increase of fivefold in shipping from Asia to Europe.[41] Within ‘Factory Asia’, multiple nodes of production meant that companies could access inputs from various jurisdictions, in the event of a COVID-related shutdown in a key supplier country (such as Vietnam or Malaysia).

Such resilience has been further formalised on the 1st January 2022, as the Regional Comprehensive Economic Partnership (RCEP) trade agreement takes effect among 10 key members (with a further four remaining signatory countries to be incorporated). Encompassing one-third of global GDP and of the world’s population, RCEP marks the first time that Japan and South Korea have been joined together in a free trade agreement. Effectively, the agreement weaves together rich income Asia with other developing Asian countries: in theory, it will eliminate tariffs on more than 90% of goods traded within the bloc.[42] In a recent report, UNCTAD highlights that the ‘trade dynamism’ within RCEP has the potential to ‘make it a centre of gravity for global trade.’[43]

As RCEP has been enacted in light of supply chain difficulties persisting in other parts of the world, policymakers note that joining such agreements has the potential to further ‘stabilize’ supply chains, thus creating stronger opportunities for exporting companies and hence for domestic economic growth.[44] Such beneficial trade ties might also exist in the realm of ‘minilateralism’: that is, countries convening around a specific issue area, which can be at a bilateral level (such as between Japan and Vietnam);[45] a trilateral level (such as Australia, India, and Japan); or indeed at a cross-regional level (such as the Digital Economy Partnership agreement launched by Singapore, New Zealand, and Chile).[46] Crucially, such clustering does not detract from the overarching multilateral efforts: on the contrary, ‘creative minilateralism’ has the potential to deepen ties of trade in goods, services, and human capital via both formal as well as informal linkages.

Cross-border supply chain activity: the great dispersal

In scoping the geopolitical landscape for 2022 and beyond, the lessons for business executives and investors is that our ties of interdependence for resources, raw materials, inputs, finished goods, digital services, and indeed human capital remain robust. Thus, while some politicians speak to the need to reduce supply chain vulnerabilities, and to bolster ‘economic security’, the reality on the ground is that of a ‘great dispersal’ rather than a wholesale localisation or onshoring. Even the rise of ‘semiconductor nationalism’ implies cross-border links between countries, R&D, and the prowess of production of specific companies: be it between the US and Malaysia, or between Taiwan and Germany or Japan.[47] The same can certainly be said for the potential emergence of electric vehicle (EV) nationalism:[48] as countries move to secure critical inputs to meet their own expanding mandates for the energy transition, it is evident that such activity inherently involves trade in materials, R&D, and human capital.

Thus, rather than sparking an end to globalisation, several years of trade tensions – as well as the COVID-19 induced supreme disruptions to supply, production, and to logistics – have actually ushered in an era of greater ‘geographical diversification in sourcing’ as well as sales.[49] Original equipment manufacturers (OEMs) have tacitly shifted from a ‘just in time’ mentality to a ‘just in case’ operational strategy in supply chain management.[50] Accordingly, in terms of strategy, some companies are opting for ‘local for local’; others are investing in smart logistics by using digital trackers to receive real-time alerts about parts and deliveries.[51] Three MaaS (mobility as a service) companies have also jointly invested in a data-sharing alliance in order to better support their businesses in times of disruption.[52] Logically, this transition to smart logistics also has the potential to generate opportunities for deep-pocketed real estate and institutional investors in the logistics space, particularly for those with a prowess in PropTech.

#### No impact to trade AND the case turns it

Dr. Omar M. G. Keshk 13, Senior Lecturer in the Political Science Department at, and PhD in Political Science from, Ohio State University; Rafael Reuveny, Professor of International Political Economy and Ecological Economics at Indiana University; and Brian M. Pollins, Emeritus Associate Professor of Political Science at Ohio State; “Trade and Conflict: Proximity, Country Size, and Measures,” Conflict Management and Peace Science 2010 27:3, SAGE journals

In all, any signal that “trade brings peace” remains weak and inconsistent, regardless of the way proximity is modeled in the conflict equation. The signal that conflict reduces trade, in contrast, is strong and consistent. Thus, international politics are clearly affecting dyadic trade, while it is far less obvious whether trade systematically affects dyadic politics, and if it does, whether that effect is conflict dampening or conflict amplifying. This is what we have termed in KPR (2004) “The Primacy of Politics.”

7. Conclusion

This study revisited the simultaneous equations model we presented in KPR (2004) and subjected it to four important challenges. Two of these challenges concerned The specification of the conflict equation in our model regarding the role of inter- capital distance and the sizes of both sides in a dyad; one questioned the bilateral trade data assumptions used in the treatment of zero and missing values, and one challenge suggested a focus on fatal MIDs as an alternative indicator to the widely used all-MID measure

The theoretical and empirical analyses used to explore proposed alternatives to our original work were instructive and the empirical results were informative, but there are certainly other legitimate issues that the trade and conflict research community may continue to ponder. For example, researchers may continue to work on questions of missing bilateral trade data, attempt to move beyond the near- exclusive use of the MIDs data as we contemplate the meaning of “military conflict,” and use, and extend the scope of, the Harvey Starr GIS-based border data as one way to treat contiguity with more sophistication than the typical binary variable.

The single greatest lesson of this study is that future work studying the effect of international trade on international military conflict needs to employ a simultaneous specification of the relationship between the two forces. The results we obtained under all the 36 SEM alternatives we estimated yielded an important, measurable effect of conflict on trade. Henceforth, we would say with high confidence that any study of the effect of trade on conflict that ignores this reverse fact is practically guaranteed to produce estimates that contain simultaneity bias. Such studies will claim that “trade brings peace,” when we now know that in a much broader range of circumstances, it is “peace that brings trade.”

Our message to those who would use conflict as one factor in a single-equation model of trade is only slightly less cautionary. They too face dangers in ignoring the other side of the coin. In one half of the 36 permutations we explored, the likelihood of dyadic military conflict was influenced by trade flows. In most tests where this effect surfaced, it was positive, that is, trade made conflict more likely. But the direction of this effect is of no consequence for the larger lesson: trade modelers ignore the simultaneity between international commerce and political enmity at their peril. They too run no small risk of finding themselves deceived by simultaneity bias.

Our empirical findings show clearly that international politics pushes commerce in a much broader range of circumstances than the reverse. In fact, we could find no combination of model choices, indicators, or data assumptions that failed to yield the result that dyadic conflict reduces dyadic trade. Liberal claims regarding the effect of dyadic trade on dyadic conflict simply were not robust in our findings. They survived in only 8 of the 36 tests we ran, and failed to hold up when certain data assumptions were altered, and were seriously vulnerable to indicator choices regarding inter-capital distance, conflict, and national size.

### Populism DA---2AC

#### No impact

Louis F. Cooper 16, Ph.D. from the School of International Service at American University, “WPTPN: Will Populist Nationalism Lead to Great-Power War?”, The Duck of Minerva, 12/6/2016, https://www.duckofminerva.com/2016/12/wptpn-will-populist-nationalism-lead-to-great-power-war.html

Several reasons present themselves. First, nuclear weapons have given the prospect of a global war, or any great-power war, a possibility of civilization-ending finality that it did not have in the past. Second, the security architecture created under U.S. leadership after World War II has arguably worked to reduce the likelihood of major armed conflict among the great powers. Third, the existence of a network of international institutions, both inside and outside the UN system, has pushed in the same direction. Fourth, it is very possible that, as John Mueller and Christopher Fettweis have argued, decision-makers have to come see great-power war as “subrationally unthinkable, or not even part of the option set for the great powers.”[ii] The extreme destructiveness of the twentieth century’s world wars, fueled partly by developments in technology, might well have produced long-term effects on how leaders and publics think about global or great-power war, in a way, for instance, that the Napoleonic Wars, for all their horror and bloodiness, did not.

Phil Arena’s recent contribution to this series argues that if the U.S. under a Trump administration signals an unwillingness to defend its allies, then Putin might be tempted to gamble on an invasion of the Baltics or Kim Jong-Un similarly might gamble on an invasion of South Korea (and that would drag in China). Putting aside Kim Jong-Un for the moment as a special case, let’s consider Putin. As long as NATO exists – and Trump, despite his statements about the unfairness of the distribution of cost burdens, has not suggested, as far as I’m aware, that he wants to dissolve the alliance – then Putin would have to assume that an attack on the Baltics would trigger a NATO response. Even if Putin does not see great-power war as unthinkable or outside his “option set,” one would assume that for reasons of pure self-interest he would not want to risk a nuclear war. Nor, one might think, would he want to jeopardize the prospect of better (from his standpoint) relations with a U.S. administration less concerned with, among other things, his commission of war crimes in Syria or his annexation of Crimea than the Obama administration has been.

For these reasons, I’m not too worried that the advent of the Trump administration will lead to a war with Russia over the Baltics. The Korean peninsula is, perhaps, a more worrisome situation. Chances are, however, that Trump, after taking office, will be prevailed upon to make reassuring noises about the U.S. commitment to South Korea, and that should suffice to deter Kim Jong-Un from doing anything too rash. The cautionary point here, admittedly, is that it’s not clear whether Kim can be counted on to behave in a minimally rational fashion. Putin, whatever one might think of him, is rational. It’s not entirely clear whether Kim is. However, if Kim is irrational then all bets are off regardless of what U.S. policy pronouncements are forthcoming.

World politics is not invariably cyclical and states can learn from experience (as even Gilpin acknowledged). If one admits this and pays due attention to history, then it is plausible to think that the force of populist nationalism, as expressed in more erratic and/or less ‘internationalist’ official policy, will not, whatever its other effects may be, increase the low likelihood of a global war.

### Midterms DA---2AC

#### Supreme Court AND economic rebound thump

Nick Ferris 1-28, Data Journalist at New Statesman Media Group, “How The US Economy Has Roared Back To Life”, New Statesman, 1/28/2022, https://www.newstatesman.com/chart-of-the-day/2022/01/how-the-us-economy-has-roared-back-to-life

Joe Biden has endured a fraught first year as US president. On the international stage, the chaotic American withdrawal from Afghanistan dominated, while at home Biden’s flagship Build Back Better package has been left stranded in a gridlocked Senate.

With just 41 per cent of Americans now saying the president is doing a good job, the Democrats fear they will suffer a heavy defeat in November’s midterm elections.

But January 2022 has brought the beleaguered president two pieces of good news. Firstly, the 83-year-old justice Stephen Breyer has announced his retirement from the Supreme Court, allowing Biden to fulfil his campaign promise of electing the first black female judge to the court.

Secondly, the US recorded 5.7 per cent growth in GDP in 2021, the highest rate since 1984. Consumer spending, meanwhile, grew by 7.9 per cent: the highest rate since 1946. Biden has been quick to take credit for the performance, saying it is “no accident”.

#### Antitrust is unpopular BUT irrelevant

Claude Marx 21, MA in American Politics from Georgetown University, BA in Political Science and History from Washington University in Saint Louis, Reporter at MLex/FTC:Watch, “Biden’s Bid to Boost Competition Could Reap Political Benefits”, mLex Market Insight, 7/26/2021, https://mlexmarketinsight.com/news-hub/editors-picks/area-of-expertise/antitrust/bidens-bid-to-boost-competition-could-reap-political-benefits

But the public is less certain about remedies.

A June Morning Consult poll for Chamber of Progress, a Democratic-leaning pro technology organization, found that 53 percent of 2,000 registered voters supported more regulation of large tech firms. But the number dropped to 39 percent when people were informed that some of the changes might result in fewer offerings to consumers.

When people were told that a series of antitrust bills approved by the House Judiciary Committee last month would ban free shipping by Amazon Prime, 59 percent were more likely to oppose the bills, which are awaiting action by the full House.

University of Virginia political scientist Larry Sabato told FTCWatch that most policy issues don’t by themselves influence election outcomes but are part of an overall image that voters have.

“They contribute to how people feel about parties and individuals. And that’s important in these very partisan times. So it reinforces the Democrats’ image as skeptical of Big Tech. It won’t have a great effect on the 2022 election, but the impact isn’t non-existent either,” he said.

Paul Swanson, an antitrust partner at Holland & Hart, thinks the effectiveness of the initiatives by the administration will depend on messaging.

“The issues of competition and antitrust are abstract, and the administration is wise to issue a list of how people are affected,” he said. “But it will be really hard to make it resonate with people. Even though people think tech is too big, they love their iPhone, they love Facebook. However, there are many areas where the average American feels the pinch, and if the administration can say ‘if companies get too big, it locks you in and limits choices and raises prices,’ that could work with some voters.”

### AT: Defense Cuts Impact

#### No defense cuts, even with complete Dem control

Mike Stone 20, Defense Industry Correspondent for Thompson Reuters, MA from The New School, BA from Bard College, “Biden Will Struggle To Cut Defense Spending Despite Pressure”, Reuters, 11/25/2020, https://www.reuters.com/article/usa-biden-defense-spending/biden-will-struggle-to-cut-defense-spending-despite-pressure-idUSKBN285359

President-elect Joe Biden will come under immense pressure from progressives in the Democratic party to cut the defense budget once he takes office in January.

But defense spending is unlikely to be cut since it supports countless U.S. jobs during the coronavirus recession.

In three years, U.S. President Donald Trump’s administration has increased defense spending 19% from $619.5 billion to $740 billion.

Progressive Democrats in U.S. House of Representatives have called for a reduction in military spending to combat the coronavirus.

“Even if Democrats end up taking the Senate, I don’t think they’ll want to start putting in cuts for defense right away,” said Todd Harrison the director of Defense Budget Analysis at Center for Strategic and International Studies adding, “because we’ll still be in, or slowly emerging from, this recession.”

Harrison said sudden changes could mean job losses in the lead up to mid-term elections. The possibility of cutting defense jobs could hurt vulnerable Democrats seeking reelection at a time when their majority in the House is already razor thin.

For that reason deep defense cuts may not be popular with many moderate Democrats either, a former Pentagon official added. The economic impacts of a weapons order are far-flung. Experts say here each defense job often indirectly contributes to three or four additional jobs in a community, making them the type of jobs politicians will go out of their way to protect.

The defense industry also does not see lower budgets any time soon. Raytheon Technologies Chief Financial Officer Toby O’Brien told Reuters following their recent earnings announcement, “You are kind of looking at 2022-ish time frame if there were to be a downward adjustment.”

The Pentagon’s own budget projections “would be relatively flat through 2025, averaging about $707 billion per year in 2021 dollars,” the Congressional Budget Office said in a September analysis.

The deep ties to the defense industry of current candidates to become Secretary of Defense also suggests radical cuts are unlikely.

#### Cuts have no impact

Fred Kaplan 21, PhD and MS in Political Science from the Massachusetts Institute of Technology, BA from Oberlin College, National-Security Columnist for Slate, “The Incredible Never-Shrinking Defense Budget”, Slate Magazine, 8/5/2021, https://slate.com/news-and-politics/2021/08/military-budget-congress-money-money-money.html

Regardless of anybody’s estimates of how much we should spend on defense, this sort of uncritical largesse is bad for national security. It discourages discipline and innovation (no need to come up with tighter efficiencies or new ideas for coping with new threats when we’re going to get all the money we want anyway); it sustains bureaucratic support for old weapons that might be unsuitable for tomorrow’s battlefield; it promotes sluggishness and bloat.

Congress is supposed to provide oversight. This is the opposite of oversight.

# 1AR

## Populism DA

### Rant---1AR

#### It’s about platform separation.

[Kentucky in green].

2NC Dyer-Witheford 20 [Nick Dyer-Wyeford is an associate professor at the University of Western Ontario in the Faculty of Information and Media Studies, 1/13/20, “Left Populism and Platform Capitalism,” Triple C: Communication, Capitalism & Critique – Journal for a Global Sustainable Information Society, 18(1), <https://triple-c.at/index.php/tripleC/article/view/1130>] [RL 22] [//indicates paragraph breaks]

Digital trust-busting – breaking up Google, Facebook and other digital giants – is a natural issue for left wing parties. Leaders such as Sanders and Corbyn regularly denounce monopolistic capital, including that in the media and communication sector. It is, however, another sign of recent “techlash” that left populist parties are today far from alone on this question. Anti-trust activities have returned to the policy repertoire of even centrist institutions. Since 2016, the European Union has fined giant US platform capitalists for anti-competitive practices, such as Google’s abuses in the mobile phone, shopping-comparison and online-advertising sectors, Facebook’s melding of personal data gathered from its various subsidiaries, and Apple’s tax evasions (Stevis-Gridneff 2019) – even if these multibillion penalties are minor relative to the wealth of their targets, and payment indefinitely delayed by litigation. // However, the issue takes on a more serious complexion in the USA, where legislation could, hypothetically, actually divest Alphabet/Google or Facebook of corporate holdings. The argument for such action has historical precedent. If “data is the new oil”, why not apply the same logic that made Rockefeller’s empire the target of early twentieth century trust-busting? Despite Sanders’ long anti-monopoly record, it is Elizabeth Warren (2019) who has made digital anti-trust a central policy plank of her campaigns and indeed one of her central claims to being counted as a “left populist”. Her proposal to structurally separate the corporate operation of a digital platform from sale of its own products (for companies with over $25 billion in annual global revenue) updates the classic regulatory principle of division between “carriage” and “content” (Dayen 2019). It explicitly has Amazon Marketplace, Google’s ad exchange, and Google Search in its sights. Warren’s proposal is reinforced by promises to investigate and reverse anti-competitive mergers and acquisitions in the digital domain, naming Amazon, Google, and Facebook as probable targets (Warren 2019; Dayen2019). Sanders has endorsed the idea of breaking up Facebook. // The anti-trust attack on the “bigness” of Big Tech has become a new horizon for progressive activism in the US. One should not, however, overstate its radicalism. As Warren herself makes clear, anti-trust is not inherently anti-capitalist; rather, it protects the so-called free-market against its self-destructive tendencies. The breakup of the regulated telecommunication monopoly of AT&T can be regarded as a founding act of neoliberalism (Lüthje 1993). Indeed, on anti-trust, left populism overlaps with right populism. Trump has made forays into this area, posing as a tribune of the people in his highly personalized feud with Jeff Bezos’ Amazon. His administration is now taking a more systematic approach to the issue, with Department of Justice investigations into anti-competitive platform practices recently announced (The Economist 2019a). Ironically, “legacy” media moguls such as Rupert Murdoch support the breakup of their digital competitors (Scola and McGill 2019). Despite left populism’s embrace of “anti-trust”, there can be no assumption its outcomes would be democratising. All depends on what alternatives might be available to fill the space created by diminishing the oligopolies of platform capitalism. I turn to this question in a moment, but first we should look at the related issues of digital labour conditions.

### Antitrust Now---1AR

#### There’s an avalanche of antitrust now

Stephen Conley 1-19, Associate at Wiley Rein LLP, J.D., with honors, The George Washington University Law School, et al., “‘An Avalanche of Rulemakings’ – The FTC Gears Up for an Active 2022”, JD Supra, 1/19/2022, https://www.jdsupra.com/legalnews/an-avalanche-of-rulemakings-the-ftc-1324181/

On December 10, 2021, the Federal Trade Commission (FTC) published its Annual Regulatory Plan for 2022 – the first under FTC Chair Lina Khan – noting that it “will consider developing both unfair-methods-of-competition rulemakings as well as rulemakings to define with specificity unfair or deceptive acts or practices.”[1] Among other rulemakings, the Annual Regulatory Plan notes that the FTC is considering a Trade Regulation Rule on Commercial Surveillance to stop “lax security practices,” limit “intrusive surveillance,” and ensure “that algorithmic decision-making does not result in unlawful discrimination.”[2]

The release of an expansive agenda comes just months after the agency streamlined its Rules of Practice under Section 18 of the FTC Act and created a new rulemaking group within the FTC’s Office of General Counsel, to expedite otherwise cumbersome rulemaking requirements under the Magnusson-Moss Act. While these procedural maneuvers will allow the FTC to increase the pace of the rulemaking process, many of these measures will likely require the support of three Democratic Commissioners, and the agency is currently in a 2-2 partisan deadlock pending the confirmation of nominee Alvaro Bedoya.

The FTC Cites ‘Changed Circumstances’ as a Catalyst for Rulemaking

The FTC’s Annual Regulatory Plan identifies “changed circumstances” in 2021 as the impetus for the agency to promulgate new competition and consumer protection rules. Specifically, the FTC identifies the U.S. Supreme Court’s decision in AMG Capital Mgmt., LLC v. FTC as a key turning point that has hampered the agency’s enforcement capabilities. As we discussed in greater detail here, that decision interpreted Section 13(b) of the FTC Act to not provide the FTC with the authority to seek restitution or disgorgement in federal court. The agency had historically relied on Section 13(b) to seek monetary penalties in a wide range of cases involving unfair or deceptive practices. However, if the FTC adopts a rule outlawing certain practices, it can still seek monetary penalties for violations of the rule under a separate part of the FTC Act.

Another key catalyst mentioned by the FTC in the Annual Regulatory agenda was a “case-by-case approach to promoting competition,” which has purportedly proven “insufficient.”[3] According to the FTC, this approach has resulted in “a hyper-concentrated economy whose harms to American workers, consumers, and small businesses demand new approaches.”[4]

FTC Plans to Initiate Consumer Protection and Competition Rulemakings

To address perceived market concentration across the economy, the FTC under Chair Khan plans to examine how to define “unfair methods of competition” under Section 5 of the FTC Act in an attempt to root out perceived anticompetitive practices. In addition to the proposed Trade Regulation Rule on Commercial Surveillance, the FTC is also actively seeking comment on the following:

* A rule targeting business and government impersonation fraud – as discussed in another article in this issue, the FTC recently released an Advanced Notice of Proposed Rulemaking (ANPRM) targeting rising government and business impersonation fraud committed via telephone calls, text messages, and other forms of communication. Comments on the ANPRM are due February 22.
* A rule requiring reporting of security incidents by covered financial institutions – as described in greater detail here, the FTC is seeking comment on a Supplemental Notice of Proposed Rulemaking (SNPRM) that would require covered financial institutions to report certain security incidents to the FTC within 30 days of the date of discovery. The rulemaking would further amend the FTC’s Safeguards Rule under the Gramm-Leach-Bliley Act. Comments on the SNPRM are due February 7.
* A petition from Accountable Tech proposing that the FTC promulgate rules to prevent “surveillance advertising,” or the practice of displaying ads to individual consumers based on inferences about their interests, demographics, or other characteristics inferred from their activities over time. Comments on the Accountable Tech Petition are due January 26.
* A petition from the Institute for Policy Integrity asking the FTC to regulate “drip pricing.” The petition describes “drip pricing” as “the practice of advertising only part of a product’s price upfront and revealing additional charges later as consumers go through the buying process.”

Importantly, the Annual Regulatory Plan also took note of President Biden’s Executive Order on Promoting Competition in the American Economy. As we discussed in greater detail here, the Executive Order encouraged the FTC to exercise its statutory authority to address a number of competition issues. In the Annual Regulatory Plan, the FTC stated that it will “explore the benefits and costs” of several of the Executive Order’s rulemaking proposals for the agency, including “surveillance, the right to repair, pay-for-delay pharmaceutical agreements, unfair competition in online marketplaces, occupational licensing, real-estate listing and brokerage, and industry-specific practices that substantially inhibit competition.”[5]

FTC Commissioner Christine Wilson dissented from the Annual Regulatory Plan, arguing that it “extends far beyond” the agency’s routine review of existing rules and that many of the existing rules “should be abolished in any event.”[6] She further characterized the Annual Regulatory Plan as ushering in “an avalanche of rulemakings” and rejected Chair Khan’s depiction of the economy as being “hyper-concentrated.”[7] Indeed, in a subsequent statement made at the agency’s December 16 Open Meeting, Commissioner Wilson referred to the FTC’s 2022 agenda as a “Rule-a-Palooza.”[8] Commissioner Wilson’s dissent signals likely uniform Republican Commissioner opposition to most of the agency’s planned rulemakings, leaving the body in a 2-2 Democrat-Republican split on many of the proposals. That said, proposals like the Safeguards Rule SNPRM have drawn some bipartisan support and may point to some additional rulemaking even without a fifth Commissioner.

#### Aerojet thumps

Joel Mitnick 1-26, Partner in the Antitrust and Global Litigation Groups at Cadwalader, Wickersham & Taft LLP, JD from the American University Washington College of Law, et al., “FTC Sues to Block Lockheed’s Proposed Acquisition of Aerojet Rocketdyne in Milestone Defense Industry Vertical Challenge”, National Law Review, 1/26/2022, https://www.natlawreview.com/article/ftc-sues-to-block-lockheed-s-proposed-acquisition-aerojet-rocketdyne-milestone

The Federal Trade Commission ('FTC') filed suit yesterday to block Lockheed Martin Corporation's proposed $4.4 billion acquisition of Aerojet Rocketdyne Holdings Inc., announced back in December 2020. Aerojet, the last independent U.S. supplier of critical inputs for missile systems, hypersonic cruise missiles, and missile defense kill vehicles, has only one other competitor—Northrop Grumman—that competes to provide propulsion inputs for missile systems and hypersonic cruise missiles to defense prime contractors. The complaint alleged that the proposed vertical acquisition would give Lockheed 'the ability and incentive to deny, limit, or otherwise disadvantage competitors' access to critical propulsion inputs for various weapons systems,' according to theFTC press release[6]. The FTC voted 4-0 across party lines to authorize the complaint (a copy of which is not yet available) and to seek a preliminary injunction to halt the deal pending the administrative trial.

The Department of Defense ('DoD') reviewed the acquisition in collaboration with the FTC, considering the potential impacts of the transaction on national security, the nation's industrial and technological base, competition, and innovation. If the deal is allowed to proceed, the complaint alleges that Lockheed will use its control of Aerojet to harm rival defense contractors and further consolidate multiple markets critical to national security and defense. The complaint alleges that the acquisitions will give Lockheed the ability to cut off other defense contractors from the critical components they need to build competing missiles. In addition, this advantage would allow Lockheed to raise the price of its services, including to the U.S. government, and affect the schedule and contract terms for developing and supplying the product while delivering 'lower quality and less innovation,' according to FTC Bureau of Competition Director Holly Vedova. The impact to innovation is also noted in the fact that, as an independent supplier, Aerojet has the incentive to allocate its research and development funds based on the potential return the funds would generate regardless of which prime contractor it supports, which would change if acquired by Lockheed. There is also the concern that, as a subcontractor, Aerojet has access to sensitive information around prime contractors' technological advancements, cost, schedule, and business strategies. The complaint alleges that post-acquisition, Lockheed would have an incentive to exploit the access to its rivals' proprietary information to gain an advantage in competition against them.

Lockheed[7]andAerojet[8]both released statements on January 25 indicating that the traditional merchant supply and firewall behavioral relief proposed by Lockheed—which may have been sufficient in the past to address anticompetitive concerns with vertical mergers—were rejected as insufficient by the current Administration. Lockheed has 30 days to determine whether it will respond to the suit or terminate the deal. On its January 25 fourth quarter earnings call, Lockheed CEO Jim Taiclet indicated that Lockheed was aware of the impending challenge and said the company will review the lawsuit and 'evaluate all of our options.'

FTC Chair Lina Khan has made clear her aggressive enforcement agenda for the FTC, pledging [9] that the FTC will use the 'full set of tools and authorities' in its arsenal, as well as her skepticism of antitrust's traditional presumption that vertical mergers pose less of a concern than horizontal transactions because they may have procompetitive benefits. Aswe wrote about in September[10], the FTC in a contentious 3-2 vote along party lines withdrew its support from the Vertical Merger Guidelines, which the majority believes are flawed, particularly its provisions related to the 'purported procompetitive benefits (i.e., efficiencies) of vertical mergers.' Chair Khan is now putting her money where her mouth is. The challenge to Lockheed's acquisition of Aerojet is the second major merger challenge brought by the FTC under her leadership, the first being the FTC's December 2021challenge to Nvidia's $40 billion acquisition of Arm Ltd[11]. Both deals are vertical mergers, which until now have not often been challenged, and both challenges are notable for the FTC's (until now less common) use of its in-house administrative process under Part 3 of the FTC Act. Also of note is that the complaints against both transactions were authorized by a unanimous 4-0 vote of the Commission, so, despite ideological differences along party lines, Chair Khan has been able to bring the two Republican commissioners around to her way of thinking—or perhaps the two mergers are so problematic that they would have been challenged even under the prior Administration.

## Midterms DA

### Thumper---Courts---1AR

#### It’ll trigger a popularity cascade that drives turnout

Harry Enten 1-31, Senior Data Reporter at CNN and Host of CNN's "Margins of Error" Podcast, “How the Upcoming Supreme Court Battle Can Help Biden and Democrats in the Midterms”, CNN, 1/31/2022, https://www.cnn.com/2022/01/31/politics/supreme-court-democrats-midterms/index.html

Supreme Court Justice Stephen Breyer's retirement announcement last week comes at a vulnerable time for President Joe Biden. His approval rating is at its lowest point, 41%, in an average of polls. His decline is clear even among core Democratic groups.

The good news for the President is the upcoming Supreme Court nomination fight likely can't hurt and could help him gain ground with his base. For starters, it could help motivate them to vote in the 2022 midterm election, as nominations during former President Donald Trump's administration taught us.

You can see Biden's base problems in a recent Pew Research Center poll. His approval rating among Democrats was down to just 76%. Biden's standing with independent-leaning Democrats was an even lower 56%. At his peak, in April 2021, his approval rating with each group was about 20 and 30 points higher respectively.

Within the Democratic base, Biden's numbers have been sinking among younger voters and minorities. The Pew poll has him down to a 35% approval rating among 18-29 year-olds, even though that was his strongest age group in the 2020 election. Biden's approval rating slipped to just 60% with Black adults, even as he won this group with about 90% of the vote in 2020, when he first pledged to nominate a Black woman to the court.

Biden's drop within his base comes after being unable to deliver so far on his Build Back Better agenda and federal voting rights legislation, as well as souring views of his handling of the economy and the coronavirus.

That's why he needs to remind Democrats why they voted for him in the first place.

Nominating a liberal who would make history to the Supreme Court can do exactly that, even if it won't change the ideological makeup of the court. Democrats have turned against the court with its 6-3 conservative majority. A recent Marquette University Law School poll has Democratic approval of the court down to 45%. It was 57% two months before the 2020 election.

Now to be fair, a successful Supreme Court confirmation might not be enough to help Biden given voters' views of the economy and the pandemic.

Oftentimes though, one event can get the ball rolling in politics. Biden's decline in popularity started with Americans disliking how he handled the American troop withdrawal from Afghanistan in August. Few voters cared a lot about Afghanistan specifically during the withdrawal, but it started a cascading bad news train for Biden that continued with concerns over the coronavirus -- with the emergence of the Delta and Omicron variants -- and the economy.

Biden likely hopes a Supreme nomination and confirmation can do the opposite. Nominate someone popular to the court, see Covid-19 cases drop (as they are right now) and maybe Democrats return to backing Biden.

### Blockchain Not Key---1AR

#### Especially blockchain---no one cares

Phil Hall 21, Staff Writer at Bezinga, Former UN Radio Reporter, “A Crypto-What? Poll Finds 1 In 10 Americans Unfamiliar With Cryptocurrencies”, Bezinga, 2/20/2021, https://www.benzinga.com/markets/cryptocurrency/21/02/19748051/a-crypto-what-poll-finds-1-in-10-americans-unfamiliar-with-cryptocurrencies

More than one in 10 Americans are unfamiliar with cryptocurrencies, according to a new Harris Poll conducted on behalf of Bloomberg.

What Happened: In a survey of 1,984 adults polled between Feb. 12-14, nearly half of the respondents said only that they'd heard of some of the coins, such as Bitcoin (BTC) and Ethereum (ETH). Only 16% of respondents said they were very familiar with cryptocurrencies, while 28% said they were somewhat familiar.

When queried on how cryptocurrencies worked, 61% of people who had heard of them admitted having minimal understanding of their workings, while only 14% of those familiar with the coins claimed to understand “very well” how they worked.

Among the respondents who were familiar with cryptocurrencies, 43% doubted that they are a legitimate form of payment.

See also: Best Cryptocurrency

Younger respondents weren’t unanimous in their faith in crypto: 58% of Gen Z respondents (defined as between 18 and 24 years old) who professed to having crypto knowledge said that digital currencies are either a very or somewhat legitimate form of payment, and 69% of millennials (those between 25 and 40 years old) shared that positive sentiment.

Not Gaining Purchase: Looking ahead, roughly one-third of respondents predicted crypto will become a standard form of payment.

But the current commotion over cryptocurrency did not impress most respondents: Only 8% predicted Bitcoin will rise above the $100,000 mark, while 4% predicted Bitcoin will plummet to $0. And 29% believed the subject will largely be forgotten in 10 years.

Only 10% of people familiar with crypto said they used it on a regular basis to make purchases.

“From the public standpoint, it’s not a cryptocurrency, it’s a cryptic-currency,” said John Gerzema, CEO of the Harris Poll.

#### Regulating blockchain is unpopular, costing the Dems voters

Louisa Idel 21, Head of Insights at Redfield & Wilton Strategies, “Whichever Party Is First to Back Cryptocurrency Will Win Big”, Newsweek”, 9/20/2021, https://www.newsweek.com/whichever-party-first-back-cryptocurrency-will-win-big-opinion-1630358

In American politics, issues on which both parties have yet to establish a firm position are rare, representing a significant opportunity for whoever moves first. In 2021, one such area is cryptocurrency regulation.

Cryptocurrency may still be a minor issue for some voters, but with the crypto market now valued at more than $2.5 trillion, its importance is only going to grow—in both economic and electoral terms. Moreover, our research team at Redfield & Wilton Strategies recently found that many voters are already aware of cryptocurrency, making the political stakes even higher.

We polled almost 10,000 Americans across ten politically salient U.S. states, and what we found was that very few respondents—ranging from 8 percent in Florida to 14 percent in Georgia—hadn't heard of cryptocurrency. Meanwhile, over four in 10 people polled in key states said they'd read or heard "a moderate amount" or "a lot" about the topic.

And voters aren't just aware of cryptocurrency; they are receptive to it, too. Even without having been exposed to any campaigning on the issue, roughly a third of Americans across all states polled—ranging from 28 percent in Arizona to 37 percent in both Texas and Wisconsin—would vote "yes" on a ballot measure asking whether cryptocurrency should be deemed legal tender in their state.

Whichever party wants to catch these receptive voters should act swiftly, not only to beat the other party to the punch but also to preempt legislation that would prove difficult to reverse if enacted.

To wit, the Biden Administration, pressured by officials in the Treasury Department, has recently sought to introduce stricter federal rules for cryptocurrency reporting and exchanges, ostensibly in a push to enforce tax compliance. Yet the effort to include such rules in the recently passed infrastructure bill failed, opening up a fresh opportunity for either party to win over voters who would be more disposed toward an open, crypto-friendly legal and regulatory environment.

#### It is rarely politicized in the public.

Zachariah Foge 19, JD, Pepperdine University School of Law, "How the Enfeebling of Antitrust Law Corrodes the Republic," Journal of Business, Entrepreneurship and the Law, Vol. 12, No. 1, 2019, Lexis.

The shifting influence of anti-trust laws in the United States has waned over the last four decades. Where once antitrust was called the "Magna Carta of free enterprise," today the Court views antitrust as an annoyance at best. Where presidential candidates used to debate antitrust, now it is only mentioned in how antitrust enforcement should be scaled back. Americans once deeply cared about antitrust enforcement and viewed monopolies with fear and suspicion. However, according to a 2004 Gallup poll, many young Americans are not only unconcerned with monopolies but view large corporations with a sense of satisfaction. This new attitude is linked to the federal government no longer enforcing antitrust law the way it had historically and has now led to a sense of apathy towards monopolies on the whole.

#### Antitrust doesn’t swing votes

Albert A. Foer 1, President of The American Antitrust Institute, JD from the University of Chicago Law School, M.A. in Political Science from Washington University, A.B. (magna cum laude) from Brandeis University, “The Politics of Antitrust in the United States: Public Choice and Public Choices”, University of Pittsburgh Law Review, 62 U. Pitt. L. Rev. 475, Spring 2001, Lexis

But these facts do not at all imply that the relevant time frame for antitrust analysis is the next election. In the first place, how would one apply such a concept in the early years of an administration when a newly elected government is supposedly trying to build a record of achievement rather than looking toward the next election? Perhaps a larger point is intended: all antitrust analysis, like all government actions, is colored by how it will play out in future elections. The coloring role of elections is problematic because [\*485] most of the electorate pays almost no attention to antitrust most of the time. The vast majority of antitrust decisions involve legal and economic analysis that is unreported by the press and of interest to specialists known as the antitrust community. Even the Microsoft case, which became a poster child of antitrust policy, and which was a favorite cocktail party discussion topic, did not quite make it onto the electoral stage in the year 2000. For reasons discussed below, antitrust rarely surfaces as an important issue in a presidential election.

### No Defense Cuts---1AR

#### Biden’s increasing defense spending AND cuts would never pass

Fred Kaplan 21, PhD and MS in Political Science from the Massachusetts Institute of Technology, BA from Oberlin College, National-Security Columnist for Slate, “The Incredible Never-Shrinking Defense Budget”, Slate Magazine, 8/5/2021, https://slate.com/news-and-politics/2021/08/military-budget-congress-money-money-money.html

President Biden surprised Democratic leaders last May when he proposed spending slightly more money on the military than the Trump administration had spent the previous year. Now both houses of Congress—including many Democrats who not long ago had called for cutting defense spending—are getting ready to pass a defense budget that boosts Biden’s proposal by $25 billion.

<<MARKED>>

The measure, which is almost certain to pass both houses by large majorities, would lift the military budget for fiscal year 2022 to a record-busting $777.9 billion—a 5 percent increase over Trump’s final budget of $741 billion.

This was the sum approved, in a stunningly bipartisan 23-3 vote, by the Senate Armed Services Committee. In the coming weeks, the House committee and the two chambers’ appropriations and budget committees are all but certain to follow suit. (The amount included $740 billion for the Defense Department, with most of the rest funneled to the Energy Department for nuclear weapons.)

Rep. Adam Smith, who called for cutting the defense budget by $100 billion when he became chairman of the House Armed Services Committee after the Democrats regained control of the chamber in 2018, now admits the winds are blowing in the opposite direction. He told Defense News this week, “The people who want to spend more than the Biden number have built a lot of support, and yes, I think that [$25 billion increase] is a potential bipartisan pathway. I don’t support it, I don’t think that’s where we should go, but at the end of the day, I have one vote.”

There are a few reasons for this overwhelming endorsement of such a massive increase in defense spending. First, many Democrats believe that it’s necessary to retain support—among moderate Democrats and a few Republicans—for Biden’s massive spending on domestic programs. (This was one reason Biden decided not to cut the defense budget back in May.) Second, in an era when Congress is spending trillions of dollars on COVID relief, infrastructure, child care, and enhanced unemployment benefits, $25 billion doesn’t seem like a whole lot of money. Finally, amid heightened concerns about China’s military expansion, the idea of spending more—even a lot more—on defense is harder to resist.

#### No escalation.

John Glaser 17, Associate Director of Foreign Policy Studies at the Cato Institute., 1-9-2017, "Does the U.S. Military Actually Protect Middle East Oil?" National Interest, https://nationalinterest.org/blog/the-skeptics/does-the-us-military-actually-protect-middle-east-oil-18995?page=0%2C1

In addition, the balance of power globally and in the region today is favorable for energy security. First, an external power gaining a stranglehold over the Persian Gulf region is implausible. The Soviet Union is long gone and today’s Russia suffers from systemic economic problems that hinder its potential to project power in the Middle East. China, while increasingly powerful in its own sphere, lacks the political will to dominate the Gulf . The regional balance of power is also favorable. According to Joshua Rovner , “the chance that a regional hegemon will emerge in the Persian Gulf during the next twenty years is slim to none. This is true even if the United States withdraws completely.” No state in the region possesses the capabilities necessary to conquer neighboring territories or gain a controlling influence over oil resources, and most are bogged down and distracted by internal problems. Overall the region is in a state of defense dominance: while too weak to project power beyond their borders, the major states do have the capability to deter their neighbors, making the costs of offensive action prohibitively high. So, three of the major scenarios that have traditionally justified a forward deployed military presence in the Persian Gulf—the entrance of a hostile external power, the rise of a regional hegemon and a military clash among the major states—are exceedingly unlikely even absent the U.S. military presence.